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Summary 

The topic of this dissertation is the policing of global hubs, and it is particularly concerned with 

the security governance arrangements found at Norwegian airports and maritime ports. 

Employing a mixed-method design, the dissertation draws on extensive empirically grounded 

research from case studies of Oslo airport, the port of Stavanger and the port of Kristiansand, 

which are three important hubs in the Norwegian infrastructure for facilitating flows of people 

and things. This dissertation sets out to explore collaborative and network structures among 

policing agencies as a way to approach complex matters relating to security, and the 

organizations’ experience of security projects in their everyday life, with particular emphasis 

on their perceptions of different mentalities, logics and interests and efforts to reconcile them. 

By combining perspectives on collaboration, experiences of security practices and guiding 

mentalities, this study seeks to contribute by providing new empirical and conceptual insights 

into plural policing and security governance from the Nordic context. More importantly, the 

dissertation aims to develop and advance our thinking on the policing of global hubs – which 

are distinct and unique institutional environments that have yet to receive proper criminological 

attention. Thus, to make this possible, the overarching research question that this dissertation 

sets out to address is 

How do agencies producing and delivering security and policing services in global 

hubs experience and perceive their collaborative relations and everyday practices 

when dealing with matters of security? 

The dissertation is made up of four articles, and although the articles can be read separately as 

independent contributions to the literature on plural policing and security governance, they also 

connect in certain ways and, taken together, shed light on the overall research objective of this 

dissertation, and contribute to expand and advance the current literature. Articles one and two 

are concerned with examining and mapping collaborative relations, and make clear that the 

notion of public-private is crucial to the way agencies view themselves in comparison with 

others, and to how they seek to position themselves in collaborative efforts by referring to this 

divide. The mapping of relations reveals a distinct social structure and highlights how power is 

connected to the relational position of agencies within security networks. The third and fourth 

articles take a broader approach to unpacking security governance by giving attention to 

agencies’ experiences and understanding of policing and security practice in global hubs. The 

third article underlines how the dimension of “everyday practices” is important for making 

sense of the way in which agencies respond to exceptionality and develop strategies to cope 



ii 

 

with it. The last article shows how policing and security agencies are affected by, and seek to 

adapt to, the demand for efficiency and speed that is intrinsic to the commercial system 

prevailing in global hubs. 
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1. Introduction 

The topic of this dissertation is the policing of global hubs, and it is particularly concerned with 

the security governance arrangements found at Norwegian airports and maritime ports. 

Employing a mixed-method design, the dissertation draws on extensive empirically grounded 

research from case studies of Oslo airport, the port of Stavanger and the port of Kristiansand, 

which are three important hubs in the Norwegian infrastructure for facilitating flows of people 

and things. This dissertation sets out to explore collaborative and network structures among 

policing agencies as a way to approach complex matters relating to security, and the 

organizations’ experience of security projects in their everyday life, with particular emphasis 

on their perceptions of different mentalities, logics and interests and efforts to reconcile them. 

By combining perspectives on collaboration, experiences of security practices and guiding 

mentalities, this study seeks to contribute by providing new empirical and conceptual insights 

into plural policing and security governance from the Nordic context. More importantly, the 

dissertation aims to develop and advance our thinking on the policing of global hubs – which 

are distinct and unique institutional environments that have yet to receive proper criminological 

attention. 

1.1 Setting the scene: Global hubs, economy and security risks  

Over recent decades, airports and ports have become vital spaces for the international 

networked economy – an economy that is increasingly dependent on a “world in motion” (Inda 

and Rosaldo, 2002). That is, global economic opportunities are to a great extent related to the 

vast flow of people and things that intersect and make use of the different infrastructures and 

modes of the transport system (Rodrigue, 2020). Drawing inspiration from the notion of “global 

cities” (Sassen, 2001, 2005), the spaces of airports and maritime ports can be thought of as 

global hubs (Hönke and Cuesta-Fernandez, 2017; Kesselring, 2009; Leese and Wittendorp, 

2018). Thus, and in line with Sassen’s emphasis on the flow of information and capital as a key 

characteristic of the global city, this study understands global hubs such as airports and ports as 

geographically bounded centers or crossroads where an immense flow of people, goods, and 

capital converges and is facilitated every day. The core components of global hubs are the 

networks of infrastructures that various modes of transportation and flows utilize to connect 

between locations, together with numerous public and private interests and stakeholders. 

Airports and ports are thus considered as prominent points of passage in the interconnected 



2 
 

global systems of flows and mobility, which value the notions of efficiency, speed and time in 

the chain of production, distribution, and consumption.  

As representations of contemporary connectivity, global hubs help to establish links between 

local markets and global economic and trade networks, to the extent that, to function optimally, 

the networked economy has become dependent on and integrated into the infrastructure of 

airports and seaports. In fact, around 80 percent of global trade in goods, measured by volume, 

is carried by sea, and in 2018, world seaborne trade volumes reached a new all-time high of 11 

billion tons (UNCTAD, 2019). Maritime ports are thus essential structures and the backbone 

supporting international trading system. Similarly, since the 1970s, when air travel ceased to be 

the preserve of elites and became available to the masses, aviation has seen tremendous growth. 

Air passenger numbers rose from 1.025 billion in 1990 to 4.233 billion in 2018 (ICAO, 2018), 

which indicates how aviation and airports now act globally as significant catalysts for socio-

economic development.  

With this in mind, airports and ports are instrumental in connecting local and national regions 

to international ones, and establishing links between local and international economic activities 

(Cwerner, Kesselring and Urry, 2009; Urry, 2007). The crucial role global hubs play in society 

more generally, in shaping and influencing manifold aspects of individuals’ lives, also becomes 

ever more apparent. In Europe, for instance, the Single Market Strategy together with the 

Schengen Agreement are pivotal in supporting cross-border mobility, trade and commerce by 

promoting the free movement of people, goods and services. The EU’s strategy to facilitate 

movement is the Single European Act, which seeks ways to remove various physical, fiscal and 

technological barriers to free movement, so as to provide new opportunities for citizens and 

businesses to pursue their activities within the internal borders of Europe (McCormick, 2008; 

Pelkmans, 2016). However, to reach its fullest potential with regard to the ideal of freedom of 

movement, the European system is dependent on open, frictionless and reliable transportation 

infrastructures which are capable of efficiently facilitating and handling vast flows of people 

and things. To support this, airports and seaports across Europe have key roles in increasing 

and strengthening interconnectivity and in maintaining smooth flows across borders. Numerous 

societal functions are therefore dependent on the infrastructure of global hubs for their 

continued existence, and have become an integral part of them, which leads to an important 

interdependency encompassing not only economic but also social and political aspects.  
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More importantly, due to their integrated role and centrality in society, global hubs such as 

airports and maritime ports are often seen as critical infrastructure by governmental institutions. 

In the Norwegian context of this dissertation, transportation is one of the sectors that are 

considered critical, which means that airports and ports (as well as road transport and railways) 

are essential components of the process of maintaining vital societal functions (DSB, 2017). 

However, the fact that they are considered critical infrastructures serving as symbolic locations 

of contemporary capitalism, commerce, and mobility, and have become important “glocal” 

spaces (Adey, 2004a, 2004b; Cowen, 2014; Cwerner, Kesselring and Urry, 2009), does not 

mean that they are preserved from risks and vulnerabilities, in the post 9/11 environment, in 

which the security discourse of terrorism is now omnipresent. Global hubs may attract illicit 

activities and criminal exploitation, and therefore be exposed to numerous security risks. It has 

frequently been shown that the smuggling of goods (such as drugs or firearms), illegal border 

crossings, terrorism, piracy, and theft, to name but a few issues, are common problems for 

airports and ports (Brewer, 2014; Cowen, 2014; Eski, 2011, 2016a; Eski and Buijt, 2017; 

George and Whatford, 2007; Salter, 2008d; Sergi, 2020a, 2020b). Given the numerous terror 

attacks there have been, most notably 9/11, the London bombings in 2005, and the 2016 

Brussels bombings, which targeted various parts of global transportation hubs (such as airlines, 

railways, and metros), concern about terrorism is very much to the fore in the imaginaries of 

airport and maritime port security, so much so that the sectors’ regulatory regimes have been 

characterized as “archetypal War on Terror” regulation (Eski, 2016b). Increased and emerging 

risks have subsequently been added to a broadened security agenda (Burgess, 2010; Buzan, 

1991; Krause and Williams, 1996), and have opened the way to new thinking on the phenomena 

of security governance. 

Any of the threats routinely faced by airports and ports may have significant implications, both 

local and global. Chief among these is the fact that any disruption of the flows through global 

hub, can cause immediate and serious effects. As a result of the interdependencies between vital 

functions in society and global hubs, many activities can be slowed down or even brought to a 

complete halt, seriously impacting the everyday life of businesses and individuals. It has 

therefore been suggested that the disruption of flows has itself become a security risk (Hoijtink, 

2017: 315). The Covid-19 global pandemic shows how disrupting flows can affect the role of 

global hubs and how they operate, with travel restrictions and the reintroduction of temporary 

border controls have effectively shut down the aviation industry and much of maritime 

shipping, leading to severe losses for these industries. It is estimated that the economic impact 
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of Covid-19 on civil aviation in the operating year of 2020 was approximately a US$391bn loss 

of gross passenger operating revenues (ICAO, 2020). Similarly, the disruption of global trade 

involving maritime transportation has had far-reaching implications for the whole industry, 

with a reduction in the number of port of calls throughout 2020 (UNCTAD, 2020). These shut-

downs, implemented for the sake of preserving public health, demonstrate how security 

concerns can become major impediments to the global economy. 

In fact, as Salter (2008c: ix) argues, “few sites are more iconographic of both the opportunities 

and the vulnerabilities of contemporary globalization” than airports and ports. This points to a 

central dilemma for global hubs, where the aviation and maritime industries and their actors 

may be faced with potentially contradictory logics and strategies in their everyday efforts to 

produce secure environments. This can be seen, for instance, in the tension between, on the one 

hand, the increasing securitization of global hubs through the implementation of security and 

control measures, and on the other, the economic imperative of the free flow and movement of 

people and things, which could have enormously beneficial impacts on the economy. Global 

hubs are therefore viewed as extremely important, but at the same time vulnerable, spaces in 

need of security and protection, covering both the sites and actors themselves and the flows that 

converge in them. Besides being focal points for economic prosperity, global hubs are therefore 

also places “where the contemporary preoccupation with security and risk is highly 

concentrated” (Schouten, 2014: 24).  

As a result of the perceived necessity to make global hubs safe, policing practices and the 

governing of airport and seaport security have now been placed high on the international 

community’s agenda, as can be seen particularly in the extensive regulatory regime for aviation 

and maritime security that has been established post-9/11. As a consequence, airports and ports 

are now enmeshed in a complex web of international treaties, national and local regulation and 

legislation (Eski, 2011; Olsvik, 2015; Salter, 2008d), which has arisen from efforts to achieve 

the standardization and harmonization of security practices across countries. While global hubs 

are archetypical examples of the organizing principles of the “space of flows” (Castells, 1996) 

and have been described as non-places (Augé, 1995), airports and ports are still places in which 

flows become grounded, which make it possible to implement stringent security and control 

measures. As several observers have noted, the security infrastructure of these places often 

involves multiple organizations and interests, thus making pluralized and networked policing 

approaches commonplace (Berndtsson and Stern, 2011; Brewer, 2014; Eski, 2016a; Van Sluis, 

Marks, Gilleir and Easton, 2012). Given these diverse elements, the policing practices of global 
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hubs, both in Norway and elsewhere, have created highly dynamic and flexible environments, 

with a plethora of public and private agencies operating with different mentalities, logics, and 

interests. Since security issues at global hubs often transcend organizational boundaries, the 

network responses to policing and security issues in them suggest that collaboration has become 

a very important means to effectively address risks and vulnerabilities deriving from the flows 

of people and goods. 

This therefore makes airports and ports prime sites for exploring everyday experiences of plural 

security practices, collaborative structures, and the interactions between different mentalities 

and interests, and the potential implications this may have for agencies’ practices. 

1.2 Aviation and maritime security, plural policing and the Nordic context  

There is now growing criminological interest in exploring the way in which flows of people 

and things have affected the nature of policing practices and the multitude of actors involved, 

and also in how policing practices influence and shape contemporary flows and their patterns 

(de Lint, O’Connor and Cotter, 2007; Hufnagel and Moiseienko, 2020; Sanders and Condon, 

2017; Whelan and Molnar, 2017). Some have even argued that there is a need to recalibrate the 

conceptual, theoretical and methodological landscape of criminology in the face of flows 

(Amicelle et al., 2017). To capture and understand these new practices, various aspects of this 

connection between policing and flow have been explored and unpacked. Many recent studies 

examine the securitization of borders to deal with the “world in motion” (Aas, 2007, 2011; Aas 

and Gundhus, 2015; Côté-Boucher, 2020; Weber, 2013; Weber, Mohn, Vecchio and Fili, 2019). 

One important consequence of the fact that global flows cross national boundaries is that this 

creates “a constant flux between the inside and the outside, resulting in hybridity of what before 

appeared to be relatively stable entities” (Aas, 2013: 8). There has also been more exploration 

of the implications of the use of technology and surveillance to filter and govern flows of people 

(Adey, 2004a, 2009; Côté-Boucher, 2008; Leese and Koenigseder, 2015; Lyon, 2005). A 

central issue in the literature is that border control practices reveal mechanisms and logics for 

differentiating mobile bodies, in that border control activities become tools for determining 

belonging by means of inclusion and exclusion (Aas, 2011; Pickering and Weber, 2006). 

These studies have been crucial for deepening our understanding and knowledge of control 

practices and their interaction with the flows of people, things, information, and capital. 

Notwithstanding the importance of this literature, it must be recognized that, in criminology 

and policing studies, far less attention has been paid to unpacking and understanding the unique 
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spaces global hubs represent. Due to the centrality of economic drivers such as efficiency, time 

and speed, global hubs are assumed to be distinct institutional environments quite unlike static, 

area-bound neighborhoods. Consequently, as airports and ports are regarded as crucial 

crossroads, movement through them is carefully planned, regulated and controlled (Knox, 

O’Doherty, Vurdubakis and Westrup, 2007) to ensure smooth and efficient throughput. It has 

therefore been suggested that airport and port spaces are involved in the government of time 

(Salter, 2008a), with a fixation on framing issues in terms of various temporal dimensions: 

measuring and reducing waiting times, improving dwell-time and consumption, and the 

implementation of preemptive and risk-based strategies (Eski and Carpenter, 2013; Lloyd, 

2003; Salter, 2007, 2008b). Global hubs can thus be considered to be immersed in various 

temporal imaginaries, which suggests that the temporalization of security is important 

(Valverde, 2011, 2014).  

Hitherto, studies of policing flows have not fully recognized the unique character of the security 

infrastructure of global hubs and analyses of how policing practices and governance of security 

develop in the institutional environments of airports and maritime ports are particularly wanting 

in this respect. Although global hubs clearly play a critical role in the networked economy and 

are exposed to significant threats, significant aspects of their policing are often only considered 

in connection with other phenomena, generally being touched upon in the wider context of the 

impact of global flows and mobility, such as in studies of border control and surveillance 

practices. The security assemblages and practices needed to make sense of the special nature of 

global hubs, which are the topic of this dissertation, are thus mainly explored in isolation, or 

only at specific sites, with little attention to the practices, actors, interests and logics involved. 

This dissertation seeks to address this gap by providing empirical substantiation through 

examining Norwegian airport and maritime port security, and focusing on collaborative 

structures and agencies’ experience of security projects in their everyday life. 

Recent criminological scholarship has not however entirely ignored the topic of current security 

and plural policing responses in transportation nodes. Although rather few in number, there are 

studies which set out to explore various aspects of maritime and aviation security and how these 

are dealt with in the plural policing literature. For instance, Eski (2016a, 2016b, 2019) provides 

an ethnography of the port securityscape, by examining the everyday realities and occupational 

identities of street-level port security professionals. This work demonstrates the importance of 

recognizing bottom-up perspectives in analyses of security and policing, as they can reveal 

significant nuances of the interactions found in the port securityscape. It also offers important 
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insights into how industrial commercialization affects security issues and those tasked with 

addressing them. Eski also deals with multi-agency collaboration in his case study, while 

Brewer’s (2014, 2017) analysis of waterfronts in Australia and the United States focuses 

explicitly on networks, partnerships and the co-production of policing and security governance, 

and reveals the social structure and relational properties that exist among public and private 

policing actors. In particular, it shows that norms of trust, reciprocity and building social capital 

in partnerships are key in enabling effective responses to policing and security issues that cut 

across organizational boundaries and areas of responsibility. Brewer’s study makes use of social 

network analysis (SNA) to chart relationships – an approach that has much to offer in studies 

of security and policing and one that is also employed in this dissertation. As yet, there have 

been few empirical studies that employ the SNA toolbox to explore security issues (Whelan 

and Dupont, 2017), which suggests there is a need for further research to develop a better 

methodological approach to study and unpack plural policing and security practices. 

Similar arrangements to those found on the waterfront are to be found in aviation and airport 

security, as pluralization is now commonplace. Previous studies have documented extensive 

outsourcing of security provision to private companies – an effect of neoliberal logics (Leese, 

2016). The complex relationships between the public and private actors working in the airport 

environment can make it challenging to implement security measures, particularly when actors 

are seeking to meet the demands of different stakeholders (Lahav, 2008; Olsvik, 2015; Salter, 

2008a). Both strands of literature of aviation and maritime security and policing seem to be 

influenced by the terrorism discourse, and as was pointed out above, it has been suggested that 

the regulatory regimes and current policing practice are “archetypal War on Terror” approaches 

(Eski, 2016b).  

These studies clearly provide valuable empirical, conceptual and methodological insights into 

dimensions of the policing of global hubs that are addressed in this dissertation, such as plural 

and multi-agency responses and security networks, the influence of commercialization and 

neoliberal logics, everyday realities and practices, and the tools of SNA. More importantly, 

following the empirical scope of these studies, particularly those of Eski and Brewer, this 

dissertation seeks to engage with, build upon and advance beyond these findings by shedding 

light on the distinct nature and practices of policing that are found in global hubs such as airport 

and ports, and by so doing, also develop more finely tuned methodological and analytical tools 

for evaluating them. 
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The situation described above shows that studies of aviation and maritime security connect and 

engage with the burgeoning literature on plural policing, particularly in its emphasis on multi-

agency partnerships and network perspectives. Plural policing has become established as an 

important field of research (O’Neill and Fyfe, 2017; Terpstra and van Stokkom, 2015). The 

increasing privatization of crime control and security has been one of the most salient and 

intensely debated issues within criminological scholarship in the past decades (Bowling, Reiner 

and Sheptycki, 2019; Button, 2002; Christie, 2000; Garland, 2001; Jones and Newburn, 2006; 

Loader, 2000; Loader and Walker, 2007; Shearing and Stenning, 1981, 1983; Wood and 

Dupont, 2006; Zedner, 2009). It is, therefore, well-recognized that contemporary policing 

endeavors involve a diverse set of state and non-state actors, who operate alongside each other 

in the production and delivery of security and crime control (Bayley and Shearing, 2001; 

Crawford, Lister, Blackburn and Burnett, 2005; Dupont, 2006a; Fleming and Wood, 2006; 

Johnston and Shearing, 2003; Schuilenburg, 2015). In recent years, two of the most salient 

perspectives used to understand and conceptualize this plurality have been nodal governance 

(Burris, Drahos and Shearing, 2005; Johnston and Shearing, 2003) and (state) anchored 

pluralism (Loader and Walker, 2006, 2007). While it should be recognized as very useful for 

shaping current debates on plural policing and how it is understood, this literature is often 

concerned with conceptual thinking and favors normative orientations and questions. 

Normative arguments have mainly been used to consider what the role of the state ought to be 

in today’s policing landscape. What seems to be lacking is a more detailed account of what is 

involved in assessing and understanding the contribution and involvement of various agencies 

to plural policing, when addressing the matter at an empirical level (see Crawford, 2006; Kerr, 

2015; Martin, 2013; Terpstra, 2017 for notable exceptions). 

While acknowledging the importance of these contributions, this dissertation argues that, to 

move policing scholarship beyond its preoccupation with conceptual and normative claims it is 

necessary to better operationalize the theoretical frameworks and to elucidate grounded 

analytical perspectives for the study of policing arrangements and practices. In the dissertation, 

this requirement is met by combining the theoretical perspectives of nodal governance and 

anchored pluralism with concepts and analytical tools drawn from network theory. Emphasis 

is, for instance, laid on the notion of mentality developed in the nodal approach, and on the 

possibility of empirically capturing and understanding everyday security practices by 

examining various governing mentalities. It is assumed that such an approach can provide more 

empirically informed understandings of plural policing and security governance. The 
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dissertation contributes to this endeavor and shows how it can be achieved, by examining the 

empirical case of policing global hubs in Norway. 

The plural nature of policing has received increasing scholarly attention, which has provided 

insight into how (national) policing systems are structured and organized, and in particular, how 

power structures are articulated by actors and their relationships with each other (Brewer, 2017; 

Dupont, 2006b; Quéro and Dupont, 2019; van Stokkom and Terpstra, 2018). However, most of 

our knowledge about plural policing and security networks originates from the Anglosphere 

(e.g. the US, Britain, Australia), as do most studies exploring airport and port security. As 

pointed out by van Stokkom and Terpstra (2018), this may lead to an overemphasis on 

Anglocentric findings, which are often assumed to be universal, and there is a risk of 

overlooking local nuances and the importance of place-based specificity in the current 

landscape (Lum and Fyfe, 2015). Thus, to identify convergences and differences in 

contemporary policing, it has been suggested that attention should be directed to historical, 

cultural and political factors, and that new empirical contexts should be explored (O’Neill and 

Fyfe, 2017; van Stokkom and Terpstra, 2018). It is obvious, then, that by addressing Norwegian 

plural policing in global hubs, this dissertation both engages with and seeks to extend the rather 

limited, but growing, literature on Nordic plural policing in general (Gundhus and Larsson, 

2007; Hansen Löfstrand, 2019; Kammersgaard, 2019; Lomell, 2007; Nøkleberg, 2016; 

Saarikkomäki, 2018; Saarikkomäki and Kivivuori, 2016; Stenström, 2018, 2019; Søgaard, 

Houborg and Tutenges, 2016), and the literature on airport and port security in particular (Jore, 

2012; Jore and Njå, 2012; Lindøe and Kringen, 2015; Olsvik, 2015; Oltedal, 2011; Pettersen 

and Bjørnskau, 2015). Given the lack of Norwegian or Nordic scholarly attention to the subject, 

there is clearly a need for more detailed, empirically grounded studies of plural policing and 

the unique institutional environment that global hubs represent. 

1.3 Research objective: Unpacking the policing of global hubs 

Theoretically, this research connects the broader discussion of security governance, and of 

nodal governance and state anchored pluralism in particular, with the network theory and 

governance literature. To unpack the precise nature of the policing of global hubs, the emphasis 

is on the nature of governance, the capacities of individual security agencies and the linkages 

and network responses between them. By employing these ideas in empirical work on 

Norwegian airport and port security, the dissertation aims to add to the conceptual thinking on 

policing global hubs more broadly, which is currently absent from the criminological and plural 
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policing literature. Secondly, this research aims to provide deeper insight into the way in which 

policing and security agencies in global hubs experience their everyday practices in dealing 

with matters of security. In this dissertation, these everyday practices encompass perceptions 

of the collaborative structures, strategies and measures employed by agencies, and their 

different mentalities, logics and interests. Mapping and unpacking these perceptions and 

experiences can also provide novel empirical and conceptual insights that can help advance the 

field of plural policing, not least because this research draws on empirical work and findings 

from a context other than the Anglosphere. Moreover, this in-depth exploration of Norwegian 

airport and port security addresses the apparent lack of empirical investigation of the interaction 

between collaborative relations on the one hand, and agencies’ experience of security projects 

on the other. The dissertation also aims to help advance the methodological and analytical 

perspectives that can be used in studies of security governance and plural policing. 

Thus, to make this possible and achieve the above aims, the overarching research question that 

this dissertation sets out to address is: 

How do agencies producing and delivering security and policing services in global 

hubs experience and perceive their collaborative relations and everyday practices 

when dealing with matters of security? 

The dissertation draws on extensive empirical research in Norway, and includes case studies of 

Oslo airport, the port of Stavanger and the port of Kristiansand. As will be evident in the next 

chapter, these are crucial hubs in the Norwegian infrastructure for facilitating flows, as can be 

seen from their operational capacity, economic importance, and role in connecting Norway to 

the wider world. To guide and focus the empirical exploration of the everyday policing practices 

and security in these important global hubs, four research questions have been formulated: 

1. What, if any, are the collaborative relations between the agencies involved in the 

security governance at airports and maritime ports in Norway?  

2. How are collaboration processes perceived by the different agencies, and what 

dilemmas or issues can occur in the meeting between agencies with different 

interests? 

3. How do agencies experience and think about their security and policing practices in 

global hubs in Norway? 
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4. What are the underlying mentalities or interests of the security and policing 

agencies, and how do they experience the balancing act that may be necessary when 

seemingly contradictory interests converge? 

The dissertation is made up of four articles and the research questions are addressed from 

different angles in each of them. To explore the questions, the dissertation takes a mixed-

method approach, drawing upon qualitative and quantitative methodological and analytical 

techniques. Thus, data used in the empirical articles are derived from 76 interviews with key 

representatives involved in policing and security in Norwegian airports and maritime ports, and 

from a survey which addresses individuals’ perception of collaboration and maps policing 

agencies’ collaborative relationships. The mixed-method approach made it possible to make a 

comprehensive assessment of experiences and perceptions of everyday policing and 

collaboration processes in the distinct institutional environment global hubs represent. 

Although the articles can be read separately as independent contributions to the literature on 

plural policing and security governance, they also connect in certain ways and, taken together, 

shed light on the overall research objective of this dissertation, and contribute to expand and 

advance the current literature. Articles one and two are concerned with examining and mapping 

collaborative relations, and make clear that the notion of public-private is crucial to the way 

agencies view themselves in comparison with others, and to how they seek to position 

themselves in collaborative efforts by referring to this divide. The mapping of relations reveals 

a distinct social structure and highlights how power is connected to the relational position of 

actors within security networks. The third and fourth articles take a broader approach to 

unpacking security governance by giving attention to agencies’ experiences and understanding 

of policing and security practice in global hubs. The third article underlines how the dimension 

of “everyday practices” is important for making sense of the way in which agencies respond to 

exceptionality and develop strategies to cope with it. The last article shows how policing and 

security agencies are affected by, and seek to adapt to, the demand for efficiency and speed that 

is intrinsic to the commercial system prevailing in global hubs. 

1.4 Outline 

This dissertation is made up of two parts. The first consists of this extended introduction, which 

provides a detailed account of the conceptual, theoretical, analytical and methodological 

considerations involved in this research. The second consists of the four articles exploring and 

mapping different aspects of the policing of global hubs. This introductory chapter is followed 
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by five more. The second outlines the empirical context and institutional landscape of 

Norwegian airports and ports, focusing on their historical development, and social and 

economic importance. It also describes the international regulatory security framework of the 

aviation and maritime sectors, as it is assumed that regulation can influence the actions and 

behavior of agencies and their interactions with one another. Chapter three explicates the 

theoretical foundation of the research project. In order to understand how policing agencies at 

global hubs experience their everyday practices and collaborative relations, the dissertation 

combines conceptual perspectives on security governance, network theory, and collaboration. 

Two concepts dealt with in the security governance literature – nodal governance and state 

anchored pluralism – can yield important insights, especially to help unpack the potential 

influence of different mentalities, interests or logics within the empirical context of airports and 

maritime ports. Building upon conceptualizations of everyday security drawn from the fields 

of criminology and international relations helps to situate the analysis of security practices and 

actors’ experience of security projects against a background of exceptionality. The complexity 

of plural policing and security practices makes organizations interdependent and increasingly 

integrated in network responses. To capture this, concepts derived from network theory and 

network governance have been deemed useful. The chapter therefore seeks to offer an analytical 

framework for studying policing at global hubs. The fourth chapter outlines the research design 

and methods used in this dissertation. To grasp collaborative processes of plural policing and 

everyday experiences and perceptions of security practices, a mixed-method approach was 

utilized. That is, data were collected through semi-structured interviews and a survey, which 

provided both qualitative and quantitative material. The chapter introduces the different 

analytical procedures used in the empirical studies. One of these was social network analysis. 

In addition, the chapter presents reflections and discussions on the issues involved in gaining 

access to closed security environments, considerations of research validity and ethical issues 

regarding the empirical exploration. Chapter five summarizes the four articles and highlights 

their main findings. The final chapter elaborates on the theoretical, methodological, and 

empirical contributions of this research and discusses its implications for future work in the 

field of plural policing and security governance. 

The second part of this dissertation consists of four articles: 

Article 1: Nøkleberg, Martin (2019). The public-private divide revisited: questioning the 

middle ground of hybridity in policing. Policing and Society, 601–617. 
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Article 2: Nøkleberg, Martin (2020). Examining the how of Plural Policing: Moving from 

Normative Debate to Empirical Enquiry. British Journal of Criminology, 60 (3), 681–702. 

Article 3: Nøkleberg, Martin (forthcoming). Expecting the Exceptional in the Everyday: 

Policing Global Transportation Hubs. Security Dialogue. 

Article 4: Nøkleberg, Martin (ready for submission). Policing global hubs: Balancing the 

imperatives of security and trade.  
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2. Empirical context – Pluralized policing, regulations, and Norwegian global 

hubs 

In recent decades, there have been significant developments in all spheres of governance 

(Burris, Kempa and Shearing, 2008; Kersbergen and Waarden, 2004), with traditional 

approaches being challenged and new arrangements emerging. In the area of policing and 

security, policing systems have also undergone profound changes (Ericson and Haggerty, 1997; 

Loader, 2000; Shearing and Stenning, 1981, 1983; Shearing, 1992). Indeed, Bayley and 

Shearing (1996: 585) proclaimed in the late 1990s that “modern democratic countries (…) have 

reached a watershed in the evolution of their systems of crime control and law enforcement. 

Future generations will look back on our era as a time when one system of policing ended and 

another took its place”. One of the most striking features of these changes seems to be 

pluralization, which has, it is suggested, come to challenge the traditional view of security 

governance as being the prerogative and monopoly of the state (government) (Burris, 2004), 

and as revolving around the state-centered perspective of “governance through force” (Wood 

and Shearing, 2007). This change, according to Bayley and Shearing, is not a slow transition 

during which one system of policing replaces another, but rather a swift and clear break with 

the past.  

Others, however, have suggested that the claim that the rise of non-state policing actors (mainly 

private) represents a truly epochal break with the past overstates the case (Reiner, 2010). This 

view gains support from a compelling, historically informed literature on private policing and 

security, which also explores the empirical context of port policing, and recognizes and rightly 

criticizes the narrative of the discontinuity thesis (Churchill, 2017, 2019; Jones and Newburn, 

2002; Leloup, 2019). Some argue that describing the development of (plural) policing in terms 

of “a new paradigm of policing” seem to “misinterprets the past and produces misleading 

assessments of recent changes in security regimes” (Churchill, Janiewski and Leloup, 2020: 3), 

particularly as regards the supposed novelty of these changes. 

Nonetheless, plural policing has undoubtedly emerged as an important field of research within 

criminology (Terpstra and van Stokkom, 2015). To capture and make sense of this plurality, 

reference has been made to, for instance, “policing beyond, below, above, and through the 

government”, “the policing complex”, “the policing web”, and “the mixed economy of 

policing” (Brodeur, 2010; Crawford et al., 2005; Jones and Newburn, 1998; Loader, 2000). 

This literature has contributed crucial insights into various aspects and contexts of the plural 

and networked nature of policing, such as street-level policing in urban areas, town centers and 



15 
 

parks, and mega-events, the policing of nightlife, and plural responses to fraud (Kammersgaard, 

2019; O’Neill and Fyfe, 2017; Stenström, 2018; Søgaard, Houborg and Tutenges, 2016; Whelan 

and Molnar, 2017, 2019). 

This chapter aims to describe the empirical context of the topic explored in this dissertation, 

that is the plural policing environment of global hubs in Norway, which now involves many 

public and private actors and interests. Given the apparent overemphasis on Anglocentric 

contexts (O’Neill and Fyfe, 2017; van Stokkom and Terpstra, 2018) with regard to plural 

policing and security governance and the risk of omitting local nuances, which was mentioned 

in the introduction, it seems useful to outline how plural policing has evolved in a country that 

has a strong public sector, a well-functioning welfare state and an inclusive welfare policy 

(Pedersen and Kuhnle, 2017). The chapter therefore begins with a general historical outline of 

the parts played by public and private policing agencies in Norway. The historical background 

is important for situating the practices and multi-agency policing endeavors present at airports 

and maritime ports and providing a basis for understanding them. As global hubs are integrated 

into complex regulatory security regimes, a description of the framework that regulates aviation 

and maritime security is offered. The chapter ends with an outline of the institutional landscape 

of Norwegian airports and ports; it covers their historical development, operational capacity 

and economic importance, and the actors and roles that make these spaces unique in terms of 

policing and security.  

2.1 The historical development of (plural) policing in Norway 

Histories of policing have long argued that the term “police” originally had a far broader 

meaning than it acquired during the 19th and 20th centuries when, as is now common 

knowledge, “the police” came to refer to a state institution responsible for law enforcement. 

According to this view, the historical antecedents of the Norwegian police date back to 14th 

century (Næshagen, 1999, 2000), and the use of the term “police” is commonly found in 

writings on the law from the beginning of the 1500s (Ellefsen, 2018). At this time and in 

following centuries, the notion was most often interpreted as the various governmental 

techniques or strategies “to govern people as individuals significantly useful for the world” 

(Foucault, 1988: 154). But more importantly, policing encompassed, in Norway as elsewhere, 

a broad range of governing practices connected with religion and morals, health, public safety 

and order, the poor, trade and supplies, and roads and town buildings (Ellefsen and Larsson, 

2014; Næshagen, 2000; Valen-Sendstad, 1953). Although, from late 17th century and during 
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the 18th century, in the main cities there was, a gradual professionalization of the police, with 

the appointment of the first Norwegian police commissioners, the interpretation of policing 

tasks continued to be rather broad. The responsibility of these commissioners was to ensure that 

all citizens acted in accordance with the police’s rules for social and economic interaction 

(Ellefsen, 2018). In this sense, it is possible to view these policing arrangements as pluralistic, 

with the scope and to some extent the agencies of the police extending beyond a monopolistic 

understanding of them as guardians of public order and law enforcement.  

In the mid-19th century, however, significant changes occurred in the organization of the 

Norwegian police and more generally in the Scandinavian police model, and it has been argued 

that these developments represent the starting point of the modernization of Scandinavian police 

institutions (Christensen, 2014; Ellefsen and Larsson, 2014). Drawing inspiration from 

England, where the London Metropolitan Police was set up in 1829, the reform of the police in 

Christiania1 in Norway started to pick up speed in late 1859, with the establishment of a 

constabulary that performed day and night patrols on set beats (Ellefsen, 2018). This 

formalization meant that previous communal policing arrangements – that is, local community 

involvement and private and vigilante efforts – were replaced by a (public) police force 

patrolling public spaces and urban centers. The emergence of the “new police” was frequently 

described as a response to concerns about the inadequacy of the previous system (Emsley, 

1996). In 1866, the police in Christiania further developed by dividing into a patrol department 

and an investigative branch, following the principles of specialization that have been observed 

elsewhere. 

Despite these reforms of the Norwegian police, which included the introduction of uniformed 

constables and significant changes in how the police were understood and legitimized, they did 

not necessarily constitute a definite break with the organization of the past (Ellefsen, 2018). 

Nonetheless, they marked a shift towards the conception of the police we have today: that of an 

institution that is characterized by professionalization, specialization and publicness (Bayley, 

1985). In the case of Norway, responsibility for financing the police was for many years divided 

between the state and municipalities, and it was not until the passing of a new police law in 

1936 that the state became solely responsible for financing and regulating the police (Ellefsen, 

2018). The reason behind this was that the previous division of responsibility had led to 

uncertainty and confusion. The modern idea of policing, then, developed during the twentieth 

                                                           
1 The city of Oslo in Norway was called Christiania from 1624 to 1925. 
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century, its understanding of the object of (public) policing being that defined by Bittner (1970), 

who suggests that policing in modern societies revolves around a Weberian state-centered 

perception. That is, the state claims a monopoly of the legitimate use of physical force to impose 

social order within its boundaries.  

The Nordic policing model has traditionally been characterized by a strong state apparatus 

(Høigård, 2011), where the public police are seen as the central institution responsible for 

providing security and policing services (Gundhus and Larsson, 2007). This has had 

consequences for how public police forces agencies are organized and how they are demarcated 

from other (private) policing bodies. The public police in Nordic countries are largely unitary 

(Ugelvik, 2016) and generally enjoy a high level of trust among citizens (Kääriäinen, 2007). In 

1981, the Police Role Committee (Politirolleutvalget) of Norway issued ten basic principles for 

the police. While these were viewed as important guidelines for the structure and activities of 

the police, they can also be seen as an expression of the basic values that the police should seek 

to maintain within society. In particular, the principles suggest that the police should be unitary, 

of a civilian character, decentralized, and integrated into the local community, so that officers 

could interact closely with the public. The police must prioritize their tasks, but crime 

prevention is assumed to be the organization’s primary focus as of today (Politidirektoratet, 

2018). The ten principles have been crucial in setting the direction for the development of the 

Norwegian police since the 1980s, through various reforms and reorganizations. 

Even so, it has been observed that the Nordic policing system is changing, following the trend 

towards pluralization and network organization that is found elsewhere (Gundhus and Larsson, 

2007; Thomassen and Bjørgo, 2006). Collaboration between the police and external (private) 

agencies seems to have become even more prominent in today’s policing environment 

(Nøkleberg, 2016; Wathne, Talberg and Gundhus, 2019). As already noted, pluralization means 

that state and non-state, commercial and non-commercial actors operate alongside each other 

in the production and delivery of security and policing. In Norway, private policing is not a new 

phenomenon as such, given that one can find descriptions of what can be regarded as private 

arrangements for delivering policing and security services that date back to the 17th and 18th 

centuries (Finstad, 2012; Spurkland, Myhrer and Bunæs, 2013; Valen-Sendstad, 1953). 

Although these arrangements were perceived as being private, they were still closely connected 

with the public and the state, as people sometimes received payment from the state for making 

arrests. 
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The first modern (for-profit) private security companies in Norway were set up in the early 

1900s, with the establishment of the Christiania and district Night Watch Company (Christiania 

og Omegns Nattevagt Compagni) in 1905. This company quickly became the biggest one in 

Norway and changed its name to the Norwegian Security Company; it was eventually acquired 

by Securitas AB (NOU 1984: 24). The late 1920s and early 1930s saw the emergence of several 

other private security companies (Spurkland, Myhrer and Bunæs, 2013). After World War II, 

the range and number of services provided by private security companies increased 

significantly. The total revenue of private security companies in Norway increased from NOK 

144 million in 1977 to NOK 270 million in 1981 (NOU 1984: 24), which indicates the speed 

of growth of the industry. 

Despite these developments in the private security industry, it is still common, in the Norwegian 

context, to mark a distinction between private security before and after the 1980s. Before that 

time there was no governmental control or regulation of the industry, and the Ministry of Justice 

expressed no particular interest in doing so (NOU 1984: 24). The Ministry said that they had 

not observed any significant problems regarding the activities of the private security companies 

which made stricter regulation necessary. However, this may seem surprising as, before the 

1980s, the unions and the industry itself were amongst the strongest proponents of stricter state 

regulation of their businesses. The lack of legislation made it possible for anyone to establish 

or work in a security company, and there were no requirements to be met regarding the 

companies’ organization, management, activities or scope. This led to concern about the 

legitimacy and accountability of the private security industry as a whole. Union and company 

pressure would eventually elicit a governmental response. 

The Police Role Committee report, published in 1981, was the first attempt to examine the 

industry. Although the mandate had been to define the role and tasks of the public police, the 

Committee had to draw a line and distinguish between tasks that should be performed by the 

police and tasks which could be performed by other actors, such as private security companies. 

Concern was raised, for example about the use of private security in public areas which were 

open to everyone, and it was decided that “private security companies should not assume 

responsibility for law and order in public places. The lack of police resources should not be 

used as an argument for employing private security guards” (NOU 1981: 35: 206). Following 

the Police Role Committee report and the demands from the security industry, it was decided 
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that – through the Security Company Committee2 – the need to establish a regulatory framework 

should be explored. The Security Company Committee’s report, published in 1984, can be seen 

as a precursor to the Security Guard Services Act of May 13, 1988. However, only seven years 

after the passing of the 1988 law, that was supposed to regulate private security activities, and 

the conditions under which the industry could operate, a new committee was commissioned to 

revise this legislation. 

So then, a third committee – the Private Security Act Committee – presented their report in 

1997 and suggested several changes. First, the committee acknowledged that it was indeed 

difficult to decide how police and private security companies’ activities and responsibilities 

should be demarcated (Vaktvirksomhetslovutvalget, 1997: 151). According to the Committee, 

the deciding factor when drawing this line should be the nature of the task or activity that actors 

were performing when delivering security. The Committee said “the private security companies 

are undoubtedly here to stay, and in the view of the Committee they represent a mainly positive 

supplement to the public police” (Vaktvirksomhetslovutvalget, 1997: 134, my translation). 

Thus, the general perception of the use of private security companies now seemed to be that 

their activities played an important role in preventing crime and increasing security. However, 

a significant aspect of the Committee’s revision of the legislation is the greater emphasis on the 

government’s role, through the police, as a regulator controlling the activities of the industry 

(Vaktvirksomhetslovutvalget, 1997). The revisions suggested in the Committee’s report 

resulted in a proposal for new legislation to govern private security companies (the Security 

Guard Services Act of January 1st, 2001), which still regulates how private security companies 

operate – though with some minor revisions.  

Under this law, private security activity is understood as being the provision of security services 

for third parties and/or self-protection services (that is, in-house security). A decisive element 

is that the services are provided in return for remuneration. The law also requires that private 

security personnel should have proper training, both theoretical and practical. Before they can 

provide security services, private companies must be authorized by the Norwegian Police 

Directorate, and the police district in which the services are to be provided. The police 

directorate is not only responsible for the licensing processes of the industry, it also operates as 

the overseer of private security activities. As the above description indicates, as has been 

observed in other countries (Bayley and Shearing, 1996; Johnston, 2000; Jones and Newburn, 

                                                           
2 NOU 1984: 24. Vaktselskapenes virksomhet og tjenester m.v (Vaktselskapsutvalget). Oslo: Justis- og 

politidepartementet. 
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1998), Norway has experienced considerable changes regarding the provision of security, and 

there has been a huge increase in the number of private security providers. By 2011, there were 

243 approved private security companies, with a total turnover of NOK 8.9 billion (Spurkland, 

Myhrer and Bunæs, 2013). These figures indicate that private security companies in Norway 

are no longer peripheral providers, but key actors in the production and delivery of security. 

Notwithstanding the importance of these developments, the pluralization of policing in Norway 

involves more than just the rise in the number of private security companies (Gundhus and 

Larsson, 2007). Along with the growth of private security, a wide variety of other public and 

private actors have sprung up as significant providers of security and policing. To ensure public 

security and crime control, there are now, for instance, various governmental authorities (such 

as the Tax Administration and the Labor and Welfare Administration) which are responsible 

for carrying out various policing tasks, and actively engage in multi-agency and collaborative 

structures with other policing actors (Bjelland and Vestby, 2017). In addition, the regulatory 

authorities are increasingly involved in policing practices through their emphasis on security-

related measures. In certain areas, private companies (other than private security firms) have 

also developed expertise in securing and controlling critical infrastructure and in surveillance 

and crisis and risk management, which means they have become part of the pluralized policing 

environment. This is the case for the aviation and maritime sectors, in the post 9/11 security 

environment. In ports, for instance, recognized security organizations (RSO) carry out security 

assessments and provide assistance and advice on port security matters.  

The proliferation of such agencies, in addition to private security, has thus influenced the way 

in which security and policing is structured and delivered in Norway. The existing scholarship 

on Nordic plural policing is still limited and seems mainly concerned with the empirical context 

of street-level policing in urban areas, town centers and parks, examining, for example the 

nightlife policing partnership (Søgaard, Houborg and Tutenges, 2016) collaborative structures 

and security networks (Nøkleberg, 2016), the practices of private security guards in public 

space (Kammersgaard, 2019) encounters between private security and young people 

(Saarikkomäki and Kivivuori, 2016), and differences in control logics and aims between public 

and private actors (Lomell, 2007). Studies of local crime prevention strategies3 in Norway have 

demonstrated the importance of collaboration between various municipal institutions and the 

police (Egge and Gundhus, 2012; Gundhus, Egge, Strype and Myhrer, 2008). Some studies 

                                                           
3 Samordning av lokale kriminalitetsforebyggende tiltak – SLT.  
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address the legal dimensions of plural and private policing, paying particular attention to 

discussions of the where to draw the boundaries of various actors’ legal authority (Myhrer, 

2011; Spurkland, Myhrer and Bunæs, 2013; Volquartzen, 2020). Although the literature is 

growing, more studies are clearly needed to develop a fuller understanding of Nordic plural 

policing practices and of how they have changed. The policing practices found in global hubs, 

and how these are experienced, have yet to receive any proper criminological attention. By 

building upon existing accounts of Nordic plural policing, this dissertation aims to move 

forward by providing an empirically grounded exploration of the distinct nature of policing 

practices in global hubs that focuses on actors’ experiences and collaborative relations.  

As will be discussed more fully below, the increase in pluralization has certainly affected the 

policing environment of Norwegian airports and ports, where there are now a plethora of public 

and private actors, many of whom have a stake in securing and policing these spaces. In recent 

decades, increasing awareness of the risks faced by aviation and maritime security, has caused 

governments and international organizations to establish comprehensive regulatory regimes and 

develop strategies to protect this vulnerability and improve overall security. Traditionally, the 

transport sector has been mainly a national concern, but with the increase in global 

interconnectivity and transboundary security issues, the regulation of the aviation and maritime 

industries has taken on a transnational character. In this sense, the regulatory responsibility for 

guarding against risk and insecurities in global hubs now has an international dimension, which 

has important implications for how policing actors operate, which the next sections will explore. 

2.2 Airport and maritime port security studies  

Although the processes of pluralization in policing have received increased criminological 

attention over the years, the same cannot be said of the field of port and airport security and 

policing (but see Brewer, 2014; Eski, 2016a; Leese, 2016). Although there have been few 

criminological studies of the subject, if one moves towards the edges of criminology, and 

examines the interdisciplinary literature that includes perspectives from sociology, political 

science and international relations, it is possible to find the emergent subdisciplines of “airport 

studies” (Salter, 2008d) and “maritime security studies” (Bueger and Edmunds, 2017). These 

have made significant contributions to the discussion of policing and security in the sectors of 

aviation and maritime transport.  

Several observers have underlined the importance of exploring the historical development of 

the maritime and aviation industries. Historical accounts provide important insights into how 
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various security and policing issues have been framed in different periods. Wallis (1998) and 

Alexander and Sochor (1990) offer descriptions of the emergence of aerial piracy and hijacking 

since the late 1960s, and show how this affected the whole aviation industry. Wallis, for 

instance, connects these challenges with the efforts made by international organizations to 

regulate security in the aviation industry. In the literature, the development of security 

regulation is commonly divided into three phases (Mironenko Enerstvedt, 2017; Olsvik, 2015). 

Prior to the late 1960s, hijacking by individuals seeking to avoid prosecution generated the 

greatest security fears. In the next phase, in the late 1960s and the 1980s, there was the 

emergence of politically driven action, which made civil aviation a target for terrorism. The 

bombing of Pan Am Flight 103 (the Lockerbie bombing) in 1988 is an iconic example of the 

challenges experienced in this period. As a result, substantial changes were made in aviation 

security (Price and Forrest, 2016). In the third phase, the threat of terrorism was a permanent 

feature of civil aviation. What changed, and this was particularly the case from the late 1990s, 

was the way in which aircraft were used to cause harm; they were seen as weapons of 

destruction (Virilio, 2005). The events of 9/11 are a graphic illustration of this development, 

and they subsequently led to considerable changes in aviation security. Regulation can thus be 

seen as events-based and reactive (Olsvik, 2015), as (major) events and incidents have led to 

the development of new regulatory measures. 

Others have examined the cultural and social history of airports and its implications for security 

practices. Studies have shown the way in which technological, economic, and political changes 

have affected both the design of airports and how they and aviation actors function (Gordon, 

2004; Pascoe, 2001; Virilio, 2005). Since 9/11, investment in security technology has been 

substantial, with screening, surveillance, and risk management systems now widespread at 

airports around the world (Adey, 2004a, 2004b, 2009; Jones, 2009; Neyland, 2009; Salter, 2007, 

2008b; Schouten, 2014). Airport spaces have also been examined in relation to border control 

regimes, which are used as tools to determine inclusion and exclusion. In this sense, airports 

have been characterized as “difference machine[s]” and sites for “the filtering of friends and 

foes” (Adey, 2008; Lyon, 2008). 

Although coming from outside of the fields of criminology and plural policing studies – but 

still highly relevant to the Norwegian context of this dissertation, one recent article insisted that 

protection against terrorism was the primary concern among aviation actors (Pettersen and 

Bjørnskau, 2015). In the face of the risk of terrorism discourse, Norwegian aviation security 

went from being considered mainly a national concern to being a supranational issue (Jore and 
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Njå, 2012). It has been suggested that the introduction of new security measures in the wake of 

9/11 impacted and, in fact, hindered the communication and information sharing processes of 

Norwegian civil aviation actors (Pettersen and Bjørnskau, 2015). Similarly, it has also come to 

light that both management and frontline workers in Norwegian airports experienced a 

significant degree of constraint after the implementation of the new precautions. Olsvik (2015), 

for instance, shows that the room for maneuver of aviation actors was limited by the 

rigorousness of EU regulations. Their standardization and the increased level of detail in 

descriptions of procedures that were to be followed were perceived to be inappropriate to local 

contexts. This was shown to lead to considerable frustration and feelings of meaninglessness, 

as regulations and prescribed practices were at times considered to be illogical and unreasonable 

(Jore and Njå, 2012; Olsvik, 2015).  

The maritime industry has for centuries been associated with illicit activities that interrupt the 

smooth flows that intersect at ports. During the late 18th century, the port of London, for 

instance, was seen as the center of global commerce and was thus surrounded by major risks 

(Brewer, 2014; Critchley, 1979; Radzinowicz, 1956). Given its preeminent position, 

interruptions of these flows could have significant consequences for the global economy. 

Preeminence came at a cost, however, as the huge volume of ships and goods passing through 

the port acted as a magnet for deviance and disorder. It is estimated that one quarter of the 

annual losses resulting from crime in the city of London occurred in the port (Colquhoun, 

1800a, 1800b). For that reason, as Radzinowicz (1956) points out, considerable efforts were 

made to secure London’s waterfront. In fact, the establishment in 1798 of the (private) River 

Thames preventive force can be seen as the first example of a modern police force in London 

(Critchley, 1979; Palmer, 1988; Rawlings, 2002), and a crucial element in the lead-up to the 

creation of the London Metropolitan Police in 1829 (Brewer, 2014). Historically, ports have 

always been seen as “crime-ridden spaces” (Eski, 2016a) where insecurities are created and 

illicit activities thrive – places where thefts flourish, and that provide safe havens for the 

smuggling of goods, and opportunities for stowaways. As a result, measures have been 

introduced in order to safeguard the maritime industry, at both national and international levels. 

These measures are designed to govern or regulate the insecurities and risks deriving from the 

vast flows that intersect at ports which are global hubs.  

In the realm of maritime security studies, increasing attention has been given to discussions of 

the various threats and risks that seem to prevail within the maritime domain, and the 

implications they may have on practice. In this respect, references have been made to issues 
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ranging from maritime terrorism and piracy, cross-border trafficking of drugs, people and illicit 

goods, to environmental crimes, such as illegal fishing and marine pollution (Aarstad, 2016; 

Bueger, 2015; Bueger and Edmunds, 2017; Klein, 2011; Roach, 2004). For many of these 

challenges, ports play a crucial role as they provide a necessary infrastructure for them to 

flourish, but also as numerous of the transnational insecurities “concentrate themselves 

especially ‘at the docks’” (Eski, 2011: 416). As a result, efforts have been made to unpack the 

particularities of port policing and crime control (Eski, 2016a), and the multi-agency responses 

(Brewer, 2014) that are required to meet contemporary challenges in the port environment.  

2.3 Regulatory regimes of global hubs: International and national aviation and 

maritime 

The heightened (in)security facing contemporary global hubs such as airports and maritime 

ports makes them places where there is intensified policing and regulation, and one feature of 

this regulation is its international dimension (Salter, 2008d). This, however, is not surprising 

as, by its very nature, aviation and maritime security demand international responses. Airports 

and ports are national spaces, with strong connections to international space, as aircraft and 

ships often travel from one national jurisdiction to another; this makes airports and ports into 

“glocal” spaces. In addition, many of the actors operating at global hubs are also large 

transnational corporations (Dinchel and Easton, 2020). Numerous national, transnational and 

international organizations and regulatory bodies have therefore sought to influence the way in 

which local authorities and aviation and maritime organizations work and how they perceive 

security. This situation suggests there has been a need for governments to adapt their domestic 

legislation on aviation and maritime security to developments at the international level. As a 

result, airports and ports are enmeshed in a complex web of international treaties, national 

legislation and local regulations (Eski, 2011; George and Whatford, 2007; Olsvik, 2015; Salter, 

2008d). It is possible to detect some trends in the development of the regulatory regime of the 

aviation and maritime industries. In particular, the regulatory framework tends to be events-

based and retrospective and the framework is designed to establish harmonization across 

countries. In the following, I will describe these developments, to shed light on how regulations 

affect the way in which security and policing agencies work within Norwegian port and airport 

environments, both alone and together. 
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Regulations in aviation – ICAO and the EU 

The commercial aviation industry started to become important in the 1920s and developed 

rapidly, and it was not long before concern about unlawful interference emerged. However, it 

was not until the late 1960s, with the advent of mass air travel, that aviation security was thought 

of as a serious issue, following a series of hijacking events (Price and Forrest, 2016). Formerly 

the exclusive preserve of elites, air travel was now becoming available to the masses, which 

resulted in immense growth in the economy of the industry and passenger numbers, which was 

accompanied by significant risks that made it important to secure airports, as part of the 

interconnected infrastructure facilitating (global) flows.  

At the international level, the most important organization with regard to the regulation of 

international civil aviation is the International Civil Aviation Organization (ICAO), which is a 

specialized agency of the United Nations (UN). It was established in 1944 through the 

Convention on International Civil Aviation4, which consisted of numerous annexes covering 

standards and recommended practices on various aspects of aviation. In 1974, the ICAO 

presented the first provisions for a harmonized security framework as Annex 17, and since its 

adoption, the Annex has been revised on many occasions in response to new and emerging risks 

and threats. The 11th edition of Annex 17 became applicable in 2020. The main aim of annex 

17 is to provide guidance and procedures on how to secure civil aviation against acts of unlawful 

interference, by assisting with the implementation of international security measures, the 

guiding document being the Aviation Security Manual (Doc 8973 - restricted). The annex 

consists of recommendations and standards concerning the organizing structure of aviation 

security, including the division of roles and responsibilities between appropriate authorities, 

airport and aircraft operators. It includes numerous preventive security measures, relating to 

such matters as access control and the screening of passengers, hold and cabin baggage, and 

cargo. It is important to note that, legally, there is a distinction between standards and 

recommendations. The regulatory nature of standards means that Contracting States must 

conform to them in accordance with the Convention, and they are therefore mandatory. 

However, as the ICAO does not have enforcement powers over member states and their national 

legislation (Mironenko Enerstvedt, 2017), they are not in fact legally binding. Contracting 

States are therefore at liberty to opt out of regulations but are then obliged to report deviations 

from these standards. The recommendations, by contrast, are seen as desirable practices, to 

which Contracting States should endeavor to conform, in accordance with the Convention. The 

4 Most commonly referred to as the Chicago Convention. 
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ICAO carries out regular systematic audits to ensure that aviation security activities are in place 

in member states, and to offer guidance if needed. 

Prior to 9/11, the European Union (EU) had no proper legislative competence in the field of 

aviation security, as it was essentially a national responsibility5, with each Member State 

making its own provisions. In 2002, as a response to the attacks of 9/11 in the US, the EU 

developed and put in place its first common rules for aviation security, which covered all 

Member States and took precedence over national regulations. These common rules also apply 

to Norway, Iceland, Liechtenstein and Switzerland. Like the ICAO’s standards and 

recommendations, the European regulations aim to safeguard and protect persons and goods 

from acts of unlawful interference. However, there is an important difference between the two. 

Unlike the ICAO’s recommended practices, which are not legally binding, the practices laid 

down by the EU must be adhered to by all member countries and must be adopted into national 

legislation. This aside, the common European rules on aviation security are based upon the 

regulatory framework of the ICAO. 

As already noted, following 9/11, the EU’s establishment of a common framework for the 

regulation of aviation security moved with remarkable speed, and Regulation (EC) No. 

2320/2002 was soon implemented by all member states. By it, the Commission aimed to 

achieve harmonization and clarification and to improve aviation security throughout Europe by 

setting out common baseline standards. However, as aviation security environments are fast-

changing and given the need for flexibility to address new risks and threats6, the original 

regulation was overhauled and replaced by a new framework in 2008 – Regulation (EC) No. 

300/2008. The new regulation aimed to simplify the existing aviation security system and 

strengthen harmonization processes. With the introduction of Regulation 300/2008, the notions 

of risk and risk management emerged as key aspects of the regulatory framework of aviation 

security (Poole, 2008; Salter, 2007, 2008a). Governments, regulatory authorities, airport 

operators and airlines are thus, in various ways, engaged in the management and regulation of 

risk. Following the introduction of Regulation 300/2008, the common basic standards include 

measures for screening passengers, cabin baggage and hold baggage, methods of access control 

and surveillance, staff recruitment and training, and lists of categories of prohibited articles. In 

2016, previous implementing legislation was updated and replaced by the adoption of 

Regulation (EC) No. 2015/1998. This regulation includes detailed measures for the 

                                                           
5 https://ec.europa.eu/transport/modes/air/security/aviation-security-policy_en, accessed 05.05.2019. 
6 Regulation (EC) No. 300/2008 on common rules in the field of civil aviation security. 

https://ec.europa.eu/transport/modes/air/security/aviation-security-policy_en
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implementation of the common basic standards of aviation security, as set out in the Regulation 

300/2008. In European aviation, the principle of “One-Stop Security” has been important to 

facilitate and secure the smooth flow of passengers, and it means that passengers and their 

baggage can be exempted from re-screening and repeat security checks at a transfer airport, 

since the Member States recognize and accept that security measures and standards in force 

elsewhere in Europe are equivalent to their own. 

The Norwegian Aviation Act of 1993 sets out to regulate all aspects of Norwegian civil aviation. 

As mentioned above, the common European security regulations also apply to Norway, and the 

implementation of EU regulation is permitted by section 3 in the Norwegian Regulation relating 

to the prevention of unlawful interference with aviation security (with some minor adaptions). 

Changes made by the EU therefore have implications for practice in Norway and for those 

involved in aviation security. 

The regulatory framework – derived from both the ICAO and the EU – not only outlines how 

national governments should address acts of unlawful interference with civil aviation but also 

influences the collaborative landscape of organizations involved in aviation security, since 

every member state must have a designated (appropriate) authority that takes responsibility for 

the development and implementation of national civil aviation security. There are also 

requirements for tasks and activities to be allocated to the many agencies and organizations, 

both public and private, involved in the implementation and delivery of security, and for their 

work to be coordinated. As a result, collaboration within and between organizations is a crucial 

part of delivering aviation security. In Norway, the Security Council for Aviation (SFL) has 

been set up, to assist governmental authorities and other relevant agencies by providing advice 

on matters of security and preventing attacks on civil aviation. Within this highly formalized 

national network, top management from the Civil Aviation Authority, the National Police 

Directorate, the Norwegian Police Security Service, Avinor, the Norwegian National Security 

Authority, and other ministries meet regularly to discuss, assess and coordinate their aviation 

security operations’. 

Maritime regulations – ISPS and the EU 

Despite the explosive growth witnessed in aviation during the twentieth century, the maritime 

industry remains the backbone supporting international trade and globalization and is therefore 

vital to the (global) economy, as is demonstrated by the fact that around 80 percent of global 

trade, by volume, is still carried by sea (UNCTAD, 2019). As noted above, the maritime 



28 
 

industry and ports have long been bedeviled by crime and other illicit activities which have 

interrupted the flow of goods, capital and passengers. Because ports were integral to the 

development of cities (Porfyriou and Sepe, 2017), and because the advent of industrialization 

made them magnets for global trade and its concomitant risks, regulatory measures have long 

been in place to safeguard and protect the maritime industry. 

One early intervention to make life at sea safer and more secure was the adoption of the first 

version of the International Convention for the Safety of Life at Sea (SOLAS) in 1914. In 1974, 

the International Maritime Organization (IMO), which is the UN specialized agency concerned 

with safety and security in the shipping and maritime sector, ratified a new version of SOLAS, 

making it the most important treaty dealing with maritime security and safety (Eski and 

Carpenter, 2013). It is important to notice that these “early” interventions and regulations were 

mainly concerned with the safety and security of ships, and not ports per se. Piracy and armed 

robbery targeting ships were indeed considered the main threat of the time. Eventually, 

however, the increasing threat of terrorism radically changed ideas about maritime port security 

(Eski, 2016a). The events of 9/11 sparked regulatory changes in this field, as they did elsewhere. 

There were, of course, other events directly affecting shipping that also contributed to the 

heightened awareness about port security, including the attacks on the U.S. Navy destroyer USS 

Cole in 2000 and the oil tanker Limburg in 2002. In the wake of these events, there was 

substantial pressure to revise the international maritime regulatory framework, led by the US; 

the US Coast Guard was a strong advocate for change. Thus, in December 2002, the IMO 

adopted security amendments to the SOLAS Convention that aimed to enhance maritime 

security (chapter XI-2); they included the International Ship and Port Facility Security Code 

(ISPS Code). 

The ISPS came into force on July 1, 2004 and has since been the basis for a comprehensive 

mandatory and standardized security regime for the international maritime industry. The Code 

is divided into two sections: Part A and Part B. Part A is mandatory and sets out detailed security 

obligations that contracting governments, port authorities and shipping companies must adhere 

to, in order to comply with the Code. Part B offers several recommendatory guidelines. The 

ISPS Code applies to passenger ships (including high-speed passenger craft), cargo ships of 

500 gross tonnage and over, offshore mobile drilling units which are engaged on international 

voyages, and the port facilities serving such ships (ISPS Code, 2004, Regulation 3.1). The Code 

sets out to establish an international standardized framework for evaluating risk and security 

threats, and to help contracting governments, government agencies, local administrations and 
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the shipping and port industries to improve their methods of detecting and assessing potential 

security threats to ships or port facilities. To this end, the ISPS Code sets out appropriate 

security measures to respond to risks and threats that are identified by ship and port security 

assessments. The Code also helps to define the roles and responsibilities of the various parties 

involved in safeguarding maritime security in ports and on-board ship. For instance, it states 

that contracting governments are responsible for setting the appropriate security level, and 

provides guidance on protection from security incidents. The Code also lays down the 

foundation for conducting port facility security assessments (PFSA) and port facility security 

plans (PFSP), which are considered essential to uphold appropriate security levels and help 

implement preventive measures against security incidents and unlawful interference. In this 

area, the main components of the PFSA are the identification and evaluation of important assets 

and infrastructure which are in need of protection; the identification of possible threats to the 

assets and infrastructure, and evaluation of the likelihood they will occur; and the identification, 

selection and prioritization of countermeasures (ISPS Code, 2004, Regulation 15.5). The PFSP 

is concerned with measures and procedures designed to prevent or respond to security threats 

or breaches of security, and with how to conduct security checks and access control. The 

security threats and risks a port facility can face may vary depending on the nature of the port 

and port facility The PFSA and PFSP are specific to the facility in question, but the underlying 

logic of assessment and identification of risk and threats to a critical infrastructure is similar 

across all port facilities. An important task for the port facility security officer (PFSO) 

implementing the Code’s security measures is to enhance and maintain security awareness 

among port facility personnel. The regulation seeks to guide how individuals act in terms of 

security, and to make sure that they understand the important role they play in securing the 

infrastructure of port facilities (ISPS Code, 2004, Regulation 17.2).  

However, it is not only international bodies that seek to regulate the policing and security 

governance of the ports. In 2004 the EU introduced regulations designed to harmonize the 

interpretation and implementation of the IMO’s guidelines (the SOLAS and ISPS codes) in all 

EU member states (Eski and Carpenter, 2013). The EU legislation is a combination of the 

preventive measures contained in the Regulation on enhancing ship and port facility security 

(Regulation (EC) No 725/2004), and the Directive on port security (Directive 2005/65/EC). The 

Regulation No 752/2004 makes part A of the ISPS Code mandatory in all EU member states. 

The EU regulatory regime goes beyond the international obligations, as it also makes mandatory 

several of the recommendations made in Part B of the ISPS Code. In Norway, the ISPS Code 
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and the EU regulations on ship and port security were adopted into the national law by the 

Regulations on Securing Port Facilities and the Regulations on Securing Ports, which both came 

into force on July 1, 2013, replacing the previous Regulations on Securing Ports and Port 

Terminals against Terrorist Attacks from 2004. The implementation of the ISPS Code and the 

EU regulations make it clear that collaboration between different agencies is required. For 

instance, as the first objective of the ISPS it is stated that the framework seeks to establish 

cooperation between contracting governments, government agencies, local administrations and 

the shipping and port industries, in order to identify threats and take measures against security 

incidents. The delivery of security and policing of the maritime port environment thus 

inevitably involve collaborative relations between agencies. 

2.4 Norwegian global hubs – pluralized responses to security issues 

Before embarking on theoretical considerations and discussions in the next chapter, it will be 

useful to contextualize the complex and specific empirical settings of the airports and maritime 

ports that figure in this dissertation. Although these are briefly touched upon in the four articles 

that make up the dissertation, the article format limits the space available for in-depth 

description. This section will therefore give a more detailed outline of the institutional 

landscape of Norwegian airports and ports, paying attention to their historical development, 

operational capacity and economic importance, and the actors and roles that make these spaces 

unique in terms of policing and security. 

Oslo airport – The main Norwegian aviation hub 

The area where Oslo airport is now situated (Gardermoen) was for many years the site of a 

military training facility dating back to the mid-18th century. In the early 1900s, an airfield was 

built for military flights, with the first flight taking place in 1912 (Bredal, 1998). It was during 

the Second World War, however, when the Luftwaffe seized Gardermoen, that the airport really 

began to take shape, with the building of two runways, in addition to hangar facilities and other 

infrastructure. In the post-war period, the Royal Norwegian Air Force acquired the facilities at 

Gardermoen and built an air force station, which is still there today; it houses the transport 

squadron. In the following years, civilian traffic was handled at Gardermoen, mainly that of 

intercontinental and charter routes. However, it was just a secondary and reserve airport, since 

Oslo Airport Fornebu was the main airport for civilian traffic in the region from the 1930s until 

the late 1990s (Bredal, 1998). Due to the vast increase in air traffic during the 1980s and because 

Fornebu was located on a peninsula with limited space for expansion to meet future demand, 
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together with renewed political pressure7, in 1992 it was decided that work should begin on a 

new main airport at Gardermoen, and that Fornebu should be closed.  

The new main hub for aviation in Norway opened on October 8, 1998, with the departure of a 

Boeing 737-300 from Color Air. The airport is located about 40 km north of Oslo city center 

and is connected to the city by a high-speed railway, which was built at the same time as the 

airport. The connectivity by railway has made Oslo Airport among the best in Europe in terms 

of the percentage of passengers using public transport to and from the airport, this being around 

70 percent8. During its first couple of years in operation, the airport handled over 14 million 

passengers per year, including both domestic and international traffic (Avinor, 2002). Over the 

next ten years it operated as the main hub for Norwegian aviation and the number of passengers 

grew steadily, and breaking a total of 20 million in 2011, when the airport handled 21 million 

passengers (Avinor, 2012). To cater for the vast growth in air passenger numbers, as well as for 

the explosive increase in air cargo – since the airport is a critical infrastructure for the national 

distribution and logistics network – it was decided that a major expansion was necessary. Work 

on expanding the arrivals and departures hall and building a new pier to improve capacity and 

efficiency started in 2011 and was completed in 2017, with the official opening on April 279. 

However, to meet future demand arising from traffic volume and passenger growth – it was 

estimated there would be about 40 million passengers by 2030-35, including many from 

destinations outside of Schengen – and to meet the ambition to become the main international 

hub in the Nordic region, at present the non-Schengen space at the airport is being expanded. 

The work is expected to be completed in 2022, and thereafter police passport control will be 

more efficient, and there will be increased capacity to handle intercontinental flights10.  

As of today, the terminal building covers 265,000 square meters and the airport has 22,000 

square meters of floor space for shops, restaurants and other service functions; it has 73 gates, 

of which 44 are bridge-connected. It has an operational capacity of 32 million passengers a 

year, and can handle 12,000 arriving and departing passengers per hour11. In 2019, Oslo airport 

handled nearly 28.6 million passengers, which made it one of the busiest airports in the Nordic 

                                                           
7 In the post-war years and during the 1960s, political discussion arose concerning the siting of the main airport to 

serve the region of Oslo, with numerous solutions suggested: Gardermoen Air Station, Hurum, Hobøl, Ås and a 

divided operation between Fornebu and Gardermoen.  
8 https://avinor.no/en/corporate/airport/oslo/about-us/about-oslo-airport/about-oslo-airport, accessed 07.11.2020. 
9 https://avinor.no/en/corporate/airport/oslo/development/this-is-new/this-is-new, accessed 07.11.2020. 
10 https://avinor.no/en/corporate/airport/oslo/development/expansion-of-the-non-schengen-travel-area/, accessed 

07.11.2020. 
11 https://avinor.no/en/corporate/airport/oslo/about-us/about-oslo-airport/tall-og-fakta (accessed 14.10.2020)  

https://avinor.no/en/corporate/airport/oslo/about-us/about-oslo-airport/about-oslo-airport
https://avinor.no/en/corporate/airport/oslo/development/this-is-new/this-is-new
https://avinor.no/en/corporate/airport/oslo/development/expansion-of-the-non-schengen-travel-area/
https://avinor.no/en/corporate/airport/oslo/about-us/about-oslo-airport/tall-og-fakta
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region, and thus a significant infrastructure for the economy and trade regime. Like the whole 

global aviation industry, Oslo airport has been affected by the Covid-19 pandemic, which has 

led to a significant drop in passenger numbers in 2020, with just over 9 million passengers in 

total. In 2019, the airport handled over 180,000 tonnes of freight and mail. Compared with those 

of other modes of transportation, the air freight volumes are rather low, but the goods 

transported are generally high value and in need of speedy delivery: for example, the export of 

farmed salmon is dependent on a reliable and efficient logistics chain. Although the Norwegian 

aviation sector has been affected by neoliberal ideas, most airports (including Oslo) are still 

owned and operated by the state-owned limited company Avinor, which was established in 

2003, and Oslo airport is therefore managed by a public entity. In 2019, the Avinor group’s 

operating income was NOK 11.8 billion, and the revenues from Oslo airport alone totaled 

almost NOK 6 billion. The profit generated by Oslo Airport is crucial for funding the network 

of airports across the rest of Norway because it covers their operating deficits. Oslo’s revenues 

are mainly derived from airline business, including fees for the use of Avinor’s services, and 

commercial activities at the airport – rents from commercial tenants and direct sales to 

passengers. This demonstrates the significant role Oslo airport plays in facilitating and 

connecting local and global trade networks and acting as an important transport hub in the 

Nordic region 

Government responsibility for civil aviation security has now become the norm. Although 

Avinor acts as an airport operator, it is highly dependent upon a number of other actors that 

have key roles in making the airport function optimally and ensuring that it is properly secured. 

In this way, the configuration of the security infrastructure at airports is undoubtedly pluralized, 

consisting as it does of multiple organizations and stakeholders spanning the public-private 

divide. As already mentioned, Avinor’s role as the owner is to operate and develop a national 

network of airports for the civilian sector, and is therefore responsible for the administration 

and implementation of all aviation and airport security-related measures at the local level. In 

addition, Avinor is central to the process of ensuring that all companies operating at Oslo airport 

comply with the security regulations, and it is Avinor that is held accountable if any of these 

companies are not compliant with the regulations.  

As Avinor is a state-owned limited company, the Ministry of Transport manages the 

government’s ownership of it. In Norway, the Ministry of Transport has overall responsibility 

for the civil aviation sector, and the ministry participates in international organizations (e.g., 

the ICAO) to protect Norwegian interests in matters of aviation. Another important actor in the 
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Norwegian aviation sector is the Civil Aviation Authority (CAA), which is an independent 

administrative agency responsible for adopting national and international aviation legislation 

and regulations. In addition, the agency has regulatory oversight responsibilities for all aspects 

of civil aviation in Norway, including security, and carries out audits, inspections, and 

supervision to ensure compliance among the many actors found in the sector, including airport 

operators, airlines, handling companies, cargo and freight companies, and private security 

companies. It also grants licenses and operating permits and certificates to organizations and 

individuals involved in aviation. For instance, in the system of regulated agents and known 

consignors of air cargo and mail, which facilitates trade by making sure that the disruptions of 

flows are kept at a minimum, the CAA is responsible for approving businesses that have applied 

to become a regulated agent or known consignor, after thorough examination of their security 

program and an inspection of their site. The CAA is governed by and reports to the Ministry of 

Transport, and together with the ministry, it also takes part in international organizations to 

promote Norwegian interests. Under the EU aviation legislation (Regulation (EC) No. 

300/2008) and national legislation (The Aviation Act of 1993 and the Regulation concerning 

the prevention of unlawful interference against aviation security), the CAA is designated as the 

appropriate authority responsible for implementing common basic standards on aviation 

security. As the appropriate authority, the Civil Aviation Authority is required to draw up, apply 

and maintain a national civil aviation security program which sets out the common basic 

standards, and to describe the measures operators and entities are required to implement and 

follow.  

While Avinor is responsible for the overarching operation and administration of Oslo airport, 

there are many actors whose activities are mainly directed at passengers (and airport 

employees); such businesses include restaurants, convenience stores, and other shops. These 

actors generally enter into contracts with Avinor locally in order to do business at the airport. 

Although not directly involved in the management of security, these businesses may be affected 

by crime, particularly theft. They are, therefore, involved in the security governance system and 

crime control at the airport, and are required to take the necessary measures to prevent losses. 

It should also be noted that all in-flight supplies and airport supplies, which are defined as items 

intended to be sold, used or made available in security restricted areas of the airport, must, in 

accordance with the security regulations, be screened or subjected to other security controls 

before being allowed into security restricted areas.  
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Moreover, some actors are directly involved in the operation of the airport and cooperate with 

Avinor – this includes airlines, handling companies, regulated agents, known consignors, and 

fuel and catering services. The EU legislation relating to aviation security, and thus also the 

national regulatory framework, apply to these actors, who are subject to controls and audits by 

the Civil Aviation Authority. In this regard, the actors are responsible for implementing 

appropriate security measures and procedures, and for training personnel, and they need to 

comply both with the regulations and with the national civil aviation security program. 

Handling agents at Oslo airport are crucial to the smooth running of airport operations, as they 

are responsible for services such as ramp and baggage services (e.g., aircraft loading/unloading, 

aircraft marshaling and pushback, refueling, catering trucks, passenger stairs, and baggage 

sorting), passenger check-in, departure and gate services, and cargo services. Handling agents 

are concerned with minimizing turnaround times, and set a high value on the imperatives of 

efficiency and speed. Previous studies have shown that handling agent personnel are among the 

groups most subject to airport security screenings (Olsvik, 2015), since during their working 

day they constantly move between airside and landside, and between security restricted areas 

and the frequent screening can cause additional strain for the personnel. Closely associated with 

the handling agents are the airlines that have their operational base at Oslo airport (e.g., 

Norwegian Air Shuttle and Scandinavian Airlines) and those that have the airport as their 

destination. To maintain aviation and airport security, the airlines have dedicated personnel 

working on it, and they too are subject to controls and inspections by the CAA.  

Although, as an airport operator, Avinor is responsible for carrying out security screenings, 

checks and other relevant security measures in accordance with the regulations, they are 

allowed to outsource the security screening and checking of passengers, baggage and cargo to 

private actors, following an open bidding process that complies with the public procurement 

rules. At the time when the data for this study were collected, the private security company 

Nokas held the contract at Oslo airport, which they secured in 200812. Nokas thus performs all 

types of security checks and controls in the airport facilities, including airside and landside 

patrols, screening of passengers, crew, airport employees, baggage and cargo, and control of 

access to the security restricted areas. Like other private actors with security responsibilities 

that operate at the airport, Nokas is subject to audits and inspections by the CAA, and if breaches 

                                                           
12 G4S was awarded the contract for security at Oslo Airport in 2008. In 2013, however, Nokas signed an agreement 

to take over G4S businesses in Norway, which was approved and finalized in 2014.  
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or quality issues are discovered, it is Avinor, as the operator with overarching responsibility, 

that is held accountable by the CAA 

As an important transportation hub for the flow of people and goods, Oslo airport is inevitably 

a border-crossing point that connects the national with the global. Border policing tasks are 

deemed crucial, and are driven by the desire to halt flows that are considered unwanted and 

that, in many respects, are made illegal through the process of criminalization. The practice of 

stopping flows at the border is a stratified phenomenon, which exhibits what others have framed 

as the process of distinguishing between “crimmigrant” bodies and bona fide travelers (Aas, 

2011). Since Oslo airport is the main gateway into Norway and a point on the Schengen border 

and therefore part of the critical infrastructure as regards national security, the police are present 

there, in Gardermoen police station. The station is responsible for operational policing work 

such as emergency response and preparedness and the investigation of criminal cases at Oslo 

Airport. When the data were being collected in 2016 and 2017, border control was also one of 

Gardermoen police station’s responsibilities. However, after the “Community police reform” 

and the reorganization of the Eastern police district, which includes Oslo airport and 

Gardermoen police station, in 2017 responsibility for border control at the airport was 

transferred to Immigration, Passports and Permits Department in the police district. Border 

policing is still conducted at the airport, however, and in addition to the police officers who 

carry out border control tasks, civilian border guards (border controllers) are employed by the 

police to perform first-line border checks, such as passport control.  

As well as handling a large number of passengers, Oslo airport is of great importance because 

it facilitates a considerable volume of goods and cargo every year, as noted above. In order to 

secure and protect the legitimate trade network, Norwegian Customs plays a critical role in 

cross-border flow protection by preventing illegal imports and exports, and facilitating legal 

imports and exports by handling them efficiently. The efforts made by the Customs is 

considered to represent a vital contribution to Norway’s public security, particularly as they 

carry out controls (at the border) on behalf of more than 30 public agencies. Moreover, Customs 

has played a crucial role in the implementation of the project “Domestic Transfer” at Oslo 

airport, which means that arriving passengers (travelling with Norwegian, SAS or Widerøe) 

from an international origin and continuing on a domestic flight (with the same airline) are 

allowed to move directly to the domestic departure terminal, without the need for re-screening 

of passengers and hold baggage. In this way, it is assumed that “Domestic Transfer” will speed 

up the flow of transfer passengers and baggage by removing duplication of security controls 
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and this can help improve passengers’ experience of quicker and hassle-free connections. To 

meet these demands, the Customs has implemented several measures in order to uphold the 

quality in their control of passengers and their baggage. 

At Oslo airport, the police and customs clearly have a shared interest in securing the border, 

and this makes collaborative practices inevitable. Together, they have established joint 

operations and task forces to police illicit cross-border flows, which are often connected with 

organized crime. These arrangements can perhaps be characterized as less formal relationships 

as they are often created to curtail a particular criminal activity or security threat at the airport, 

or arise from informal ties existing across organizational boundaries (e.g., a shared interest in a 

specific crime). Such collaborations arrangements are usually of a temporary nature. The two 

agencies are concerned with intelligence and information gathering at the airport, and they have 

therefore set up a formalized intelligence unit, comprising members of the police and customs.  

Collaboration at Oslo airport, however, is not limited to public-public arrangements such as 

these. There are numerous public-private partnerships working to improve the policing and 

governance of security, ranging from strategic meetings for top management from relevant 

organizations to the simple exchange of information on a matter deemed important at a specific 

moment. These and similar collaborative efforts to police and secure the airport have been 

explored in depth in this dissertation to show the complexity of the governance of security and 

make sense of it.  

This description has shown that the configuration of the Norwegian civil aviation system found 

in Oslo airport is very complex and multi-nodal, particularly with regard to the implementation 

of security measures. To complicate matters further, airports should be considered critical 

infrastructures in society, which means that aviation security is also part of national and societal 

security as a whole. Although not directly present at the airport, even more organizations are 

thus involved in securing airports and preventing acts of unlawful interference from taking 

place. Among these are the Ministry of Justice and Public Security, the Ministry of Defense, 

the National Police Directorate, and the Norwegian Police Security Service.  

The port of Stavanger and port of Kristiansand – the maritime gateways to Norway  

In Norway, the coastline has long played a key role in shaping the pattern of settlements and 

the development of cities and communities, with strong concentrations of people to be found 

along the coast from north to south. Moreover, Norway has one of the longest coastlines in the 

world and the sea has always linked different parts of the country, with ships being used for the 
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domestic transport of people and goods over the centuries. As has often been pointed out, in 

pre-industrial societies, water cities were the predominant urban form and ports were generally 

integral parts of city building (Porfyriou and Sepe, 2017). In Norway, with its long coastline, 

seaports offered a diversity of possibilities, in terms of trade, transport and resources (e.g., 

fisheries). With industrialization, during the 18th and 19th centuries, the two examples dealt 

with in this dissertation – the ports of Stavanger and Kristiansand – developed quickly into 

important trading centers, thanks to their strategic geographical locations. Kristiansand in the 

South has easy access to the Skagerrak and Baltic Sea, while Stavanger in the Southwest faces 

the North Sea. Activity in the two ports has long been considerable, and crucial to the economic 

development of their surrounding regions. The shipping industry and port facilities helped to 

connect local markets to the national and global trade and transport systems. In the mid to late 

1800s, Stavanger became one of the main centers for shipbuilding in Norway, thus 

strengthening its position as an important port city. Similarly, the strategic location of the port 

of Kristiansand meant that the Danish-Norwegian fleet controlled the trade routes across 

Skagerrak. Kristiansand was important for the import and export of goods and established itself 

as a critical quarantine station for the international trade fleet (Skeie and Moseng, 2009).  

In the twentieth century, the two ports underwent considerable modernization as a result of 

technological advances and changes in shipping, such as the introduction of new lines of larger 

ships, which had different requirements regarding loading and unloading and other port 

services. From around 1960 there was increasing specialization and scaling up in the trade, and 

to support this, new forms of logistics emerged (e.g., containerization, supply-chains, just-in-

time production) (Mutlu, 2015), which in turn affected the Norwegian port environment. In 

order to adapt to these developments, significant investments were made to improve the 

infrastructure of the ports, and to build new facilities. The port of Stavanger was also greatly 

affected by the discovery in 1969 of oil in the Ekofisk field in the North Sea, which is regarded 

as the starting point of the Norwegian oil adventure and which made Stavanger into the “Oil 

Capital of Norway”. 

Today Stavanger and Kristiansand are modern ports with state-of-the-art facilities, which 

handle everything from cruise and ferry traffic to cargo, container and offshore traffic. The two 

ports are also considered to have a special place in the overall transport network of Norway, as 

can be seen from the fact that they have been given the status of designated ports by the Ministry 

of Transport, which means that they are particularly important for the development of safe and 

efficient transport of people and goods by sea. In Norway, public ownership of ports is the 
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norm, and most ports are organized as municipal enterprises. In 2000, the port of Stavanger was 

set up as an inter-municipal company, and is currently owned by the municipalities of Stavanger 

(81.88%), Sola (16.75%) and Randaberg (1.36%). From 1970 the port adapted to engaging in 

more offshore-related activities, while at the same time continuing to carry out traditional port 

business. In particular, the port started to develop the Risavika facilities, which were designed 

to be the center of many of the port’s activities. These now include the international ferry 

terminal, the container terminal, and Northern Europe’s largest oil and gas cluster, with its 

offshore terminal. While the offshore and cargo industries play a crucial role in the economy of 

the region, the port of Stavanger is also Norway’s second-largest cruise destination; 234 ships 

called there in 2019, carrying 460,000 passengers. The cruise terminal is located in the heart of 

Stavanger city center. The port of Stavanger has numerous operating berths at different 

terminals and has more than 5,500 meters of quayside. In 2019, the total number of vessels 

calling at Stavanger (at just the public port facilities) was 9,164, with offshore vessels 

accounting for 33 percent of these. 

In 2004, the port of Kristiansand too was established as a municipal enterprise. Its location in 

southern Norway and proximity to Europe, make it an important hub and a bridge to European 

markets for the import and export of goods. With 19 operating berths, the port provides all the 

facilities necessary to ensure the efficient flow of goods and people in the region. It includes a 

ferry terminal, container terminal, cruise terminal, wet/dry bulk terminal, general cargo terminal 

and offshore/supply terminal. In 2019, the total number of vessels calling at Kristiansand was 

1,907. The ferry terminal is the second busiest in Norway, serving more than 1.2 million 

passengers annually, and there are several daily crossings between Hirtshals (Denmark) and 

Kristiansand. Like the port of Stavanger, Kristiansand has also been affected by the offshore 

industry, and some of the world’s leading offshore supply companies are located there. To meet 

the demands of the offshore industry, port of Kristiansand has established a modern offshore 

supply terminal. 

These public enterprises operate as landlord ports,13 in the sense that they have overarching 

responsibility for the administration and maintenance of their port facilities and infrastructure. 

However, they lease port terminals and facilities to private operating companies, and are 

therefore seen as the port authority, with which private actors need to enter into a contract in 

                                                           
13 One can differentiate between two classifications in the organization and administration of ports – operating ports and 

landlord ports. At a landlord port, the entity which owns the land of the port leases its facilities and space to private operators 

(Pate, Taylor and Kubu, 2007). 
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order to operate. Although they mainly lease their facilities and terminals to private customers 

and operators, in certain situations the two ports do operate in their own facilities. In the regions 

of both Stavanger and Kristiansand there are also some private ports, owned and operated by 

private companies. In Stavanger, for example, the company NorSea provides supply bases and 

integrated logistics solutions to the energy industry and operates its own port facilities at 

Dusavik and Tananger. Regardless of the type of ownership involved, any port facilities that 

want to serve vessels engaged in international voyages, including passenger ships, cargo ships 

of 500 gross tonnage and over, and mobile offshore drilling units, are bound by the ISPS Code, 

and must comply with the security measures outlined in the regulations.  

While the ports are owned and administered by the public port authority, other industry 

stakeholders also have key roles in their operation. As already noted, the ports examined in this 

dissertation lease their terminals to private companies, which then act as terminal operators. In 

Kristiansand, the two ferry companies Color Line and Fjord Line operate the ferry terminal, 

and this includes ensuring the efficient flow of passengers and cargo. The container terminal is 

operated by Greencarrier Freight Services and Seafront Port Services, which provide quayside 

storage, loading/unloading services, and other logistics solutions. Similarly, Fjord Line operates 

the Stavanger ferry terminal, while the container terminal is operated by Westport, which 

provides what is needed for the efficient handling of cargo and containers. Although these 

actors are mainly concerned with port activities and maintaining the efficiency in the flow of 

people and goods, they are also embedded, albeit indirectly, in the ports’ security infrastructure. 

There are thus many private companies that, together with the port authority, have 

responsibilities for the application of maritime security regulatory regime measures that are 

designed to protect and secure the port facility and ships, persons and cargo.  

The Norwegian Coastal Administration (NCA) is considered the competent authority for 

maritime security, and is thus responsible for coordinating, implementing and monitoring the 

application of the security measures laid down in the European version of the ISPS code 

(through Regulation (EC) No. 725/2004). In order to ensure compliance with the Regulation, 

the NCA conducts regular audits and inspections of port operators and facilities, carries out the 

supervision of actors, and distributes information on security concerns. If a port or port facility 

is found to be non-compliant, they are not allowed to receive ships that require ISPS-approved 

facilities and must cease their activities. The NCA also approves the port facility security plan, 

which details the security measures that must be implemented in a particular port. They also 

have responsibility for deciding the security level for the maritime sector (on a scale of 1 to 3). 
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Like the aviation sector, the NCA, together with the Ministry of Transport, participates in 

international organizations and forums in order to exert influence and promote Norwegian 

maritime interests. The Coastal Administration is also concerned with the follow-up of 

inspections by the EFTA Surveillance Authority (ESA).  

As a consequence of the stringent maritime security regulations, new markets for security 

services are emerging. Recognized Security Organizations (RSO) have been established and 

act as intermediaries between the government (Coastal Administration) and port facilities. In 

order to become a RSO, approval by the NCA is required, after submitting an application and 

meeting the requirements laid out in the regulation. A RSO often carries out port facility 

security assessments and provides assistance and advice to its customers (usually port 

operators) on port security matters. In Stavanger and Kristiansand various RSOs operate. The 

main actor is Nordic Crisis Management and this company has a contract with the authorities 

in the two ports and with numerous terminal operators. In the two ports under investigation, 

various security-related activities are outsourced to private security companies, including gate 

and access control to port terminals and facilities. When this study was conducted, Securitas 

held the contract with the port of Stavanger to carry out various security activities in its 

facilities. This means that Securitas provides ISPS-approved security guards to conduct access 

control at the terminal gates, regularly checks that fences around the perimeters of the port are 

not breached or damaged, and patrols and monitors restricted areas to ensure that only 

authorized persons have access to them. In the ferry terminal in Stavanger, the private security 

company is also responsible for passenger and vehicle control. Similar arrangements are found 

in the port of Kristiansand, where Nokas had the contract with the port authority at the time 

when the data collection was conducted. 

Although the police are not directly involved in the implementation of security measures laid 

down by the ISPS code, they still have an important role in the governance of port security. 

Ports are viewed as critical infrastructure and as being crucial to the Norwegian transportation 

network; they therefore require protection against the risks associated with this type of 

infrastructure. This is made clear by the large-scale exercises that are carried out in the ports to 

test separate parts of the Port Facility Security Plan (PFSP), in which the police – along with 

many other actors – may take part. As the maritime security regulation was put in place in 

response to the events of 9/11 and is often considered as “archetypal War on Terror legislation” 

(Eski, 2016b), the police are mainly concerned with exercises connected with anti-terror 

responses on ships and in port facilities. Stavanger and Kristiansand, being important gateways 
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to Norway, are therefore border-crossing points, which see the arrival of passenger, cruise and 

cargo ships, and this means that the police have border control tasks at the sea border to perform. 

The whole Norwegian coastline is defined as a Schengen external border (separated by the 

crossing of territorial waters). The police therefore seek to prevent illegal border crossings and 

cross-border crime, by means of entry and exit controls and through monitoring the Schengen 

external border. In the maritime setting and according to the Schengen Borders Code, however, 

regular internal ferry connections between the same two or more ports in Schengen Member 

States are exempt from regular control. Nonetheless, all vessels arriving from ports outside of 

Norway are required to submit information to the police regarding the vessel and all persons 

(crew and passengers) on board. Given that the two ports are important hubs for the import and 

export of goods, Norwegian Customs is also present in the port security environment. As in the 

aviation sector, the main aim is cross-border flow protection.  

Transport companies are considered to play an important role in the smooth operation of ports 

(Brewer, 2014), as many of the companies operating in port facilities are dependent on the 

delivery and collection of goods by truck. In the ports of Stavanger and Kristiansand, the daily 

traffic of transport companies to and from the facilities is considerable. Because of the 

implementation of the ISPS code, however, port facilities have been fenced off and access has 

been restricted, which can impede the free flow of transport traffic. In Norwegian ports, to stop 

access or gate controls acting as bottlenecks, there is a system whereby businesses can enter 

into a security contract with the port authority. The transportation of goods involves many 

regular actors and suppliers, who enter and exit and move around the port. To simplify the 

operation, transport companies can get a security clearance or contract, which transfers 

responsibility for control to the transport companies and they secure the trucks, and goods 

before they enter the port.  

As this description shows, the security environment of the two ports is complex and involves a 

large number of public and private actors, who directly or indirectly have a stake in the 

governance of maritime security. Within such complex environments, collaborative responses 

to security issues become inevitable. The collaborative efforts in Stavanger and Kristiansand 

share many similarities with what happens in the aviation sector. There are thus several local 

inter-agency and public-private partnerships and networks on the waterfronts, which are 

concerned with security and crime. In general, public-private collaboration is based on 

voluntary initiatives to share important information. Because of their informal character, they 

evolve rapidly, and their exact nature varies according to circumstances. At the national level, 



42 
 

there are informal forums where governmental and regulatory authorities and industry 

stakeholders (e.g., port authorities) can meet. The Norwegian Coastal Administration, for 

instance, hosts meetings for port facility security officers (PFSO), where various aspects of port 

security are discussed, analyzed, and evaluated.  

2.5 Concluding remarks 

This chapter has provided a thorough description of the empirical context of the plural policing 

and security governance explored in this dissertation. The first part offered a historical outline 

of the parts played by public and private policing agencies in Norway, and pointed to a general 

trend towards pluralization. As the global hubs examined in this study are part of complex 

regulatory security regimes, the chapter also described the framework that regulates aviation 

and maritime security, providing information about regulations that may affect how security 

and policing agencies work within Norwegian port and airport environments. To situate the 

exploration of the way policing agencies experience and perceive their everyday practices and 

collaborative relations, the last section sought to contextualize the distinct institutional 

landscape of the airports and maritime ports that figure in this dissertation, with a particular 

focus on their historical development, operational capacity and economic importance, together 

with their personnel and their roles. In line with van Stokkom and Terpstra (2018) and Lum and 

Fyfe (2015), the outline of the empirical settings of Norwegian global hubs in this chapter 

recognizes the importance of being sensitive to contextual and institutional factors in analyses, 

by taking into account their local traditions and practices. 
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3. Theoretical perspectives – Security governance, network governance and 

collaboration 

While the previous chapter laid out the empirical context of the dissertation, this chapter 

outlines the theoretical concepts and considerations relevant to the four articles that make up 

this study and their emphasis on exploring how policing agencies at global hubs such as airports 

and maritime ports experience and perceive their everyday practices and collaborative relations. 

While the perspectives of nodal governance and anchored pluralism drawn from plural policing 

and security governance studies serve as the primary inspiration for the empirical analysis of 

this dissertation, I also draw on the conceptualizations of everyday security, network theory and 

collaboration in order to describe and examine the way in which actors operating at global hubs 

experience and perceive their practices. These perspectives have been crucial in informing the 

theoretical understanding that has shaped my empirical exploration of policing at global hubs. 

By discussing and connecting the concepts of security governance, the everyday and networks 

and collaboration, the chapter seeks to offer a sound analytical framework for unpacking 

policing and security practices at global hubs. This will also help to underline how the four 

articles connect and overlap in their conceptualizations and empirical and theoretical 

contributions, and how they help shed light on the overall research objective presented in the 

introduction. As the binding concept of security plays a fundamental role in this dissertation, 

the first section will outline relevant conceptualizations of security, emphasizing particularly 

ones from the fields of criminology and international relations. 

3.1 Conceptualizing security – criminology and International relations 

Security is a peculiar phenomenon. It is perceived as both complex and ambiguous, since it 

conveys a wide diversity of meanings. Notwithstanding its apparent complexity, however, 

security is a key concept within political and academic debates throughout the world. Security 

is to be found everywhere (Bourbeau, 2015a), from the trivialities of locking one’s front door 

or buying home security systems to state police forces or military defense. It also encompasses 

processes and projects that move beyond such defensive efforts, in the sense that some social 

problems have been drawn into its domain and are now framed as security issues (Neocleous 

and Rigakos, 2011; Valverde, 2011). While such issues may be local or national context, 

because, in the era of “late modernity” or “liquid modernity” (Bauman, 2000), the world has 

become more interconnected, their consequences may also impact the international and global 

spheres. This is part of the multifaceted and fluid nature of security, and its capacity to cut 

across disciplinary boundaries (Bourbeau, 2015b). Given its many different meanings, it is 
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claimed that security is a contested and difficult term to pin down (Herington, 2015; Stern and 

Öjendal, 2010; Zedner, 2009). The contestedness of security, it is argued, “arises naturally as 

the meaning of security is not an ontological given, but changes across time” (Floyd, 2007: 

333). This contested nature thus invites empirical and conceptual exploration of the various 

meanings of security and processes related to its governance, and of the circumstances under 

which the polysemy of security comes into existence. 

Contemporary understandings of security are the product of a long and complex development, 

whose early stages can be found in the writings of Greek and Roman Antiquity (Herington, 

2015; Zedner, 2009; Åtland, 2008). From that period, through the Middle Ages and the 

Enlightenment until the twenty-first century, there have been remarkable changes in the content 

and understanding of security. Some argue that the term can used to describe more than one 

facet of our lives (Johnston and Shearing, 2003) – it may refer to our personal or physical 

security, or to our emotional, psychological or financial security. Of course, one’s 

understanding of the concept depends in large part upon the discipline one is involved in. In 

this sense, views of it vary across academic fields, and security has been the subject of a variety 

of disciplines, including International Relations (IR), criminology, sociology, law, geography, 

anthropology, and economics (Bourbeau, 2015b).  

Criminology and international relations have been concerned with the complex concept of 

security for some time, and have given it a wide diversity of meanings. It thus seems reasonable 

to suggest that the effort to study and conceptualize security requires interdisciplinarity (Loader 

and Percy, 2012). It has been argued that security is too big an idea to be constrained by the 

strictures of any single discipline (Zedner, 2009), and one should strive to avoid the academic 

silos of different epistemological, ontological and methodological interests. Within the 

criminological discourse of security, it has been suggested that criminology “needs to engage 

more explicitly than it has done thus far with existing genres of security scholarship” (Zedner, 

2009: 48). The area of this dissertation’s empirical focus – policing and security of global hubs 

– is characterized by threats and risks and security and control measures that are neither purely 

internal nor purely external, which means they often transcend the academic boundaries 

between criminology and international relations. Conceptualizations of security found in 

criminology and IR are of particular importance to make sense of and contextualize the security 

configurations observed at global hubs in this dissertation. In the following, I will briefly outline 

how the concept of security is understood in the fields of criminology and IR, and will point 
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out the commonalities that exists between the two and how they relate to the policing and 

security governance of global hubs. 

Criminology – crime, risk and security 

Criminologists are often considered as latecomers to the study of security, as it is only in the 

last two decades or so that security has really become a concern at the top of the criminological 

research agenda. This can be seen from a number of studies produced during the early 2000s, 

in which prominent scholars of criminology made important advances in the understanding of 

security (Loader and Walker, 2007; Schuilenburg, van Steden and Oude Breuil, 2014; Wood 

and Shearing, 2007; Zedner, 2009). Before then, criminology was concerned with the 

Hobbesian perspective of interpersonal safety (Froestad, Shearing and van der Merwe, 2015), 

with security mainly being examined in relation to crime and the criminal justice system 

designed to respond to criminal wrongs. Accordingly, it is suggested that this traditional “crime 

focus” has meant that it is crime rather than security that has been the main interest (Froestad, 

Shearing and van der Merwe, 2015). In this regard, the concept of security was not an object 

for criminological inquiry, and its main concern long remained the analysis and critique of 

dimensions of social control (Loader, 2014).  

This way of making sense of security in the criminological field has changed, and one key factor 

in this development seems to be the concept of risk. Since the mid-1950s, societal changes have 

sparked an interest in the concepts of risk and fear, which gained further traction from the 1980s 

onwards, leading scholars to characterize the contemporary world as a risk society (Beck, 1992, 

1999). Some even claim that risk is becoming the dominant concept of Western security (Vedby 

Rasmussen, 2001). This has also influenced the scholarship of criminology, where the increased 

emphasis on conceptualizing security reflects closer attention to the insecurity and uncertainty 

that shape the everyday and social life of the 21st century. This view can also be seen in relation 

to a new paradigm that has developed, described as a shift “from criminal justice state to 

security society” (Zedner, 2003: 176; see also Zedner, 2007; 2009). The change has led to 

increased emphasis being placed on the view that security should be about addressing and 

managing the conditions prior to crimes occur, to forestall security problems and issues – an 

approach which is bound by risk-oriented thinking. The implications of these developments for 

security and its governance have been explored in the criminological literature (Ericson and 

Haggerty, 1997; O’Malley, 2004; Simon, 2007). In this way, the element of risk and pre-crime 

logics have been instrumental in shifting the focus away from the traditional crime paradigm 

towards security, and different ways of governing it (Johnston and Shearing, 2003; McCulloch 
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and Pickering, 2009; Valverde, 2001, 2011; Zedner, 2007). With regard to the global hubs 

examined in this dissertation, risk, preemption, and instrumental logics of security seem to be 

of particular importance, as previous studies have pointed out the proliferation of risk-based 

strategies in aviation and maritime security post 9/11 (Eski and Carpenter, 2013; Salter, 2007, 

2008b). 

In the field of criminology, the distinction between objective and subjective security is 

considered to be of great importance (Johnston and Shearing, 2003; Zedner, 2003, 2009). 

Security can refer either to the objective state of not being threatened and of having protection 

against threats, or to the subjective condition of being free from anxiety that originates from 

threats. An important point regarding the objective and subjective dimension of security is that, 

even if one achieves an absence of threats today, one always has to look out for new threats 

tomorrow – security is marked by a distinct temporal quality (Zedner, 2009). In the pursuit of 

security, one will have to engage in a constant struggle against future (unknown) threats in order 

to feel secure. The pursuit of security undoubtedly affects individuals and their perception of 

safety, but it also has implications for the wide range of actors who produce and deliver security, 

in that they have to be ready to identify and mitigate future threats and security risks.  

International relations – national security and securitization  

For several decades, the academic attention devoted to security, both theoretically and 

empirically, has primarily been in the field of classical political science disciplines (Buzan, 

1991; Kolodziej, 2005; Zedner, 2009), and security has been a major concern for international 

relations (Bourbeau, Balzacq and Cavelty, 2015). In international relations literature, the notion 

of security has been influenced by what can be characterized as a national dimension, with the 

state being the main referent object (Kolodziej, 2005). The dominant conception of security 

was for many years that of national or military security, to which the major threat came from 

other nation-states. There was seen to be a close connection between the sovereign state and 

security initiatives, and security studies were frequently defined as “the study of the threat, use 

and control of military force” (Nye and Lynn-Jones, 1988; Walt, 1991: 212). This traditional 

framing of security is associated with the neorealist paradigm of international relations (Legro 

and Moravcsik, 1999; Waltz, 1979). 

In the last three decades, however, security scholars have challenged this dominant 

understanding of security, whose referent object is the nation-state; the traditional view was 

considered inadequate to fully capture the new landscape of security issues. Following the 
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widening of the debate in IR (Bourbeau, Balzacq and Cavelty, 2015; Burgess, 2010; Krause 

and Williams, 1996; Tarry, 1999), new research themes were explored, such as the economy, 

the environment, and health and society, which meant that discussion moved beyond viewing 

security as the study of threat and the use of military force. These changes also meant the debate 

on security moved beyond state-centric perspectives (Buzan, de Wilde and Wæver, 1998). 

A critical strand of literature has developed, which adopts a constructivist take on security. In 

broad terms, constructivists draw on social theories of security and take culture, norms, and 

identity as important theoretical lenses to analyze and explain security policies and issues 

(Katzenstein, 1996). The critical constructivist perspective often connects to the Copenhagen 

School and the concept of securitization, which sees security as a process of speech acts, where 

security issues are constructed through and influenced by the power of language. In essence, 

this means that securitization involves the identification and formulation of threats and the 

placement of these on the political or public agenda. In this approach to security, an increasing 

number of issues are framed through the lens of “security” and thus offer legitimation for the 

use of extraordinary or exceptional measures (Buzan, de Wilde and Wæver, 1998; Wæver, 

1995). Critical security studies have explored how various issues depart from “normal politics”. 

This has enabled broader understandings of security issues and threats to flourish and seems to 

shape the current landscape of security debates.  

Such exploration of exceptional measures that are justified in the name of security is similar to 

the work of Carl Schmitt (2005 [1922]) and more recently, that of Giorgio Agamben (2005) on 

states of exception, where the rule of law is suspended to make possible extraordinary means. 

There has been a lively discussion of the notion of exception in international studies (Hanrieder 

and Kreuder-Sonnen, 2014; Huysmans, 2008), and this has sparked conceptual exploration of 

the relationships between exceptionalism, sovereignty and security (Aradau and van Munster, 

2009; Burles, 2016; Murphy, 2019a, 2019b). In the post 9/11 environment, the “war on terror” 

discourse has led to the implementation of widespread exceptional security practices, as has 

recently been seen in France, for example (de Massol de Rebetz and van der Woude, 2020), 

and as noted in the introduction, global hubs are clearly affected by the securitization that 

derives from this discourse, and the increasing pressure to adopt stringent security measures. 

Commonalities across disciplines – the internal and external nature of security  

Traditionally, the dividing line between internal and external security was clearly marked. 

Challenges to a state’s internal, domestic security were to do with crime, protection, and law 
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and order inside the boundaries of the state, whilst the external security involved threats arising 

from other states, that is, on the possibility of war between states and defense and deterrence. 

The role played by security actors, mainly law enforcement agencies on the one hand, and the 

military on the other, served to distinguish the two domains. The distinction between internal 

and external security seems to have been further reinforced by the research interests of different 

disciplines, with international relations being mainly concerned with conflicts between states, 

while criminology has tended to focus on crimes within the state.  

Recently, due to increased blurring of internal and external threats there have been important 

developments, particularly in the work of Loader and Percy (2012), Bourbeau (2014, 2015b), 

Crawford and Hutchinson (2016a), and Bigo (2016), which pave the way for academic 

discussion of security that bridges the disciplinary dividing line between international relations 

and criminology. It is suggested that the contemporary security environment has changed 

significantly such that security and threats are no longer categorized according to simple 

distinctions between “inside” and “outside”, “war” and “crime”, and “public” and “private” 

(Loader and Percy, 2012: 214). There is now a growing body of literature suggesting a blurring 

of the once sharp distinction between the internal and external domains of security (Avant and 

Haufler, 2012; Bigo, 2001; Eriksson and Rhinard, 2009; Lutterbeck, 2004; Schroeder, 2011; 

Weiss, 2011).  

As regards security at global hubs, the challenges now faced by airports and maritime ports can 

in many ways be thought of as “transboundary security issues” (Eriksson and Rhinard, 2009), 

meaning that the security landscape is characterized by threats and concerns that are neither 

purely internal nor external, but rather transnational (Lutterbeck, 2005). Several observers have 

pointed out that criminality in global hubs ranges from the involvement of workers in illicit 

activities such as theft to organized and complex trafficking of drugs, weapons or human beings, 

as well as piracy and terrorist activities (Eski, 2016a; Eski and Buijt, 2017; Hoijtink, 2017; 

Leese, 2016; Leese and Koenigseder, 2015; Salter, 2008d; Schouten, 2014; Sergi, 2020a, 

2020b). In a sense, then, global hubs are symbolic spaces where globalization meets the nation-

state; they have been said to be “a specific kind of urban context where it’s possible to observe 

local and global changes at the same time” (Sergi, 2020b: 2). One important aspect of these 

transboundary security issues is that they not only cross geographical and spatial boundaries, 

but also affect the way in which security actors operate. That is, the division of work between 

internal and external security actors has been challenged. Traditional military approaches have 

to some extent been expanded to include crime-fighting and humanitarian initiatives, while a 
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certain degree of militarization of policing tasks can also be observed (Burgess, 2009; Franko, 

2020; Lutterbeck, 2005; Schroeder, 2011). The pluralization of security governance and 

policing, which was described in the previous chapter, has also contributed to the blurring of 

the internal and the external, which has made policing and security governance at global hubs 

increasingly complex.  

3.2 The analytical perspectives of security governance and policing seen through the 

everyday 

Notwithstanding the importance of the conceptual discussions of security outlined above, one 

major challenge seems to remain in the existing scholarship – that is, the need for perspectives 

and conditions that will make it possible to examine security from an empirical point of view. 

It has, for instance, been argued that “criminologists must insist on the importance of empirical 

enquiry that scrutinizes a priori assumptions” with regard to security (Shearing and Johnston, 

2010: 496). That is, there is a need for empirical inquiry into how security is experienced and 

what security entails at the practical level for those involved. However, as noted by Valverde 

(2011), one should be careful to assume that security actually exists as a thing at all, ready to 

be observed and measured directly. Instead, to make sense of security, it is suggested that 

attention needs to be turned to what people or organizations are doing in the name of security, 

that is, that one should focus on the “practices of governance that in fact appeal to ‘security’” 

(Valverde, 2011: 5; see also Valverde, 2014). To fully grasp the nature of security and policing 

processes in this context, which is the aim of this dissertation, it is suggested that they should 

be studied in practice (Côté-Boucher, 2018; Côté-Boucher, Infantino and Salter, 2014; Loftus, 

2015), which also connects to the constructivist approaches to security found in the field of 

international relations (Balzacq et al., 2010).  

This dissertation takes seriously Valverde’s suggestion that governance should be studied as 

practices that appeal to security, because it provides a unique way to open empirical material to 

investigation, and therefore serves as an important analytical tool for unpacking the 

complexities of the experience of security governance and policing of actors in global hubs. 

The concept of practice was therefore important in the construction of the research questions 

set out in the introduction above, which guided the dissertation’s empirical investigations. This 

approach was inspired by the belief that “much can be gained by exploring how practices of 

security governance are experienced by different people and groups ‘on the ground’” (Crawford 

and Hutchinson, 2016b: 1185). In this dissertation, giving analytical attention to practice is 
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considered valuable for capturing both collaborative structures and actors’ guiding mentalities 

and their implications for the governance of security. 

Along with the “practice turn”, everyday security as an analytical lens has recently been 

embraced in criminology and international relations. Taking the everyday as a framework is 

useful when examining the policing of global hubs, as it is a way to situate empirical analysis 

of security practices and actors’ lived experience and the quotidian actions involved in the 

construction of security (Bigo, 2002, 2006; Crawford and Hutchinson, 2016b; Croft and 

Vaughan-Williams, 2017; Huysmans, 2009). In the course of the above discussion of the 

conceptualization of security, it was noted that securitization has received considerable 

scholarly attention and has also affected how security processes at global hubs function in 

practice (especially those to do with risk management and instrumental thinking). Although 

these studies offer valuable insights into the exceptionality of security, it has been suggested 

that concentrating on securitization has a tendency to neglect the everyday micro-practices or 

micro-politics of (in)security (Aas, Gundhus and Lomell, 2009; Bigo, 2006; Crawford and 

Hutchinson, 2016b). Arguments have therefore been put forward for moving attention from 

“spectacular” and “exceptional” events to the mundane, everyday nature of security practice. 

Such an approach breaks with traditional imageries of the international as the “realm of 

exceptional events” (Guillaume, 2011: 459), since it implies that security is not only about 

exceptional politics. Thus, the everyday is concerned with understanding the construction, 

experience and articulation of (in)security by particular (ordinary) individuals and groups 

(Vaughan-Williams and Stevens, 2016).  

Responding to this, and given that the security discourse of exceptional threats is omnipresent 

in the aviation and maritime industries, the dissertation suggests that using the notion of the 

everyday is a helpful way to offer detailed empirical descriptions of security practices on the 

ground. Thinking in terms of everyday security has therefore informed my empirical 

investigation and been valuable for framing analysis of actors’ experiences and perceptions of 

collaborative relations and practices. Thus, the dissertation argues, along with Crawford and 

Hutchinson (2016), that the everyday has great analytical value and enables rigorous analyses 

of security governance practices.  

In criminology, when (everyday) security practices are addressed and explored, this is 

commonly done in relation to policing endeavors (Hoogenboom, 2010). However, the notion 

of policing is often associated with the institution of the police. This “conflation of policing 
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with the activities of state police” (Johnston and Shearing, 2003: 10) may limit the ability to 

understand and capture the plurality of actors involved in contemporary practices. Several 

observers have therefore stressed the importance of uncoupling the institution of the police from 

policing as practices (Johnston and Shearing, 2003), so as to enable consideration of the 

plethora of actors now involved in producing, delivering, and governing security – which is 

also a factor affecting the environment of airports and ports, as was described in the previous 

chapter. Increasing attention has thus been paid to the governance of security (Johnston and 

Shearing, 2003; Shearing and Wood, 2003; Wood and Dupont, 2006). This may be conceived 

of as the intentional activities or “actions designed to shape events so as to create ‘spaces’ in 

which people can live, work and play” securely (Wood and Shearing, 2007: 7), and examining 

security governance therefore means focusing on these activities as a way of performing and 

practicing policing, instead of fixating on the actors conducting them.  

This way of conceptualizing security governance clearly draws inspiration from the governance 

perspective found in the political science literature (Kersbergen and Waarden, 2004; Ostrom, 

2010; Rhodes, 1996; Rhodes, 2007), which points out the analytical potential of using the 

notion of governance to make sense of the changing boundaries between the public and private 

sectors, and to capture the decentered nature of governance processes. But it also connects to 

Valverde’s approach (2011), which emphasizes the importance of paying attention to 

governance practices that appeal to security, in the sense that the governance of security is more 

concerned with describing policing endeavors as practices. While this dissertation engages with 

and seeks to add to the literature of plural policing, it still values the governance of security 

perspective as a way of thinking about the contribution made by the multiple actors involved in 

policing global hubs. 

Consequently, the framing of security and policing as practices of governance has fostered the 

development of new analytical perspectives to unpack the way in which actors operate and 

relate to one another. As noted in the introduction, in the field of criminology, two of the most 

prominent theoretical approaches have been nodal governance and state anchored pluralism. 

These two have been highly influential for my own conceptual thinking and in informing the 

analytical perspectives of this dissertation. Although not all the individual articles in this 

dissertation make explicit reference to these perspectives, they have still been crucial in the 

analytical processes. The next sections will therefore outline the features of these perspectives 

and explicate how they have informed and guided the empirical exploration and analysis of 

policing global hubs that this dissertation addresses.  
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Nodal governance – nodes, networks and the internal characteristics of actors 

In a series of works, Clifford Shearing and colleagues develop the “nodal governance” approach 

to capture the plurality of the contemporary security and policing environment (Burris, 2004; 

Burris, Drahos and Shearing, 2005; Johnston and Shearing, 2003; Shearing, 2001a, 2006; 

Shearing and Wood, 2003; Wood, 2006; Wood and Shearing, 2007). Nodal governance scholars 

argue that it is crucial to move beyond top-down and state-centered conceptions of governance 

practices, which have long been understood as the dominant modes of governing, to capture the 

plurality of contemporary governance arrangements. Thus, within the nodal perspective, no set 

of actors is given conceptual priority, and a central requirement is that the exact composition of 

the actors and their contribution to governance practices should be considered as an empirical 

question (Johnston and Shearing, 2003; Shearing and Wood, 2003). Such empirical inquiry has 

the potential to capture the way in which governance practices and configurations evolve will 

vary across time and space, which also underscores the importance of exploring numerous 

contexts of security and policing. It is important to note, however, that although the exact 

composition and positioning of governing actors is assumed to be an “empirical open question”, 

some argue that this perspective puts forward “claims that verge upon state-sceptic ideas and 

ideals” (Boutellier and Van Steden, 2011: 465), and thus makes certain normative assumptions. 

Nonetheless, nodal governance has emerged as a significant framework for considering 

heterogeneous and interconnected governing actors (Quéro and Dupont, 2019). Given the aims 

of this dissertation, the nodal perspective is seen as a particularly suitable analytical tool to 

make sense of the empirical context of security and policing at global hubs where there are 

numerous actors representing different interests.  

The nodal governance approach draws inspiration from the network society theory developed 

by Manuel Castells (1996, 2000), and, in particular, from the way in which it defines networks: 

“A network is a set of interconnected nodes. A node is the point where the curve intersects 

itself” (Castells, 2000: 15). The nodal perspective accepts, and indeed insists on this, and nodal 

scholars thus take the notion of nodes as the focal point of reference in their analyses of 

governance processes and practices (Huey, 2008). The framework of “nodal governance is 

intended to enrich network theory by focusing attention on and bringing more clarity to the 

internal characteristics of nodes and thus to the analysis of how power is actually created and 

exercised within a social system” (Burris, 2004: 341). The main reason for holding such an 

ambition is that the conception of network, in Castells’ accounts, seems to downplay the 

importance of how the internal characteristics may allow nodes to exert influence across 
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networks (Burris, Drahos and Shearing, 2005: 37). In doing so, the nodal approach places the 

emphasis on the internal characteristics of nodes rather than on the networks themselves, which 

accords with the ambitions of this dissertation to unpack the nature of governance practices, the 

capacities of individual security actors and the linkages and network responses between them. 

Another key element of nodal governance, which also distinguishes it from the network theory, 

is that the approach does not assume that nodes are integrated within a network. It rather regards 

this idea to be explored empirically, as nodes may decide not to come together to form network 

assemblages at all (Dupont and Wood, 2007; Fleming and Wood, 2006; Wood and Shearing, 

2007). Developing a nodal perspective thus helps to “provide a conceptual architecture for 

analyzing trends in governance that is equally comfortable with the idea that governance can 

be contested and uncoordinated as it is with the idea that it can be cooperative and coordinated” 

(Wood and Shearing, 2007: 28). One assumption in the nodal perspective is that the 

characteristics of the nodes affect the development of network relations and collaborative ties. 

However, as Ayling, Grabosky and Shearing (2009) point out, these relations also seem to affect 

the internal characteristics of nodes. This means that there is a dynamic connection between the 

characteristics of nodes and the development of relational linkages. In the context of this 

dissertation, the dynamic connection is considered to be highly significant for the analysis as a 

whole, but it is of particular significance for the first article, where the notion of public-private, 

the interaction between differing interests and the possible impact this has on collaborative 

relations are examined in detail, and for the second article, which addresses empirically the 

relational structures of two security networks and examines how network power and resources 

are affected by actors’ mentalities and the sector they belong to.  

In the nodal perspective, governing nodes are understood as the organizational sites of 

governance practices where attempts are made to intentionally shape the flow of events so as 

to bring about secure environments and outcomes. Nodes are assumed to have four essential 

characteristics: mentalities, technologies, resources, and institutional structures (Burris, Drahos 

and Shearing, 2005; Wood and Shearing, 2007). Setting about a “nodal mapping”, then, requires 

that the empirical investigation of these four principal elements should be valued and taken 

seriously (Holley and Shearing, 2017; Wood, 2006). Regarding this attention paid to the internal 

characteristics of nodes, it is possible to recognize a connection with the strand of literature 

which is known as post-Foucauldian governmentality studies (Mckee, 2009; Rose and Miller, 

1992; Rose, O'Malley and Valverde, 2006; Valverde, 2011, 2014). In this respect, some would 

argue that the nodal governance framework locates itself nicely within and draws on the 
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conceptions of power and governance outlined by Foucault (Shearing, 2006; Wood and 

Shearing, 2007). 

In this dissertation, thinking in terms of the internal characteristics of nodes has undoubtedly 

motivated the empirical investigation and also influenced the way in which experiences of 

everyday practices of policing and security in global hubs have been analyzed. In addition to 

motivating and structuring the analysis, the perspective of nodal governance has also important 

methodological implications for the study, since extensive empirical data on security actors’ 

practices and their way of thinking about them are needed to fully capture the essence of 

security governance in global hubs. How this has been achieved will be further explained in the 

next chapter, which deals with the research design. As the four articles making up the 

dissertation are viewed as self-standing, with each making its own distinct contribution to the 

literature, not all aspects of the nodal approach and its internal characteristics are considered 

relevant to all of the articles. When the four internal characteristics are set against the context 

and aims of this dissertation, it is obvious that the notion of mentalities has had the greatest 

bearing on the research question addressed, as can be seen in the third and fourth articles. 

Mentalities are also of relevance to the collaborative activities examined in the first two 

articles. In what follows, I will therefore explicate how the four characteristics, with a particular 

emphasis on mentalities, are relevant and make clear how these concepts have been utilized in 

the empirical investigation of this dissertation.  

The first of the four – mentality – is considered the most significant dimension of governance, 

and denotes the mental framework that shapes how we think about and see the world (Froestad, 

Grimwood, Herbstein and Shearing, 2015; Johnston and Shearing, 2003). In terms of the nodal 

approach, the governing mentality is the way the issues that the node has emerged to govern 

are thought about (Burris, Drahos and Shearing, 2005). It thus seeks to capture the culture of 

the node and “operates to bring coherence and thus enable longevity and collective action within 

the node” (Burris, 2004: 342). Its mentality, therefore, is the way a node conceives of its purpose 

and role within the broader environment (Martin, 2013). With this in mind, a mentality is 

assumed to be capable of influencing the everyday practices of nodes, which indicates how the 

nodal approach, as utilized in this dissertation, is a valuable analytical framework for studying 

governance as practices that appeal to security. 

In the security governance literature, some observers have delved into the mentalities that seem 

to be operating in governing nodes of security, and two important ones are identified – a 
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punishment mentality and a risk mentality (Johnston and Shearing, 2003; Zedner, 2009). The 

punishment mentality is characterized by reactive strategies based on punishment, reaction and 

retribution in response to wrongdoing (crime), and is generally a key feature of security 

governance conducted by the criminal justice system. The latter, as Johnston and Shearing 

(2003; see also Shearing, 2001b; Shearing and Johnston, 2005) argue, is concerned with future-

oriented strategies based on a chain of risk, anticipation, and prevention, and its central aspects 

are instrumental calculations and techniques intended to reduce crime, danger and risk. The 

risk-based mentality is often found in (private) corporate security institutions. However, 

following the changes in the security governance environment outlined above, which include 

pluralization and a marked shift from a criminal justice state to a security society (Zedner, 

2003), it has been recognized that mentalities increasingly “mix and meld” within governing 

nodes (Johnston, 2006; Wood, 2006; Wood and Shearing, 2007).  

This blurring of mentalities has made the contemporary landscape of security governance 

complex, and underscores the importance of conducting empirically informed explorations in a 

variety of contexts. Taking this as the dissertation’s point of departure, exploring actors’ 

guiding mentalities has been considered a crucial part of describing policing and security 

governance in Norwegian global hubs. As previously mentioned, risk-based strategies are a 

prominent feature of security at contemporary airports and maritime ports. In the third article, 

this analytical framing is considered particularly helpful in making sense of how security actors 

experience and respond to the exceptional nature of security threats in their everyday practice, 

and in revealing how the language of risk and risk assessment has become a significant aspect 

of an instrumental way of thinking to deal with uncertainty and risk in aviation and maritime 

security.  

The relevance of governmentality scholarship is particularly apparent in relation to the notion 

of mentalities. Although punitive and risk mentalities can be seen as important in understanding 

and describing security governance practices in global hubs, they are still just two examples of 

mentalities that can be discerned. Analyses of governmentality have identified “political 

rationalities” or “logics” of governance as key elements to be explored, in that they encompass 

the rationales, aims and assumptions of governing actors, while also indicating the ethical or 

moral justifications for particular ways of governing (Rose and Miller, 1992; Valverde, 2011, 

2014). It has been acknowledged that “relations among different logics are complex, 

unpredictable and site-specific” (Valverde, 2011: 11), which yet again suggests the importance 

of exploring a variety of empirical and national contexts of policing. The connection between 
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mentalities and rationalities is made explicit when Garland (1997: 184) suggests that 

“government rationalities” are the ways of thinking and styles of reasoning that are embodied 

in practices.  

In the context of security and policing, although not directly drawing upon the Foucauldian 

literature, White and Gill (2013) introduce the notion of rationalities as a way to conceptualize 

the practice of security agencies, which they describe as “ways of thinking and behaving which 

resonate with prevailing cultural interpretations of the public good and the market” (White, 

2014: 1004). Thus the idea of rationalities overlaps with the concept of mentalities as presented 

by nodal scholars and has a similar analytical meaning, so the two will be used interchangeably 

throughout the dissertation. It has been shown that agencies can be guided by different 

rationalities, and a distinction is frequently made between organizations that work for the public 

good and those governed by market logic and the profit ethos (White and Gill, 2013). 

Taking inspiration from White and Gill, this dissertation considers rationalities as an important 

analytical tool that can help move empirical attention beyond the punitive and risk mentalities 

that have so far dominated the literature, and add nuances to our understandings of security 

governance. The notion is used in different ways in the articles that make up this dissertation. 

In the first article, the notion of rationalities is deemed relevant to exploring how policing 

agencies view themselves in comparison with others, and how differences between public good 

and market rationalities may influence information sharing, trust and reciprocity in 

collaboration in global hubs. In the second article, public good and market rationalities are 

utilized to investigate how network power is distributed within the boundaries of security 

networks and to examine the way in which the two different rationalities determine or affect 

network formation. In the fourth article, the assumptions derived from rationalities come to 

the fore in the article’s exploration of how commercial interests can play a crucial role in 

recasting security practices in global hubs, and of how policing and security agencies navigate, 

experience and respond to the imperatives of security and trade in their everyday.  

The second of the essential characteristics of nodes mentioned above was technologies. 

Technologies of governance are the methods and strategies employed to exert influence over 

the course of events (Burris, Drahos and Shearing, 2005). It has been shown that methods and 

strategies often vary between different nodes, with the sector nodes are operating in being a 

deciding factor in what methods are available. In the realm of governance technologies, a 

distinction has been made between physical, legal, symbolic, and personal methods (Burris, 
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2004; Johnston and Shearing, 2003; Mopasa and Stenning, 2001). In relation to security, then, 

technologies may include surveillance practices, street patrols, powers of arrest, and weapons 

(Johnston and Shearing, 2003; Martin, 2013). In this dissertation, technologies are considered 

useful in revealing how seemingly mundane and quotidian activities become important tools in 

policing global hubs. In this regard, the third article illustrates the way in which bureaucratic 

processes develop as part of an instrumental mentality and why documentation becomes a 

strategy for coping with the uncertainty and vulnerability that agencies may face in global hubs.  

Resources are the third of the internal characteristic of nodes mentioned above. The 

implementation of governing technologies depends in large part upon the resources available 

to a node – tend to be “broadly defined to include a wide range of forms of capital in the 

Bourdieuian sense” (Burris, Drahos and Shearing, 2005: 39). Resources affect the ability of 

nodes to exert influence over the course of events, and subsequently affect their practices. 

Building on Bourdieu’s notion of capital, Dupont (2006b, see also Dupont, 2004) presents five 

forms of capital that security nodes may employ in their governing practices and in their 

relations to other nodes: it may be economic, political, cultural, social or symbolic. Economic 

capital means the financial resources nodes have at their disposal. There is a difference between 

public and private actors in terms of the financial support they get from the government and the 

opportunities they have to find ways to increase their profits (Dupont, 2006b). This can to some 

extent be related to the public good and market rationalities outlined above. Political capital 

results from the node’s capacity to exploit political processes in order to forward its own 

objectives or achieve its desired outcomes, and this type of capital therefore depends on whether 

the node is close to or distant from governmental power (Huey, 2008). In the Norwegian context 

addressed in this study, where there is a strong public sector and a well-functioning welfare 

state, consideration of political capital is relevant to the exploration of network power in the 

collaborative structures in which policing agencies are involved in global hubs. Cultural capital 

derives from the institutional knowledge that a node can accumulate and mobilize, at the 

individual and collective level. Social capital arises from “the whole set of social relations that 

allow the constitution, maintenance and expansion of social networks” (Dupont, 2004: 86). One 

can therefore say that the network connections possessed by nodes are important resources – it 

has been observed that nodes with many strong connections are more able to exert influence 

(Burris, 2004). As one of the main aims of this dissertation is to examine aspects of 

collaborative relations among policing and security actors, the notions of social capital and 

relations have played an important role in shaping the empirical investigation of the dissertation 
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as a whole, and in particular in the attempt made in the first two articles to map how power 

relations develop and affect actors’ practice. Networks and collaborative relations will be 

explored further below. Symbolic capital results from the effective combination of the types of 

capital that have just been described and thus consists of “the mechanisms that confer 

legitimacy to an organization, and the power it holds to speak with authority to the other actors” 

(Dupont, 2004: 86). It is important to note that the identification of five forms of capital, as 

Dupont (2006b) points out, is not meant to be a rigid and final classification, but rather 

understood as a metaphorical lens that helps make sense of the complex landscape of governing 

nodes. This framing of the types of resources available has helped shape the analytical strategy 

of this dissertation. 

The fourth of the internal characteristics of nodes listed above, are institutional structures that 

enable resources, mentalities and technologies to be targeted and mobilized over time (Burris, 

2004; Burris, Drahos and Shearing, 2005). Nodes may take almost any institutional structure as 

long as it has some temporal durability. For that reason, the nodes under investigation do not 

need to be formally constituted or legally recognized. Observers have also argued that the 

“adjustable scale of nodal identification explains much about the flexibility of this theoretical 

model and also highlights the extreme institutional variability characteristic of nodes associated 

with contemporary security provision” (Martin, 2013: 150). 

The framing of nodes through the four essential characteristics that have just been described 

makes it clear that not all nodes are created equal. As a result, the nodes will vary in their 

accessibility and their efficacy (Burris, Drahos and Shearing, 2005). The configuration of 

mentalities, technologies, and resources that a node has may influence its status, its potential to 

exert influence over the course of events, and its practice. Previous studies have, for instance, 

examined the “nodal cartography” of migration policing (Weber, 2013) and mapped the 

configuration of actors involved in the policing of art theft (Kerr, 2015), which indicates the 

importance of empirical descriptions of the practices and internal characteristics of nodes. 

Inspired by the analytical perspective of nodal governance, this dissertation seeks to add to the 

literature by focusing on empirically grounded descriptions of the characteristics of governing 

actors in the global hubs under investigation. In doing so, this dissertation argues that taking 

account of the analytical assumptions outlined above can help operationalize the nodal approach 

and make it better able to bear empirical scrutiny. This is of particular importance, as it enables 

one to capture and investigate how a range of actors perceive and deliver security in their 
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everyday, and this can reveal crucial aspects of the practices of governance that appeal to 

security.  

Within the nodal approach, it has also been argued that nodes tend to carry out governance “by 

mobilizing their resources and governing technologies to cajole, coerce or otherwise move 

those they wish to govern to comply with their directions” (Burris, Drahos and Shearing, 2005: 

39). In this mode of governing, the mobilization process also involves the more indirect 

mobilizing of the capacities and knowledge of other nodes. Thus, enrolment is seen as an 

important feature of nodal governance and is highly influenced by the work of Foucault (1990) 

and Latour (1986). Power, and thus also governance, is understood to be produced by processes 

of “action at a distance” (Latour, 1987) and is “the consequence of an intense activity of 

enrolling, convincing and enlisting” (Latour, 1986: 273). What is required for efficient security 

governance, therefore, is the enrolment of actors who possess the capacities and knowledge that 

are necessary to achieve its objectives and aims (Wood and Shearing, 2007). The perspective 

of enrolment is useful, as the first article illustrates, for examining how collaboration between 

policing agencies is affected by power relations, and for examining the existence of sectoral 

allegiance in collaborative structures in the global hubs.  

The capacity of a node to enroll others into its agenda is assumed to be dependent upon the four 

characteristics mentioned above (mentalities, technologies, resources, and institutional 

structures), and this indicates why empirical explorations of nodes’ internal characteristics, 

especially their mentalities, are of great importance for this dissertation’s analytical framing. 

The efforts made to enroll others indicate how nodes can make use of networks to govern, 

interact, and communicate, and nodal scholars therefore argue that “networks are a prime means 

through which nodes exert influence” (Burris, Drahos and Shearing, 2005: 33). The notions of 

(security) networks and collaborative relations will be explored in greater detail below. Before 

that, however, the next section turns to a different perspective which in recent decades has come 

to dominate the study of pluralized and networked security and policing provision. 

State anchored pluralism – security as a public good 

The second framework which has inspired the theoretical thinking in this dissertation is most 

often associated with the works of Ian Loader and Neil Walker (2001, 2004, 2006; 2007, but 

see also Loader, 1997a, 1997b, 2000; Loader and Mulcahy, 2003) and their concept of state 

anchored pluralism. To a great extent the conceptual model of anchored pluralism is presented 

in the literature as the main analytical alternative for capturing the increasingly complex nature 
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of the contemporary security landscape. Thus, while the nodal governance perspective seeks 

analytical openness such that no set of actors is given conceptual priority, the nodal approach 

still tends to be applauded for its normative merits as it “has frequently been framed (…) as an 

explicit critique of those state-centred ‘Westphalian’ analyses of domestic security provision 

which came to prominence during the monopoly era” (White, 2012: 90). In response to this, the 

perspective presented by Loader and Walker rigorously criticizes both the theoretical and 

normative assumptions of nodal governance (Boutellier and Van Steden, 2011), and in 

particular raises questions concerning the understanding of what the role of the state ought to 

be in practices of security governance. In the context of this dissertation, anchored pluralism is 

considered a useful analytical tool to understand the nature of security governance practices in 

global hubs, given the Norwegian context which consists of a strong public sector and a well-

functioning welfare state. It is worth asking how this plays out in the plural reality of policing 

in global hubs and how it affects the collaborative relations that develop as means to deal with 

security issues – questions that are addressed in detail in the second article of the dissertation. 

In contrast to the nodal governance perspective, within the framework of anchored pluralism, 

the state is not regarded as just one node among many governing actors, but rather as a necessary 

virtue in the provision of security as a collective or public good (Loader and Walker, 2007). 

Accordingly, the anchored pluralism approach makes an explicit connection to the 

conceptualization of security as a “thick” public good, which in many ways constitutes the very 

idea of publicness. In criminological scholarship, security has long been regarded as an essential 

public good, even to the extent that security may be a prerequisite for many governing projects. 

The ideal has been that there should be universal equity in the provision and distribution of the 

good of security, so that security is equally available to all. However, changes in the production 

and delivery of security in the direction of a world of both public and private provision may 

challenge this notion of security and the role of the state in delivering it. In regard to this, nodal 

governance theorists are often regarded as exhibiting an explicit state-skepticism, which adopts 

“no consistent normative position with regard to the ideal role of the state” (White, 2012: 93). 

Nonetheless, the position held by Loader and Walker favors an understanding of security as a 

public good, inherently dependent on state involvement. Their argument has three dimensions.  

First, the instrumental dimension of security is concerned with “the sense in which security is 

seen as prerequisite to the effective liberty of individuals, which in turn is seen as prerequisite 

to the ‘good life’, however conceived” (Loader and Walker, 2006: 184). That is, security is 

understood as a foundational element in the realization of freedom for individuals. The liberal 
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state possesses the necessary capacity to balance security and other democratic values. The 

second dimension is social, and relates to the perception that the security of an individual 

depends in some way upon the security of others. As a consequence, Loader and Walker (2007: 

161) suggest “that there is a tendency for the quality of security, (…), to be enhanced in the 

case of any particular individual when the security of those with whom that individual shares a 

social environment is also reasonably attended to”. Even more importantly, a system of public 

provision to guarantee this is considered to be a good possible solution. The third dimension is 

that the constitutive perspective of security is, according to Loader and Walker (2007: 162), 

concerned with how security as a social good “is implicated in the very process of constituting 

the ‘social’ or the ‘public’”.  

By appreciating these dimensions of security, one can understand how the state is involved in 

contemporary security provision. Loader and Walker argue that it is important to abandon a 

priori state-skepticism, and that the conception of security as a thick public good requires that 

security be publicly provided. While acknowledging the potential dangers and limitations of 

state provision (for example, fears that the state may be a meddler, partisan, a cultural monolith, 

or an idiot), they still argue that the state should be perceived as the main “anchor”, as it 

represents the most suitable, effective and morally just solution. Given that this dissertation 

concerns Norway, with its seemingly strong welfare state, anchored pluralism seems an 

appropriate choice for the exploration of the empirical reality of security governance in global 

hubs.  

Thus, the role of the state, it is argued, is anchored by the symbolic regulatory power, cultural 

authority, and distinctive capabilities that the state possesses (Loader and Mulcahy, 2003; 

Loader and Walker, 2007), which are qualitatively different to those of other forms of policing 

and security processes (Crawford, 2006). However, this is not to say that the approach rejects 

the notion of plurality that shapes contemporary security governance. In fact, the model of 

anchored pluralism requires that “there should be as much pluralism as possible both, internally, 

(…), and externally” (Loader and Walker, 2007: 193). As regards external pluralism, one has 

to recognize the place of other sites of cultural and regulatory production above, below and 

otherwise beyond the state. In such circumstances, the role of the state, according to the model 

of anchored pluralism, should be that of a meta-regulator, which can ensure that security is 

governed democratically. Marks and Goldsmith (2006) follow a similar line of thought in 

maintaining that the state must strengthen and reaffirm its primacy in the provision of security 

governance. In their view, the state is best qualified, regarding capacity, legitimacy and 
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effectiveness, to provide equitable services for everyone, and should assert itself as the anchor 

of collective security, while at the same time remaining open to as much pluralism as possible. 

The writings of Loader and Walker are mainly employed by scholars in a normative sense rather 

than to address empirical questions concerning the exploration of the governance of security. 

However, as this dissertation seeks to employ anchored pluralism analytically to investigate 

and make sense of an empirical context, it attempts to operationalize the theoretical approach. 

In conceptual terms, the model of anchored pluralism provides “analytical clues to identify and 

assess” the nature of the influence exerted by various governing actors, both public and private, 

in networked and plural security and policing arrangements (Boutellier and Van Steden, 2011: 

467). In particular, attention can be directed to the institutional structure that leads to the 

preeminence of the state in the realization of security, where the anchored pluralism model 

identifies five conditions that are regarded as indispensable to security production: 

identification, resource mobilization and allocation, deliberation, regulation and commitment 

(Loader and Walker, 2007). This dissertation suggests that there is some overlap between these 

conditions and the essential characteristics of a node that were identified above.  

Due to the lack of empirical specification and operationalization and given that the perspective 

accepts, and indeed encourages, pluralism in processes of security governance, it seems 

appropriate to raise questions about the anchoring role of the state within such networked 

arrangements. This dissertation therefore asks how one can empirically determine where the 

anchor is situated. Although the perspective of anchored pluralism strongly suggests that the 

state should be seen as the main anchor in the production of security, the pluralization of 

security provision suggests that the empirical situation is more complex, which is certainly the 

case as regards the global hubs addressed in this dissertation. In this respect, some observers 

argue that anchoring may come in many forms (Wood and Font, 2004) and several studies have 

demonstrated that, in security networks, the position of the state may be challenged by the fact 

that private policing actors can, and do, become key players by strategically positioning 

themselves (Brewer, 2017; Dupont, 2006a; O’Malley, 2015). This study therefore takes the 

view that it might be worthwhile considering the anchoring processes within the networked 

security governance in global hubs as an open question to be empirically explored. Applying 

the indicators from normative conceptualization to empirical material, the dissertation claims 

that one can move beyond focusing on underlying normative assumptions and find more 

rigorously analytical language to address research questions about security governance. In order 

to achieve this, as can be seen in the second article of the dissertation, the framework of 
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anchored pluralism will be connected to certain conceptual tools from network theory, as 

parallels may be drawn between the process of mobilizing resources by being positioned as an 

anchor and the notion of network power in collaborative structures.  

It is important to point out that the perspective of anchored pluralism also has relevance to some 

of the theoretical debates this dissertation engage with. As outlined in the previous chapter, 

Nordic security governance seems to exhibit certain characteristics that set it apart from what 

is described in the Anglocentric studies that have long dominated the literature. Based on these, 

claims have been made that one can observe a significant paradigm shift in policing and crime 

control and that there has been a move “away from a literature that almost exclusively conceives 

brokerage through a state-centred lens” (Brewer, 2017: 713). However, the position taken in 

this dissertation is that one should frame anchoring as a matter of empirical inquiry, in the cases 

of Nordic security governance addressed, and that anchored pluralism is a useful theoretical 

and analytical lens, both to make sense of the involvement and positioning of the multiple actors 

involved in the security governance network in global hubs, and to add nuance to our knowledge 

about the governing of security.  

In the light of the above descriptions of the theoretical perspectives, the notions of public and 

private seem relevant to the investigation undertaken in this study, even beyond the debate on 

security as a public good. It is thus assumed that differences in mentalities or rationalities, which 

in many circumstances arise from the public-private divide, can have implications for the way 

in which security actors work and collaborate. In the global hubs under investigation, it has 

been noted that multiple actors are present in the security infrastructure and they may adhere to 

very different mentalities, interests and objectives. In fact, they may be trapped between 

contradictory interests, so that frustration and conflicts arise. How these interactions unfold in 

the empirical reality of global hubs is one of the main concerns of the dissertation, and it will 

be examined in the four articles by applying different aspects of the analytical perspectives 

outlined above.  

The plurality of security governance, and blurring of the internal and external dimensions of 

security have been related by several observers to the idea of hybrid security constellations and 

the middle ground (Button, 2002; Dupont, 2006a; Rogers, 2017; Schuilenburg, 2015); even to 

the extent that dichotomy of public and private has lost its utility (Kempa, Shearing and Burris, 

2005). The assumed middle ground of hybridity is addressed in the first article, which asks 

how far this theoretical assumption stands up to empirical scrutiny and examines whether and 
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how this middle ground exists in the empirical context of policing in global hubs. Although the 

distinction has been called into question by the changing patterns of security governance, the 

dividing line between public and private still seems to have importance for public political 

imaginaries (Owens, 2008). In addition, the distinction is still employed in scholarly discussions 

of security provision (Diphoorn and Berg, 2014; Gimenez‐salinas, 2004; Noaks, 2008; 

Wakefield, 2003). The next section will therefore briefly elucidate different views on how the 

public-private divide relates to security and policing, and to the empirical investigation of this 

dissertation.  

3.3 The public–private divide: Differing interests  

In the previous chapter, it was made clear that the global hubs examined in this study are 

characterized by pluralization, in which numerous public and private actors are engaged in the 

production and delivery of security and policing. The public-private divide has long been seen 

as crucial for understanding government involvement in many areas that have been subjected 

to social and political analysis (Owens, 2008; Weintraub, 1997). In the realm of criminological 

inquiry, the dividing line has also been important in attempts to capture and make sense of the 

involvement of diverse actors in crime control and security (Johnston, 1992; Jones and 

Newburn, 1998; Shearing and Stenning, 1983; Wakefield, 2003). In this dissertation, the public-

private divide is of particular importance to the empirical exploration of the everyday security 

practices in global hubs, because it is assumed to have an influence on actors’ mentalities, and 

whether their interests are public or private interests can have implications for collaborative 

relations. The public-private divide will therefore be explored in this dissertation in relation to 

how collaboration is perceived by different agencies, and it will be asked whether it can explain 

certain features of collaboration processes (such as power struggles and conflicts, trust, and 

network exchanges). The dividing line is also of importance for how the various security and 

policing actors experience and think about their governance practices.  

As pointed out by Weintraub (1997), there is a wide range of conceptions of the public-private 

divide, which all have their own theoretical and ideological discursive assumptions. At first 

sight, what is public and what is private may seem clear-cut, as the distinction is framed as a 

sectoral matter. That is to say, if agencies are part of the state and are funded out of taxation, 

they are considered to belong to the category of public. If the services are provided by a for-

profit organization via the market and involve contracts and competition, they are private. 

Weintraub (1997: 7) shows that this sectoral division is inspired by liberal economic thinking 



65 
 

and refers to the relation between the state and a market economy. However, this way of 

understanding the distinction, which is based on sectors, is too simplistic, given the pluralized 

nature of contemporary security practices. Jones and Newburn (1998) argue that the divide is a 

matter of degree of difference rather than a fundamental dichotomy. According to this view, 

the dividing line should be considered in terms of actors’ level of “publicness” and 

“privateness”, which means that the interests, mentalities, or strategies of the actors examined 

in this dissertation may be located along a continuum.  

According to Jones and Newburn (1998), the degree of publicness and privateness is dependent 

on a number of factors, some of the most important ones being the source of funding and the 

way it is provided, the nature of the relationship between providers and users, and the 

employment status of employees. The first of these – the source and mode of provision of 

funding – corresponds nicely to the above distinction concerning state/market and 

taxation/contracts. Public actors, unlike private ones, do not depend for their survival on selling 

services for profit. This can in many ways be considered to coincide with the notion of resources 

derived from the nodal approach. In terms of the relationship between providers and users, 

private organizations are dependent upon contracts and competition, whereas the relationship 

between public services and users is generally characterized by universal and, to some extent, 

monopolistic provision. This raises the issue of what should be understood as public and private 

goods, a discussion which connects to the model of anchored pluralism. Finally, their 

employment status may mean that public officials have powers that differ from those of private 

employment. In terms of security and policing, as noted by Jones and Newburn (1998), such 

public powers are not only related to a Weberian notion of the state (which includes, for 

example, the monopoly of the legitimate use of force), but also to the inherent symbolic and 

cultural power possessed by public organizations (such as the police). For this reason, as was 

seen in the discussion of anchored pluralism, it is argued that the role of the state remains pivotal 

in the pluralized field of policing as regards both its symbolic and regulatory capacities 

(Crawford and Lister, 2004).  

In their exploration of the growth of private security, Shearing and Stenning (1981) offer 

another way to identify the nature of the public-private divide. They argue that an important 

defining characteristics of private security, and hence a criterion for publicness/privateness, is 

that private (security) organizations serve the interests of their employers or corporate clients, 

rather than those of the public. Private organizations are thus not legally bound by any duty to 

carry out their responsibilities in the public interest (Shearing and Stenning, 1981). The criterion 
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is essentially the question of whose interests are being served. An organization that provides 

services that can benefit any or every member of a community is necessarily serving the public 

interest. By contrast, if an organization only benefits a particular individual or organization, 

then it is serving private interests. Such a distinction accords with the division made by 

Weintraub (1997) between matters pertaining to the collective and those pertaining to the 

individual. In developing their view of what the private interest includes, Shearing and Stenning 

show how a connection is also made to the role and nature of private security, and particularly 

to the different approaches to prevention taken by private security and the public police. Thus, 

Shearing and Stenning (1981) point out that the preventive approach of the public police is 

usually understood in terms of “crime prevention”, while private security is generally involved 

in “loss prevention”. This demarcation demonstrates that the preventive work undertaken by 

private security is concerned with the protection of assets and the maximization of their clients’ 

profits, rather than the public interest (Shearing and Stenning, 1981). There is thus a distinct 

difference between the underlying philosophies and practices of private security and those of 

the public police (Shearing and Stenning, 1983), which is often defined in terms of the profit 

ethos of private security. In the nodal perspective outlined above, differences in publicness and 

privateness are further explored by using the notion of mentalities, with a special emphasis on 

the punishment and risk mentality. As regards policing global hubs, it is assumed that the 

question of whose interests are being served has implications for actors’ practices. This 

dissertation therefore considers differences in interests and their potential impact on practices.  

Given the complexity of policing provision, Johnston (1992) argues that the public-private 

dichotomy has lost its utility. By contrast, although recognizing its limitations (the divide does 

not, for example, help sort organizations into neat categories), Jones and Newburn (1998) argue 

that the divide still has value as a didactic tool which allows different actors and systems of 

security governance to be compared with each other. The public police and public policing and 

security agencies examined in this dissertation, for example, will have similarities and 

differences, but they are still clearly distinguishable from actors whose interests can be classed 

as private. Thus, following Jones and Newburn, it is suggested that public and private should 

not be viewed as a binary opposition, but as a continuum with public provision at one end and 

the market at the other. This dissertation is particularly concerned with examining how the 

interests, mentalities, or strategies of the actors delivering security and policing in global hubs 

may represent different points along this continuum of publicness-privateness. As was noted 

above, these differences may have important implications for how security actors view 
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themselves and their practices, and for how they connect and collaborate in security governance 

practices. The analytical perspectives relevant to understanding collaborative structures in 

global hubs will be discussed in the next section. 

3.4 Network governance, security networks and collaboration 

In the public administration literature, it is now widely recognized that governing processes 

(such as decision-making) are not confined to the formal structure and instrumental dimension 

of government (Sørensen and Torfing, 2005). Policy formulation is increasingly carried out by 

a vast number of formal and informal institutions and processes, which include various public 

and private organizations, which are commonly referred to as governance (Enroth, 2011; Pierre, 

2000). In attempts to understand policy processes, there is generally an emphasis on examining 

the collaborative and informal relations that are established by means of networks. This has 

given rise to the notion of governance networks. In the realm of political science, a governance 

network is conceived of as being “a relatively stable horizontal articulation of interdependent, 

but operationally autonomous actors; who interact through negotiations; which take place 

within a regulative, normative, cognitive and imaginary framework; that to a certain extent is 

self-regulating; and which contributes to the production of public purpose within or across 

particular policy areas” (Sørensen and Torfing, 2005: 203).  

The insights developed here with regard to governance networks initially influenced how the 

research questions guiding this dissertation were constructed, and they also subsequently 

informed its empirical analyses of the experience of practices of security governance in global 

hubs. As the above discussion of theoretical perspectives made clear, the connections between 

different actors are central to the nodal perspective, and are also relevant to the anchored 

pluralism model. In relation to the dissertation’s aim of unpacking collaborative networks in 

global hubs, the nodal governance approach to the connection between networks and nodes is 

deemed particularly useful, because of its assumption that using the network is one of the most 

effective ways an actor (node) can exert influence (Burris, Drahos and Shearing, 2005). For this 

reason, the first two articles of the dissertation set out to map the relationships that connect the 

actors and to examine how collaboration is understood, with particular attention paid to 

exchanges of resources and to how power is distributed within network boundaries.  

Previous studies have suggested that relationships within networks can vary on a continuum 

that ranges from productive collaboration to competition and conflict. It has been noted that 

actors involved in security governance tend to “constantly jockey for position, securing helpful 
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alliances with one another or working to undermine rivals’ positions in ways that help them 

achieve nodal objectives” (Martin, 2013: 151). This being so, it was considered of interest to 

explore if similar tendencies could be observed in the global hubs investigated in this 

dissertation. In this respect, it should be borne in mind here that it was assumed that the interests 

or mentality of an actor may influence collaboration and the formation of network responses to 

security issues. Dupont (2006a: 165) suggests that the notion of networks is a powerful one, in 

which the “appeal lies in its ability to account for the present multiplicity of institutional, 

organizational and social morphologies”. Turning the analytical gaze on networks and 

collaborative relations is therefore particularly helpful in unpacking the security governance 

practices of the global hubs. Nonetheless, in this dissertation it is argued that one should 

consider as an empirical question whether security actors do indeed come together and form 

network structures, or decide to operate in isolation. 

Drawing on the network governance tradition, a security network is defined in this dissertation 

as a set of institutional or individual actors or nodes that are directly or indirectly connected to 

authorize and/or provide security for internal or external actors (Dupont, 2004, 2006a; Shearing 

and Wood, 2000). Following Whelan and Dupont’s (2017) typology, the security networks 

examined in this dissertation can be understood as information exchange networks. Thus, in the 

context of security governance in global hubs, these networks usually function as information 

exchanges on local or international crime and security issues or such issues in the 

informational/virtual domain. In this regard, the analysis is particularly concerned with 

understanding how resources which can be mobilized to solve crime and security issues 

circulate within the boundaries of the security networks in global hubs. One important 

motivation for security actors to engage in network practices is “the need to reduce exposure to 

uncertainty” (Dupont, 2006a: 168), and this is most often achieved by increasing their ability 

to pool resources from different sources and to establish collaborative relations with other 

actors. Capturing these collaborative connections, which are the building blocks of security 

networks, is part of an attempt to offer a thorough description of contemporary security 

practices in global hubs. The next section will therefore briefly flesh out some of the most 

important components of the notion of collaboration informing this dissertation.  

Collaboration as a necessity – a conceptual model of collaboration 

Collaboration is a complex phenomenon and previous studies have pointed out its 

multidimensional nature (Provan and Kenis, 2008; Thomson, Perry and Miller, 2007; Whelan, 

2016b), suggesting that numerous processes and elements, both internal and external, affect 
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how collaboration develops (Huxham and Vangen, 2005; Rousseau et al., 2012). Several 

organizational studies have indicated that collaboration processes have five essential elements: 

governance, administration, organizational autonomy, mutuality, and norms and reciprocity 

(Thomson and Perry, 2006).  

In the policing literature, it has been suggested that successful collaborations and partnerships 

result from the existence of trustworthy partners and an abundance of social capital in the 

organizations (Brewer, 2013, 2014; Dupont, 2006b). Despite some disagreement on how social 

capital should be defined (Bourdieu, 1986; Fukuyama, 1995; Putnam, 1995), according to 

Brewer (2014), it is possible to find linkages between these conceptual discussions. Similar to 

how the concept is utilized in the nodal approach outlined above, social capital can be 

understood, rather broadly, as “a process by which social relations are used to facilitate 

individual and collective action, or outcomes for mutual benefit” (Brewer, 2014: 15), with the 

concept having two significant elements – networks of relationships (its structural dimension) 

and norms of trust and reciprocity. Drawing on the work of Valerie Braithwaite (1998), Brewer 

outlines how communal trust norms and exchange trust norms operate in plural policing 

arrangements, arguing “that social capital born of trusting interagency relations is key to 

enabling efficacious cooperative partnership between policing agencies” (Brewer, 2013: 375). 

When exploring the internal dynamics of collaborative processes, others have also emphasized 

the importance of norms of trust in developing sustainable collaborations which seek solutions 

to issues of security and policing (Cotter, 2015; Fleming and Rhodes, 2005; O’Neill and 

McCarthy, 2014; Whelan, 2016a). Informal ties and communication are important elements in 

the development of trusting relationships. Some studies have noted that such informal 

communication is essential if there is to be a flow of resources and information between units 

and organizations (Cotter, 2015; Whelan, 2012). Inspired by the ideas of networks of 

relationships and trust and reciprocity, the dissertation is particularly concerned with exploring 

how they can influence collaborative practices in the global hubs under investigation. The 

concepts are thus highly relevant to this dissertation and are used in different ways in the first 

two articles that deal with collaboration. Thus, attention has been given, in the empirical data, 

to elements such as building trust, the exchange of information, resources and expertise, power 

relations, and the degree of formalization of collaboration 

Although norms of trust and reciprocity are deemed as crucial to understanding the 

collaboration found at global hubs, it has been demonstrated that, in the field of security, power 

struggles often develop and may influence the practices of security governance (Dupont, 
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2006b). In this respect, Giacomantonio (2014, 2015) shows clearly that power relations are still 

important, as collaborative structures and processes frequently involve negotiations, that are 

sometimes very demanding, on organizational boundaries regarding goals, resources, activities, 

prestige, and interests. In the context of this dissertation, investigating such power struggles and 

negotiations and the part they play in the everyday practices of security actors is of particular 

interest, as the security environment of global hubs consists of many public and private actors, 

with different mentalities, values, goals and interests. Previous studies have pointed out that 

such differences are potential sources of conflict and might obstruct the development of 

effective collaborative practice (Ayling, Shearing and Grabosky, 2009; Bayley and Shearing, 

1996; Crawford et al., 2005; Jones and Newburn, 2006; van Steden, Wood, Shearing and 

Boutellier, 2013; Wakefield, 2003). Paying attention to processes of negotiation when 

analyzing security practices in global hubs can capture some of the structural conflicts or 

friction that may arise (Crawford, 1997). However, these differences between actors might also 

lead to improvements in the allocation of resources, responsibility, and information. Thus, it is 

important to clarify responsibilities and establish a mutual understanding of the aims and goals 

of collaborative practice. Fleming and Rhodes (2005: 195) argue that shared values and 

consensus are often the glue that holds a complex set of relationships together. This being the 

case, the first article in this dissertation examines how power struggles within collaborative 

relations develop in the empirical context of global hubs, since they can provide important 

insights into situations where conflict between actors’ mentalities or interests becomes 

apparent.  

Security actors who work together for some time may have a better understanding of the 

mentalities, values, and attitudes of their partners and thus “intentionally and unintentionally 

adapt their own ways of thinking and acting, resulting in something close to a ‘merging’ of 

organisational cultures” (Whelan, 2016b: 596). Security actors thus tend to take on board, either 

consciously or unconsciously, the mentalities, interests, or strategies of others – a process 

similar to that of institutional isomorphism (DiMaggio and Powell, 1983). Accordingly, in this 

dissertation, the extent to which this happens in the global hubs under consideration will be 

investigated, since such changes have the potential to influence how collaborations take shape 

and evolve over time.  

The above elements of what influences collaboration processes are considered to be of great 

interest for this dissertation. However, insights from organizational psychology and health and 

social care studies suggest that personal characteristics are as important as such organizational 
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and systemic factors for developing successful collaboration (D'Amour, Ferrada-Videla, San 

Martin Rodriguez and Beaulieu, 2005; Ødegård, 2006). In some cases, government or 

regulatory authorities implement standards, rules or procedures that make collaboration 

mandatory, as was seen in the regulatory regime described in the previous chapter. Normally, 

however, collaboration is a voluntary endeavor, in that organizations come together because 

they believe they will gain mutual benefit from working together. Several studies have indicated 

that individuals must be willing and motivated to enter into a collaboration process (Rousseau, 

Pontbriand, Nadeau and Johnson-Lafleur, 2017; San Martín-Rodríguez, Beaulieu, D'Amour 

and Ferrada-Videla, 2005; Ødegård and Strype, 2009). What motivates people to collaborate 

can, of course, vary considerably, and there may be internal or external factors at play. 

Professional expectations concerning the collaborative work and belief that it will be 

worthwhile seem to be among the most significant determinants (Sicotte, D’Amour and 

Moreault, 2002). 

As already noted, collaborative practices may be challenging and involve frustration and a high 

level of conflict. Such problems can cause collaborative relationships to break down, 

particularly if they persist for a long time. Previous research suggests that individuals who adopt 

certain coping mechanisms when meeting with others in partner organizations can have positive 

effects on the collaboration (San Martín-Rodríguez et al., 2005). Giving individuals social 

support is shown to strengthen collaboration and be a key factor contributing to the quality of 

partnerships (Ødegård and Strype, 2009). Both coping mechanisms and social support require 

there to be well-functioning communication within and between organizations. This insight into 

the importance of making use of personal influence on collaboration is considered particularly 

helpful to make sense of how collaboration in global hubs is perceived by different agencies.  

3.5 Concluding remarks on the theoretical framework 

This chapter has outlined theoretical and analytical concepts relevant to the exploration of how 

policing agencies in Norwegian global hubs experience and perceive their everyday practices 

and collaborative relations. In doing so, it becomes apparent that nodal governance and 

anchored pluralism have informed my theoretical understanding, and are the main perspectives 

guiding the empirical analysis of this dissertation. As pointed out in the introductory chapter, 

there has been a tendency in the literature on these two approaches to favor conceptual and 

normative concerns. To move beyond this, this chapter has focused on various analytical 

assumptions that might operationalize the frameworks and make them better able to bear 
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empirical scrutiny in the study of plural policing arrangements and security practices. It should 

be noted that the dissertation also draws on conceptualizations of everyday security, network 

theory and collaboration in order to describe and examine the way in which actors operating in 

global hubs experience their practices and collaborative relations. The theoretical 

considerations set out above have helped to structure the empirical findings, which can be found 

the four articles that make up the dissertation. The following chapter will present the research 

design and methods used for analyzing how security and collaborative structures are 

experienced 
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4. Methods 

This chapter offers a detailed account of the research design and methods employed in the 

dissertation. The complexity of collaboration and security processes in global hubs requires 

methodologies that allow for in-depth exploration, and as pointed out in the previous chapter, 

the analytical perspectives bring with them certain methodological implications. To make sense 

of this complexity, a mixed-method approach and case study design were chosen. This chapter 

begins by explaining the choice of this particular approach to the study of everyday practices 

and the experience of security governance and collaboration. This is followed by an account of 

the data collection and the challenges encountered with regard to access. Both qualitative and 

quantitative data were collected, by means of semi-structured interviews and a survey. This 

combination necessitated the use of a variety of analytical procedures to make sense of the data, 

and this chapter describes the different steps of the analysis. Data were mainly analyzed using 

qualitative analytic procedures drawn from thematic analysis, and techniques deriving from 

social network analysis were used to unpack relational properties. The chapter describes these 

procedures. Finally, there is a discussion of data quality and the ethical considerations involved 

in the empirical exploration of policing in global hubs.  

4.1 Research design – a case study approach 

The case study approach is a popular (Andersen, 1997; George and Bennett, 2005) and suitable 

strategy for studying complex phenomena (Baxter and Jack, 2008). Case studies can be used in 

a variety of circumstances to increase our knowledge of individuals, groups, and organizational, 

social and political phenomena (Yin, 2009). Although associated with rich and detailed 

qualitative accounts of the phenomenon in question, the case approach does not in any way 

delimit the methods and sources one can use for collecting data, as case studies can be both 

qualitative and quantitative in nature (Creswell, 2009; Yin, 2009). In this regard, it is often 

suggested that a combination of different methods will enable a more thorough assessment of 

the subject, because one strategy should check the biases of another (Ragin, 1987). The case 

study approach is particularly appropriate when the aim is to provide a descriptive account of 

what happened in a certain situation or to answer explanatory questions about how and why a 

phenomenon occurs (Harder, 2010). The case study approach is therefore well-suited to 

exploring the complex phenomenon of the policing of global hubs, which as chapter two 

describes, involve numerous public and private actors. The approach is particularly suitable for 

this dissertation, as its overarching aim is to provide a detailed and thick account of how 
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different actors experience their everyday security practices and the collaborative responses 

they involve.  

In this project, a multiple case approach was employed (Yin, 2009), and the cases can be divided 

into two parts. The first part consists of the policing of Oslo airport, the port of Stavanger and 

the port of Kristiansand, and their empirical and institutional context is presented in detail in 

chapter two. Extensive fieldwork was conducted in the three sites, to capture the everyday 

practices of policing, security, and collaboration. Interviews with key stakeholders were the 

primary source of data to explore the research questions. Interviews were carried out with 76 

respondents across the three sites and covered the wide range of policing and security agencies 

present in them. In addition to the interviews, on several occasions I was invited to observe the 

port facilities and the airport. This provided me with a unique opportunity to talk with 

participants and gain an understanding of their experiences and practices of security and 

collaboration, outside the formal setting of the interviews, as well as to make some broader 

observations. Although these situations of observation brought important insights, for the most 

part the field notes were used as a secondary source of data. Moreover, documents were 

collected that provided information about the security practices of the global hubs and shed 

light on the research questions addressed in this dissertation. They included national and 

international regulations on airport and port security, government documents and reports, and 

annual reports from various other organizations. Like the field notes, documents were a source 

of background information. The exploration of the three cases relied on qualitative data sources. 

I will say more about the process of collecting data below.  

The second part has a wider scope and the cases relate to the survey exploring perceptions of 

collaboration. The wider scope results from the fact that the empirical cases are five Norwegian 

cities (Oslo, Kristiansand, Stavanger, Bergen and Tromsø), which have one airport and one port 

each, making a total of ten sites. These “embedded subcases” (Yin, 2009) were used to provide 

a general description of the phenomenon under investigation, thus increasing the potential to 

make generalizations about how collaboration is perceived among policing agencies. The rich 

qualitative accounts derived from the interviews produced important data about collaborative 

relations and perceptions. Although these accounts were drawn from a range of interviews in 

three different settings, the number was too small to offer generalizable descriptions of 

collaboration processes. To compensate for this, the cases included in the survey covered some 

of the busiest airports and ports, and had a geographical spread from the north to the south of 

Norway. To find answers to questions about how collaboration is perceived by policing and 
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security actors in global hubs, the questionnaire was distributed to a sample of nearly 900 

participants who were involved in airport or maritime port security. These subcases generated 

an extensive data set on the perception of collaborative relations. This second part relied on 

quantitative research design.  

This dissertation relies on mixed methods, in the belief that combining qualitative and 

quantitative research results in fuller insights into the research questions, and therefore has more 

potential to address issues than a single approach could have (Creswell, 2009). The main units 

of analysis in this study are the interactional and relational properties of the key policing 

agencies in the global hubs, on the one hand, and the actors’ experience of security projects in 

their everyday life on the other, for which data were collected by a variety of means. By this 

mixture of research and data, the project was able to investigate single actors in-depth, 

examining the nature of their governance and capacities, as well as mapping and analyzing the 

overall patterns of relations and structures of collaboration processes.  

The notion of “mixing”, however, may be somewhat misleading, as the collected materials are 

not simply mixed – the qualitative and quantitative components are brought together and 

integrated in a particular manner (Bryman, 2006; Morse and Niehaus, 2009). The distinct data 

components in this dissertation are primarily being connected and integrated (Creswell, 2009). 

An example of this integration is found in articles one and two, which make use of different 

data sources, with the empirical findings consisting of a combination of quantitative material 

(for example, perceptions of collaboration) and rich qualitative description of the underlying 

process behind these relationships. The qualitative accounts, derived from interviews, were 

expected to reveal the nature the various agencies’ operations, that is, how they think and act 

as regards collaboration, policing and security. While these qualitative accounts provide 

important insights, they can be criticized for failing to give details of actual relationships. That 

is, relational ties are often assumed rather than mapped. By contrast, the quantitative data 

enables rigorous mapping and an overview of structural relations in terms of how different 

agencies are connected and how they perceived these relationships. The analysis presented in 

article two, which relies on tools from social network analysis, is valuable in identifying the 

potential influence of the various actors and in determining the distribution of power within the 

networks. However, it does not necessarily capture whether the potential for influence is 

successfully exploited by the policing and security actors, which means that (qualitative) in-

depth explorations are also needed. 
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The mixed method approach of a project can be laid out in advance, but in many instances, the 

design arises and develops as it goes along, which is a process known as “emergent design” 

(Creswell and Plano Clark, 2011; Given, 2008). The idea of an emergent research design is that 

the researcher often has flexibility to develop it in response to new information and insights. 

Parts of the initial plan may be discovered to be inadequate to collect the data needed to answer 

the research questions (Morse and Niehaus, 2009). This was certainly the case for this 

dissertation: the nature of this project, like that of many others, diverged in important ways 

from the original plan. What started as an idea for a comparison of Norwegian and Australian 

port policing soon developed into a project with a much narrower analytical and empirical focus 

– that of comparing aviation and maritime security and policing in Norway. Moreover, the 

initial plan for the case study approach was to limit empirical investigation to the Oslo area, 

that is, to the port of Oslo and Oslo airport. This case study would have had a comparative 

component examining two sites that are close to one another and both significant for facilitating 

the flow of people and goods. Negotiating access proved to be very challenging (see below for 

a detailed account), and ultimately access to the port of Oslo was not granted.  

As a result of this failure to include the port of Oslo as one of the main cases, the project design 

was changed in important ways. During the process of recruiting participants for the survey, 

contacts were made in the ports of Kristiansand and Stavanger. With the help of these important 

gatekeepers, the two ports were adopted as the cases of maritime security and policing 

environment examined in this dissertation. Although the comparison of the policing of flows 

within the same region was absent, the new sites proved to be interesting cases. As mentioned 

in chapter two, they are both very important hubs connecting and facilitating flows from the 

South and West of Norway. In addition, there are particular challenges and risks associated with 

the flows at these sites. These changes to the project, made necessary by the turn of events, 

show how flexible qualitative research can be. However, the notion of emergent design applies 

not only to the qualitative aspects of this study, but also to the quantified data. Thus, the idea 

of including a quantitative component to explore the perception of collaboration arose during 

the process of reviewing literature on collaboration and when issues of access were slowing 

down the overall progress of the project. In this regard, an instrument to measure perceptions 

of collaboration (Perception of Interprofessional Collaboration Model (PINCOM)) (Ødegård, 

2006) was found to be extremely useful; it will be further explained below. Emergent design, 

then encompasses both the process of data collection and that of analysis (Given, 2008; Hunter 
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and Brewer, 2015; Morse, 2003). In the following sections, I will describe in more detail and 

discuss the process of collecting data, access challenges, and analytical procedures.  

4.2 Data collection, population and sample  

Designing a data collection strategy that will capture the complexity of collaborative relations 

and the way the security practices of policing agencies are experienced is a challenging task. In 

some approaches, designing the instrument for data collection before embarking on the actual 

research is considered the best strategy. As has been seen, however, the emergent nature of this 

project and the importance of context, made it difficult to decide all the details of the collection 

process in advance. The empirical data for this dissertation are derived from two main sources: 

(1) in-depth interviews with key respondents from policing agencies, and (2) an electronic 

survey. In addition, I was sometimes able to undertake observations, so my field notes, together 

with relevant documents, are another source of data. The combination of multiple data sources 

and the accumulation of evidence from different cases were the main strategies for capturing 

the complexity of policing global hubs (Creswell, 2009, 2013; Yin, 2009). The description of 

the data collection process follows the division of the two types of cases. The processes of data 

collection are summarized in Table 4.1. 

Instruments Description Relevance to the articles 

Interviews 

(qualitative) 

 

Semi-structured interviews with 76 key stakeholders involved 

in producing and delivering security at the port of Stavanger, 

the port of Kristiansand, and Oslo airport. Interviewees 

represent the full spectrum of policing agencies. Some had 

security as their primary concern, whereas others saw security 

as one concern among others. These interviews provided 

important insight into different agencies’ perspectives and their 

experiences of collaboration, security and policing. 

Used in all four articles, but 

this type of data is the 

primary source in articles 

one, three, and four. 

Survey 

(quantitative) 

Quantified data derived from an electronic survey. The 

questionnaire was distributed to a sample of 896 participants 

involved in authorizing and/or delivering security at five 

airports and five ports in Norway. 511 participants responded, 

giving a response rate of 57 %. Two data sets were constructed 

in order to prepare the data for various statistical analyses. 

These data sets make up the second foundation for this 

dissertation. 

Used in articles one and 

two. 

Documents 

(qualitative) 

Various documents relating to security and policing at the 

airport and maritime ports were collected. They include 

Norwegian and international legislation and regulations on 

security, governmental reports and documents covering 

matters of police, security, risk, and preparedness, annual 

reports from public and private actors, and newsletter for 

security and policing actors. 

Mainly used as background 

data, and relevant to all the 

articles. 
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Field notes 

(qualitative) 

Written notes based on observation at maritime port facilities 

in Kristiansand and Stavanger, and at the airport. Observation 

provided additional information on various aspects of agencies’ 

work and perceptions of collaboration. The observations 

opened new avenues to speak with participants not included in 

the interviews. 19 participants were thus added to the 

qualitative case group. 

The field notes serve as 

supplementary and 

background data in this 

dissertation. 

Table 4.1: Description of data 

Data collection for the case studies of Oslo airport and ports of Stavanger and Kristiansand 

started in late 2015 and ended in 2017. As noted, the most important source of data were semi-

structured interviews with key stakeholders, and during this period a total of 76 interviews were 

conducted. The interviewees ranged from (top) management to operational frontline workers. 

The methods literature suggests that interviews can provide insight into individuals’ 

experiences and reflections or interpretations of events (Gubrium and Holstein, 2001; 

Silverman, 2004). The combination of management and frontline level thus made possible a 

thorough mapping and provided important insights into experiences of everyday practices, 

including those at the strategic level of management and frontline of policing in global hubs. In 

terms of collaboration processes and security practices, then, interviews provide insights into 

how a variety of policing agencies make sense of the collaborative processes that connect them, 

and shed light on the diverse interpretations of these relations, and their relevance to security 

and policing. 

To obtain this foundation of rich and detailed data, the semi-structured interviews covered a 

range of topic, and, in accordance with the analytical assumptions derived from the nodal 

governance approach, the topics included participants’ experience and understanding of their 

work and of the security and policing activities in the global hubs, to capture their various 

mentalities and interests. In the interviews, questions concerning collaboration, trust and 

reciprocity, the sharing of information, governance, the public-private divide, and the 

challenges and possible benefits of network exchanges were addressed. Once again, the 

relevance of the theoretical discussion presented in the previous chapter and its connection to 

the research design is clear. The interviews also included questions about perceptions of the 

activities performed in relation to security (such as exercises, risk assessments, patrols, and 

inspections) and the impact of the regulatory framework. Recognizing the value of asking both 

descriptive and evaluative questions, all interviews contained both these types of question. 

Questions about sharing resources across organizational boundaries, for instance, aimed to elicit 

clear accounts of what or who was involved – that is to obtain factual information about specific 
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events that had actually occurred. The evaluative questions, on the other hand, were designed 

to encourage participants to express their views on, for example, sharing resources, by 

beginning queries with words such as “how” and “why”. Such open-ended questions gave 

participants an opportunity to go into detail about events and situations that they deemed 

significant. Interviews are a particularly effective way to generate data on individuals’ 

experiences and their interpretations of how they think and act, and to provide insights into their 

perceptions of the social reality they are embedded in (Kvale and Brinkmann, 2009; Zølner, 

Rasmussen and Hansen, 2007). Interviews were found to be particularly valuable for this study 

of security governance in global hubs, which has a particular interest in gaining an 

understanding of how the various mentalities present can affect actors’ practices and 

collaboration. Interviews generally lasted between one and two hours. All interviews were 

recorded and transcribed, and interviewees had the opportunity to read and approve the 

transcripts, to ensure the data was accurate and that no sensitive information was included. 

The second core source for this dissertation was survey data. During the first part of 2017, a 

questionnaire was distributed to a sample of 896 participants involved in authorizing and/or 

delivering security at five airports and five ports in Norway (Oslo, Kristiansand, Stavanger, 

Bergen, and Tromsø). After four rounds of reminders, 511 participants responded, resulting in 

a response rate of 57 percent, and is considered as good and above average, particularly in light 

of the declining response rates one have witnessed over the past years (Baruch and Holtom, 

2008). It is also important to consider the representativeness of the survey responses (Cook, 

Heath and Thompson, 2000). In order to assess the level of nonresponse bias, the current study 

compared individuals who responded early to late respondents, as this method assumes that late 

responders are very similar to non-respondents (Dalecki, Whitehead and Blomquist, 1993; 

Porter and Whitcomb, 2005). Following this, the representativeness of the final sample is 

considered acceptable and does not suffer from nonresponse bias. It was therefore not necessary 

to weight the sample to increase representativeness. Before the survey was distributed, a pilot 

study was carried out to refine the language, terminology, and description of procedures. In 

advance of general distribution, managers in the various policing agencies were informed about 

the survey and asked to pass on information about it to employees. This may help to explain 

the relatively high response rate. 

The survey had two aims: to measure individuals’ perceptions of collaboration and to map 

policing agencies’ collaborative and relational ties. To achieve the first of these, the 

questionnaire was based on an adapted version of the Perception of Interprofessional 
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Collaboration Model questionnaire (PINCOM-Q) (Ødegård, 2006). The PINCOM will be 

further explained below. The approach taken to mapping collaborative ties drew inspiration 

from the methodologies of previous studies examining plural policing collaboration and 

networks (Dupont, 2006a; Nøkleberg, 2016). Respondents were given a “node generator” – a 

list consisting of all (identified) policing agencies on their particular site – from which they 

were asked to pick out organizations with which partnerships – either formal or informal – had 

been maintained over the past twelve months. In addition, a variety of attribute data was 

collected, including sociodemographic variables such as age, gender, field of work, frequency 

of collaboration, size of the organization, seniority/experience, and leadership. 

The selection of participants and respondents is a crucial step in the research process and one 

that can influence the quality of the data (Creswell, 2013). The pluralized policing system may, 

as indicated in chapter two, involve a range of different agencies and institutions. Hence there 

were many possible units of analysis for this research. However, the impracticality of 

interviewing all individuals involved in the policing of the airports and ports led me to consider 

larger units of analysis. In this project, the research interest lies in the organizations or 

institutions to which individuals belong. To provide a rich understanding of experiences of 

security practices and collaborative relationships, it was thought fruitful to involve a rather wide 

range of actors. Accordingly, participants in this research represent the full spectrum of policing 

and security agencies, including the police, governmental bodies (e.g. Ministry of Transport 

Communications), regulatory authorities (e.g. The Norwegian Coastal Administration), 

publicly-owned companies, customs, private security companies (e.g. Securitas), and business 

and industry stakeholders (e.g. port facilities, airlines, and shipping companies) (see table 4.2 

for an overview of the organizations respondents belonged to). These policing and security 

agencies are clearly located along a continuum of the public-private divide. Drawing on the 

notion of rationalities (White and Gill, 2013), the various agencies in this study were considered 

to adhere to some variant of the public good or the market logic to guide their actions. This may 

seem as a simplification of the empirical reality, particularly as there may be some blurring 

between the two. Nonetheless, to follow this distinction it was assumed, in this study, that it 

would provide greater analytical clarity. 

All the organizations were directly or indirectly involved in the production and/or delivery of 

policing security services and procedures at the airports and ports selected for this study. 

Among these, some, such as the police, viewed security as their primary concern, while for 

others, such as customs and industry stakeholders, it was one concern among others. All 
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agencies, however, were considered to possess important knowledge relating to the research 

question. 

Sector Survey Interviews 

Police 66 14 

Regulatory authority 44 8 

Customs 53 7 

Publicly owned company 39 8 

Other public body 69 13 

Private business 167 18 

Private security company 73 8 

Total 511 76 

Table 4.2. Sector representation, survey N=511, interviews N=76 

It should be noted that some agencies did not consider themselves responsible for (airport/port) 

security and policing. During interviews with some customs officers, for instance, I needed to 

reassure them that their contributions to this study were useful. The decision to include a broad 

set of policing agencies was justified because it made possible a richer and deeper 

understanding of the current collaborative landscape by including agencies that view 

themselves as peripheral security agents, and thus provides a better picture of the variety of 

experiences of security governance to be found in global hubs. To depict the everyday practices 

of policing the airport and port environments, the sample consisted of participants who carry 

out operational and frontline tasks, as well as individuals from the management level. 

The strategies used to identify and select suitable participants for the survey and interviews, 

were snowball sampling, extensive online search, and searches on official databases or 

membership lists. The sampling process was therefore purposeful (Creswell, 2013; Palinkas et 

al., 2015), and the main criterion was that the participant should have knowledge and experience 

of working in airport or maritime port security and have been involved in collaboration with 

other members of policing agencies. Snowball sampling was key in recruiting interviewees. 

Thus, a couple of key individuals in an organization were contacted, interviewed, and asked to 

name other suitable participants, with whom the process was then repeated. Participants were 

also recruited by writing to managers of organizations, outlining the details of the study and 

what it aimed to achieve. This was followed by a request for a list of email addresses of people 

who would be suitable participants for the survey, and for permission to conduct in-depth 

interviews with individuals possessing knowledge of security and collaborative practices. The 

process of contacting and recruiting participants involved negotiating access, which will be 

elaborated on in the next section.  
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4.3 Getting “in” or being stopped on the doorstep – reflections on accessing the field14 

Gaining access to carry out research is one of the most important concerns in social science 

(Burgess, 1984; Patton, 2002; Shenton and Hayter, 2004). The researcher’s ability to negotiate 

access can affect the quality and quantity of information obtained and the possible questions 

that can be explored. In policing research, as in other fields, a great deal of time is therefore 

devoted to negotiating with authorities to get access to data. Interestingly, this task largely 

remains an untold story that is rarely critically analyzed, while research methods and results 

take precedent. One reason for this omission is that these stories are often difficult to tell, and 

may put the organizations from which the data were obtained in a bad light. Moreover, 

negotiation may continue throughout a research project and is a complex process that is not 

easily articulated. Although the stories about how one gains access are often unique to research 

studies and the context in which they take place, paying attention to them may provide 

important lessons for research implementation. My emphasis, in this section, is on issues to do 

with gaining organizational or institutional access rather than with the process of obtaining 

permission from individual informants. 

Since this dissertation is concerned with what is known as “national security” or “critical 

infrastructure”, negotiating access is a crucial task, and may involve certain dilemmas. Because 

the security infrastructure of the sites in question involved multi-agency policing, many layers 

of access needed to be negotiated simultaneously, for multiple settings, before the research 

project could begin. Among these, one can make a distinction between institutional access and 

individual access. Institutional access is often seen as the first gate that needs to be opened and 

is a pre-condition for moving on to the process of negotiating with individual informants 

(Feldman, Bell and Berger, 2003). Despite the crucial role played by institutional access, most 

of the literature on access is concerned with this second gate, that of negotiating with individual 

informants. Interestingly, institutional access is usually seen as a bureaucratic process that one 

has to overcome, although one can rarely have any influence on it.  

In the case of my project, the organizations to which access had to be negotiated included those 

mentioned above, so the process was carried out in both public and private policing 

environments. For those that granted me access early on, the decisive factor seems to have been 

that my request was handled by organizations which not only had prior experience of dealing 

                                                           
14 Part of these reflections have been published in Translational Criminology: Nøkleberg, Martin (2017) 

Research note: Gaining access to security environments in Norway. Translational criminology (Spring), 26–28.  
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with research and understood the purpose of this project but were also interested in what I would 

find. As mentioned above, I experienced difficulty in gaining access to the port of Oslo. 

Although they saw the value of the research, the organization was undergoing substantial 

structural reform, which made it difficult to find time to participate in the project. The port of 

Oslo was not the only organization that it was challenging to gain access to. Accessing the 

police proved to be the greatest hurdle I encountered, as will be described below.  

Researchers have discussed tactics that can be used to gain access to research sites (Feldman, 

Bell and Berger, 2003; Shenton and Hayter, 2004; Wanat, 2008). But will these strategies be 

successful with police organizations, which are closed institutions which sometimes operate 

within secretive environments? Early studies in police research suggested that success in 

gaining access to police organizations depended on developing formal and informal relations 

with the gatekeeper of a particular police organization (Fox and Lundman, 1974). More 

recently, Demarée, Verwee, and Enhus (2013) have stressed the importance of formal meetings 

and verbal approval, as well as the necessity to build trust and engage in networking with key 

stakeholders to gain access. However, such strategies may not be successful when attempting 

to negotiate access to the organization responsible for airport or port policing and security. 

Building a relationship with a local gatekeeper may help, but ultimately the organization itself 

must decide whether to give researchers access. This means one needs to work through the 

organizational bureaucracy and gain permission from top levels of leadership. Such challenges 

are a particular problem in Norway, as formal access must be granted by the National Police 

Directorate (POD), which has overall responsibility for the police in both local and national 

security matters.  

Greater challenges are present in the context of aviation and maritime security, which are more 

politicized than local policing. While “everyday” crime data might not be as restricted or 

inaccessible to researchers, the police may understandably consider information about global 

hubs and issues of national security more confidential and in need of being kept secret, and this 

increases the perceived risks of engaging in research into it. Those operating in the context of 

national security may, however, overestimate the security risks and, even if confidential data 

are not needed, gaining access to airports and ports to conduct research is still difficult. In the 

case of this project, the aim was to understand how various actors collaborate to create security 

at ports and airports, and this required access to agencies with information that may be subject 

to confidentiality rules (see also Lum et al., 2012). However, the focus was on how practices 

and collaboration with other agencies were perceived and experienced by those policing airports 
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and ports, topics which are arguably unrelated to confidential data on airport or port security 

measures. Despite this, an exemption from confidentiality was needed for police officers to be 

able to speak about these topics. 

In Norway, the POD may grant exemptions from restricted access for purposes of research, to 

allow representatives to speak more freely when they are interviewed. However, applications 

to the POD are often forwarded to the Council for Confidentiality and Research for review. 

This process takes time: when this study was carried out, one had to expect to wait three months 

for an application to be processed. For those with limited time, such as PhD students, this can 

seriously affect the progress of a research project.  

After a four months’ wait, my application for a confidentiality exemption to study perceptions 

of practices and collaboration in airport and port security was rejected because the information 

I was interested in was deemed too sensitive; it was felt that divulging it might expose police 

security measures. In justifying their refusal, the POD invoked the Security Act, implying that 

the objects of the research (the airport and ports) and information about them are covered by 

the Security Act. Consequently, any information from airports and ports might be classified and 

protected, thus making it not accessible. Interestingly, other public agencies are subject to 

similar confidentiality constraints, and information obtained from these organizations could 

also be restricted by the Security Act. However, the Security Act was not invoked for research 

on those agencies in this study. Following this rejection, I had to develop a new project for 

which the application explicitly stated that the subject of my research was perceptions of 

practices and collaboration at airports and ports, rather than any more general discussion of 

security and crime. I was eventually granted the confidentiality exemption.  

All this makes clear that gaining access for research on policing agencies is difficult, and in 

areas of national security, it is even more so. How researchers frame their projects when 

negotiating access can determine the outcome of their requests. For example, phrases such as 

“interdisciplinary and interagency cooperation” generally meet the approval of the National 

Police Directorate, while “security strategies” and “mentalities or rationalities” do not. Making 

use of neutral concepts can also be helpful. Security, on the other hand, is a contentious concept, 

with many connotations, as was shown above, and in the post 9/11 environment, where the “war 

on terror” discourse is prevalent, combining the word “security” with the word “airport” might 

create negative reactions to a research proposal. Building relationships during the negotiating 
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process with (local) gatekeepers who have experience of doing research and who understand 

research terminology can be helpful both in gaining access and in carrying out research projects. 

Following the long and challenging process of gaining access to the organizations and to 

individuals, the process of collecting data commenced. As described above, a comprehensive 

data foundation was obtained for this dissertation, consisting of qualitative accounts of policing 

agencies’ experiences of security practices and collaborative relations and their interpretations 

of them, and quantitative data capturing perceptions of collaboration and relational properties. 

In order to make sense of this vast data foundation, a variety of analytical procedures were 

utilized and I will now turn my attention describing that process.  

4.4 Analytical procedures 

Given the variety and richness of the data, many analytic procedures could be used. When 

selecting analytic methods, it is important to reflect upon the nature of the phenomenon being 

investigated and the research questions being asked, the type of data that has been gathered, 

and the advantages of applying any particular procedure to it. The process of analysis can take 

place at different stages during the research project (Creswell, 2013; Flick, 2014), and its 

purpose may differ according to how the project is progressing. In the case of my project, the 

process of analysis started with preliminary exploratory analyses while data collection was still 

ongoing. This was particularly the case for interview materials drawn from the studies of the 

ports of Stavanger and Kristiansand and Oslo airport; the second part of the analytical process 

began when data collection was complete, so that there could be more structured and in-depth 

analyses of the rich material available. Analysis thus went from an early exploratory phase to 

an explanatory stage later in the process (Swedberg, 2012). Because of the research questions 

addressed in this dissertation and the richness of the data, the analytical process relied on a 

variety of methods. The qualitative data demanded different strategies from those required for 

the quantitative foundation. In the following sections, I will describe the main analytical 

procedures and instruments used.  

Qualitative analysis  

As noted, the qualitative analytical process started with a preliminary analysis after the first sets 

of interviews were completed. These early analyses made it possible to identify interesting and 

important concepts and themes that could be followed up in subsequent data collections (Corbin 

and Strauss, 2015). This alternation between data collection and analysis enabled there to be 

greater sensitivity to the data and helped provide important input for collecting it. In general, to 
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gain a deeper understanding of the complex processes of collaboration amongst the policing 

agencies and their experiences of everyday security practices, the principles of grounded theory 

and thematic analysis (Braun and Clarke, 2006; Corbin and Strauss, 2015; Nowell, Norris, 

White and Moules, 2017), were generally followed, because of their flexibility and ability to 

provide rich and detailed accounts of data. The approach may be considered rather linear if the 

steps described by Braun and Clarke (2006), are strictly followed, but it is more correct to think 

of it as an iterative and reflective process, developing over time, in which one moves back and 

forth between the phases (Nowell et al., 2017).  

With this in mind, I started the analysis by reading and re-reading all the interview transcripts, 

to increase my familiarity with their content. This is particularly important to get a sense of the 

entire body of data before breaking it into structured parts (Braun and Clarke, 2006; Creswell, 

2013). In this first phase, I made short notes on early impressions of the data, and ideas about 

them which I thought could be useful in later stages of the analysis. Moving on from this reading 

of the interview transcripts, the next step was to raise the data to a conceptual level by 

developing initial codes. This meant describing, classifying and interpreting them in the process 

of coding and categorizing. Coding aims to enable simplification and attention to particular 

characteristics of the data (Nowell et al., 2017), which can be very useful for the next phase, 

which involves identifying and developing broader themes across the data set. The initial 

categorization of interesting features in this project produced several codes. For instance, 

phenomena relating to collaboration included codes such as consensus on objectives, 

information exchange, motivation, and degrees of formalization, whereas material about 

experiences of security practices produced codes such as risk, instrumental thinking, security 

awareness, efficiency and speed. This formed the basis for the sorting and collating of coded 

data extracts into different themes.  

The aim of the qualitative analysis in this project – carried out by the initial coding, the process 

of asking questions about the data material, and making comparisons of data – was to identify 

overarching themes pertaining to collaboration processes and actors’ experiences of security 

practices in global hubs, and to give a thick and rich description of these themes. In the 

literature, two main strategies for qualitative analysis and coding are presented. One involves 

codes that are developed on the basis of theoretical assumptions and is a rather “top down” 

process, while the other takes the data as its starting point and seeks to develop empirically 

inspired codes for them (Charmaz, 2014a, 2014b; Corbin and Strauss, 2015). Generally, 

however, qualitative research involves a combination of some sort of the theoretically driven 
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coding with the inductively oriented approach of interacting with the data. It is assumed that a 

theme captures something significant about the data, yet what counts as a theme is not 

necessarily something that can be measured quantitatively, but is rather to do with its prevalence 

both within a data item (such as an interview) and across the entire data set (Braun and Clarke, 

2006). What matters is whether it captures something important with regard to the research 

questions at hand. 

In this research project, the coding process and the development of themes were inspired by the 

inductive approach, with codes and themes being identified inductively from the data. In article 

one, the main themes that emerged from analysis were “power struggles”, “the public-private 

divide”, “trust, norms and reciprocity”, and “power relations and conflicts”. In this article, these 

themes were crucial to making sense of collaborative processes among security actors in the 

global hubs, and of how the public-private dichotomy helped determine how agencies viewed 

themselves in comparison with others and positioned themselves within collaborative efforts. 

Although the second article mainly focuses on the relational and quantified data derived from 

the survey, it also includes qualitative accounts, to provide a richer description of emerging 

trends. In this regard, important themes that were identified included “brokerage powers”, 

“network exchanges”, and “lack of equality”. Article three examined how actors construct, 

think about, and make sense of the security practices they engage in, when the exceptional is 

part of their everyday. Analysis of the material relating to these topics identified four 

overarching themes: “risk and instrumental logic”, “militarization”, “the human factor”, and 

“the performance of security”. The fourth article is also concerned with experiences of security 

practices in global hubs; analysis highlighted the nexus between trade and security and how it 

affects agencies’ practices, identifying three themes that help make sense of the distinct spaces 

that airports and ports represent: “adapting to efficiency and speed”, “responsibilization and 

privatization”, and “security as service”.  

It should be noted, however, that the different themes were certainly influenced by my prior 

theoretical familiarity with the security and policing literature, and, most importantly, with the 

concept of mentalities drawn from the nodal approach and rationalities as developed by White 

and Gill (2013). Themes that were identified were therefore revised in the light of the 

conceptual framework set out in chapter 3, which underscores the flexibility of thematic 

analysis. How the different themes and categories related to each other was also considered 

during the process of analysis. To illustrate the particular nature of themes, pertinent quotations 
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are used extensively in the empirical articles of this dissertation. The analytical software NVivo 

11 was used for the qualitative analysis in this dissertation. 

Perception of collaboration – instrument and analysis 

Based on the conceptualization of collaboration outlined in chapter 3, several factors seem to 

influence the way in which collaboration can be perceived; they can be found at the 

organizational, group and individual levels. Taking a multidisciplinary perspective and seeking 

a sound conceptual framework to analyze individual policing agents’ perceptions of 

collaboration, I reviewed relevant literature in search of theoretical models and instruments 

relating to various aspects of collaboration. This review identified numerous quantitative 

research models and instruments, which explore different features of collaboration perceived 

by individual actors.  

One such instrument is the Perception of Interprofessional Collaboration Model (PINCOM) 

(Strype, Gundhus, Egge and Ødegård, 2014; Ødegård, 2006; Ødegård, Hagtvet and Bjørkly, 

2008; Ødegård and Strype, 2009). What is particularly interesting about this model is that it 

includes the idea that perception of collaboration may be influenced by factors at the individual, 

group, and organizational levels, and also covers the fundamental dimension of collaboration 

presented in the previous chapter. This instrument is composed of three dimensions and twelve 

constructs which attempt to give meaning to the phenomenon of collaboration. The first 

dimension includes motivation, role expectations, personality style, and professional power. 

The second consists of leadership, coping, communication and social support. The third 

dimension includes organizational aims, domain, culture and environment. Four indicators or 

items operationalize each of these constructs, making a total of 48 items. To take an example 

of the way operationalization works: the construct of motivation is represented by the two items: 

“I find working with other organizations as valuable” and “I get to use my creativity and 

imagination when I participate in collaboration with others”. 

The original PINCOM-Q, as reported by Strype, Gundhus, Egge, and Ødegård (2014), has 

achieved good reliability and validity scores, which suggests that it is suitable for measuring 

perceptions of collaboration (see also Rousseau et al., 2017). This was also the case in this 

dissertation, where the analysis shows the internal reliability coefficients Cronbach’s alpha=.93 

(whole questionnaire). As the original instrument was constructed to address interprofessional 

collaboration in youth mental health (Ødegård, 2006), some work was needed to adapt it for 

use in the field of policing and security.  
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The literature review (chapter 3), suggested that norms of trust and governance were important 

factors shaping individuals’ perception of collaboration and four new constructs were thus 

developed to include them. Norms of trust were divided into two constructs, namely communal 

trust norms and exchange trust norms (Braithwaite, 1998; Brewer, 2014). Similarly, two 

constructs were added to cover different aspects of governance. The modified PINCOM used 

in this dissertation was composed of 16 constructs measured by 64 questions/items (48 derived 

from the original questionnaire), which were formulated as statements and rated on a 7-degree 

Likert scale (from strongly disagree (1) to strongly agree (7)). Some of the items were reverse-

scored because the meaning of the statements was the opposite direction of the scale (that is, 

high-rated items were considered negative responses, and low-rated items were considered 

positive responses).  

Data derived from the PINCOM were used in article one as a supplement to highlight 

differences in perceptions of collaboration processes, particularly differences between private 

and public policing agencies. Descriptive analyses were conducted to explore the main patterns 

of the quantified data on perception of collaboration. Index variables of the sixteen constructs 

of perception were computed on the basis of average scores. Analyses of Cronbach’s alpha 

were conducted to check the reliability of the constructs derived from the PINCOM. Differences 

in average scores for each construct between groups (for example, differences between those 

of the public and private sectors) were tested using t-tests and one-way analysis of variance 

(ANOVA).  

Social Network Analysis and measures 

The second part of the data derived from the survey consists of quantified relational properties, 

which capture collaborative ties between policing agencies working in global hubs. In the 

policing literature of the last decade, interest in analyzing relational structures has increased 

and this has led to the exploration of various aspects of the networked plural policing system 

(Brewer, 2014; Dupont, 2006a; Whelan, 2016a, 2016b, 2017), and as the previous chapter 

illustrated, the notion of security networks has become prevalent (Dupont, 2004). However, 

while the relational and network perspective has received increasing scholarly attention, there 

is still a tendency to view networks only in terms of their metaphorical value (Whelan and 

Dupont, 2017). This can lead to methodological vagueness in the mapping of relationships and 

the way one understands the contribution to policing made by different agencies. To move 

beyond the use of (security) networks as mere metaphors, this dissertation argues that concepts 

and analytical tools drawn from network theory are useful and can yield important insights. The 
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application of social network analysis (SNA) can be particularly valuable in that it enables the 

empirical mapping and analysis of the relational constructs existing among the multitude of 

policing agencies. One of the ambitions of this dissertation is, therefore, to contribute to 

methodological advancement as regards the use of SNA in studies of plural policing and 

security governance.  

The basic idea of SNA is to consider organizations or individuals as being embedded in a social 

or relational structure, which can be understood by applying various mathematical techniques 

to it (Borgatti, Everett and Johnson, 2013). SNA thus focuses on relations between actors, and 

has been defined as “the disciplined inquiry into the patterning of relations among social actors, 

as well as the patterning of relations among actors at different levels of analysis” (Breiger, 2004: 

505). In this regard, network data are dependent on actors/nodes and relational ties/edges, with 

relational ties being the building blocks of networks. These ties can create direct paths between 

nodes, but equally importantly, they often interlink through common nodes, creating indirect 

paths of connection. The network approach, with the help of SNA, allows for the exploration 

of the patterns that constantly form in social interactions and can reveal how a network structure 

may provide (social) actors with opportunities for action or create constraints that limit action 

(Wasserman and Faust, 1994).  

The nodes can be a variety of actors, and in social contexts, the most common types of nodes 

are individuals, organizations, communities, countries and regions. Relations are generally 

divided into four types – similarities (such as location or membership), social relations (such as 

kinship), interactions (such as support), and flows (such as information or resources) (Borgatti, 

Mehra, Brass and Labianca, 2009; Bø and Schiefloe, 2007; Wasserman and Faust, 1994). In 

addition to the structural data capturing relations between actors, attribute variables can be 

included, that is, characteristics of the actors, such as age, gender and organizational affiliation 

(Wasserman and Faust, 1994). As described in the previous chapter, nodes in this dissertation 

represent the organizations that are directly or indirectly involved in the production and/or 

delivery of security and policing services in global hubs in Norway, which can either make 

connections to form security network structures or decide to operate in isolation. 

Dupont (2006a) suggests that extensive data on relational ties must be collected to capture the 

essence of security networks. As noted above, the survey included a component designed to 

map structural relations that connect different policing and security agencies. In order to 

measure these ties, respondents were asked to name organizations with which partnerships – 
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either formal or informal – had been maintained over the previous twelve months. In this 

dissertation, the collaborative ties were operationalized as 1) physical interactions between 

actors on issues concerning security and policing, such as meetings or briefings, 2) the transfer 

of information, expertise, and knowledge, 3) the pooling of common resources, such as CCTV 

and communication equipment, and 4) the physical movement of actors, such as joint operations 

and task forces (Brewer, 2014). Collaborative connections thus encompass the types of relations 

characterized as interactions and flows. It has been pointed out that there can be considerable 

variations in the closeness of the relations between people or organizations (Boemcken, 2009), 

and to take this into account, the survey also sought to capture the degree of formalization and 

frequency of every relational tie that the respondents reported. 

SNA provides several analytical techniques and concepts that help to identify and understand 

the patterns of relations that connect different policing agencies, and the positions occupied by 

central or peripheral actors. Network visualization can be a fruitful starting point for exploring 

relationships; it is a powerful tool that provides an overview of structural patterns and insights 

into them (Brandes, Freeman and Wagner, 2013). In the dissertation, (see article two) the 

visualizations of networks used layout algorithms, to make the graphs more interpretable, and 

included node attributes to provide more information about the nodes (Borgatti, Everett and 

Johnson, 2013). However, conducting analysis solely on the basis of visualization can be 

challenging, particularly if the network consists of many agencies and relational ties that make 

up a complex structure – which is the case for the security networks identified in this study. 

One way to overcome this was to employ mathematical measurement and analytical techniques, 

since these can be used regardless of the size and complexity of the network under investigation 

(Breiger, 2004; López and Scott, 2000; Wasserman and Faust, 1994). The relational data in this 

dissertation were therefore organized using matrices which enabled mathematical tools to be 

used to explore patterns (Borgatti, Everett and Johnson, 2013; Bø and Schiefloe, 2007). 

In network analysis, emphasis can be placed on different levels, that is, one can make macro-

level measurements to characterize the network as a whole or use micro-level techniques 

focusing on individual actors. In this project, measurements at both these levels of analysis were 

important for exploring the collaborative relationships present in the global hubs. As regards 

the macro-level properties of the network, this study has employed measures such as density, 

average geodesic distance and centralization. Density measures the proportion of all possible 

ties that is present, and provides an insight into the level of connectedness of the network. To 

determine whether density should be considered high or low, one needs to look at the type and 
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number of actors involved. Density is generally measured in comparative terms (Borgatti, 

Everett and Johnson, 2013), which means that it is also possible to see how density is distributed 

between and within the different sectors or groups included in this dissertation. In addition to 

density, it is of interest to explore both the connectivity and distance between nodes. In this 

study, geodesic distance was analyzed – it refers to the shortest distance or path between two 

nodes in a network (Borgatti, Everett and Johnson, 2013). The average geodesic distance, 

however, is applied to the network as a whole. These measures help to show the potential for 

information and resource exchange within the boundaries of the networks under investigation 

in this study. 

The exploration of the micro-properties of relations was based mainly on the concept of 

centrality, which is closely linked to the concept of power (Borgatti, 2005; Borgatti, Everett 

and Johnson, 2013; Freeman, 1979). By applying SNA, previous studies of security networks 

have explored how power is structured in networks (Brewer, 2014; Dupont, 2006a; Nøkleberg, 

2016); it has been demonstrated that well-positioned security actors have more ability to 

influence the course of events, because of the greater opportunities available to them and the 

fewer constraints they contend with (Dupont, 2006a). According to the network approach, 

power is therefore assumed to be essentially relational – it is a consequence of an actor’s 

position in a network (Borgatti, Everett and Johnson, 2013).  

Among the most important centrality measures used in this dissertation, are degree centrality, 

betweenness centrality (Freeman, 1979), and agencies’ brokerage roles (Gould and Fernandez, 

1989). Degree centrality is considered one of the simpler measures of centrality, as it captures 

the number of ties that a node has (Borgatti, Everett and Johnson, 2013). Wasserman and Faust 

(1994: 178) suggest that “the simplest definition of actor centrality is that central actors must 

be the most active in the sense that they have the most ties to other actors in the network or 

graph”. Although one of the simpler measurement, it is often used in the study of security 

networks and can show the distribution of well-connected agencies. Betweenness centrality is 

among the most common indicators of brokerage (Long, Cunningham and Braithwaite, 2013), 

and captures the probability of a node being on the shortest path between any two nodes in the 

network (Borgatti, Everett and Johnson, 2013; Wasserman and Faust, 1994). Betweenness is 

often interpreted in terms of potential for controlling the flow of network resources: an actor 

with high betweenness is viewed as a broker. That is, someone or something that is the node 

that lies between other nodes and mediates their relationships, is assumed to possess 

considerable power to control flows through the entire network. 
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In this study, the notion of brokerage is of particular interest, because a connection is identified 

between network theory’s understanding of brokerage and the idea of anchoring processes in 

Loader and Walker’s conceptual framework, which was outlined in the previous chapter. The 

network view of brokerage suggests that broker agencies hold key structural positions in 

networks and therefore have more influence and power to control the diffusion of network 

resources (Marsden, 1982). In a similar way, the perspective of anchored pluralism (Loader and 

Walker, 2007) assumes that the actor who operates as an anchor has a powerful influence on 

the results of governance processes. To an extent, therefore, anchored pluralism is concerned 

with the notion of power. 

In order to further explore the idea of brokerage, this dissertation utilizes the brokerage typology 

of Gould and Fernandez (1989). The brokerage structures they present suggest that a node may 

act as a broker through different sub-roles, depending on the direction of flow of information 

or resources within the network and between groups or clusters. To categorize these structural 

roles, five brokerage types are identified, and the connections within them are viewed as triads: 

node A is connected to node B, node B is connected to node C, but there is no tie connecting 

nodes A and C. It is assumed that node B plays the role of broker in these connections. The five 

brokerage roles are: (1) coordinator (all nodes belong to the same group), (2) gatekeeper (node 

A belongs to one group and nodes B and C to another), (3) representative (nodes A and B belong 

to one group and node C belongs to a different one), (4) consultant/itinerant (B is an external 

node who facilitates connections between the unconnected nodes A and C, which belong to the 

same group), and (5) liaison (nodes A, B and C each belongs to a different group). According 

to Gould and Fernandez, brokerage scores indicate the number of times an actor performs one 

of the brokerage roles. The metrics of this brokerage typology are employed to shed light on 

the distribution of network power. 

The collected network data were analyzed using the SNA software UCINET and Gephi 

(Bastian, Heymann and Jacomy, 2009; Borgatti, Everett and Freeman, 2002).  

4.5 Research quality and ethical considerations 

Clearly, the rich and varied data foundation for this dissertation can enable there to be in-depth 

analysis of the complexities of collaboration processes and experiences of security governance 

in global hubs; steps need to be taken to ensure that these analyses are considered credible and 

of a high quality. Research methods literature regards the quality of data analysis as of the 

utmost importance (Creswell, 2009), but as far as qualitative analysis is concerned, there seems 
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to be little consensus on how it should be evaluated (Corbin and Strauss, 2015). However, 

reliability and validity are undoubtedly necessary to attain rigor in both qualitative and 

quantitative research (Morse et al., 2002). A variety of requirements for this have been put 

forward, including methodological coherence, an appropriate sampling process, and concurrent 

collection and analysis of data (Morse et al., 2002), which are all criteria that could be applied 

to the quality of this study. The next sections present and discuss the importance of reliability 

and validity for rigor and quality in this dissertation. Following these, there are some reflections 

on the potential of generalization and a discussion of ethical considerations. 

Reliability 

Reliability is related to the consistency of research findings and to the transparency of the 

production and analysis of data (George and Bennett, 2005; Silverman, 2013). To achieve high 

reliability, it is important to document the steps of the research process. In this chapter, to make 

the different stages of this research as transparent as possible, I have made considerable efforts 

to describe how different methods for collecting data were used, how participants were selected, 

and the way in which data have been analyzed. Although qualitative projects are open-ended 

and often move back and forth between the different steps of the research process (for example, 

between data collection and analysis), efforts were made to systematize the various processes 

and procedures involved.  

A distinction is often made between the strategies employed to achieve reliability in qualitative 

research and those used to achieve it in quantitative research (King, Keohane and Verba, 1994). 

Because of the mixed method nature of this dissertation, the reliability of the quantified data is 

indeed addressed differently. Reliability is concerned with consistency of measurements, and 

there are various ways to assess it. One of these relates to the internal consistency of a 

measurement, that is, the extent to which the items on a scale measure one particular construct 

(Heale and Twycross, 2015). In this dissertation, Cronbach’s alpha is particularly appropriate 

for estimating the reliability of the perception of collaboration. It measures internal consistency, 

that is, how closely related a set of items are as a group and is considered to be a measure of 

scale reliability. As already mentioned above, analysis indicated a strong internal reliability of 

Cronbach’s alpha= .93 (for the whole questionnaire). The usual cut off points for alpha is 0.6-

0.7 (Trobia, 2008). Analyses of Cronbach’s alpha were run for all the sixteen constructs 

measuring perception of collaboration, almost all of which showed high internal consistency 

and all were above the cut off points. This provides evidence for viewing the instruments as 

reliable.  



95 
 

Validity 

While reliability is concerned with having research methods that generate reliable data, validity 

refers to the extent to which an instrument or method measures and captures what it is intended 

to investigate (King, Keohane and Verba, 1994; Silverman, 2013). To increase the validity of 

the research, various strategies recommended in the literature have been used. When selecting 

participants, for instance, I chose individuals who could be assumed to possess knowledge 

about the subject under investigation, taking them from a great variety of organizations. This 

sampling process enabled me to tap into the participants’ varied perspectives and gave me the 

opportunity to search for convergence or divergence in findings across organizational 

boundaries. As with any research, there are methodological limitations, and the findings 

outlined in the empirical articles should be approached with some caution. There is a potential 

danger that what is said in interviews may not be what the interviewees actually think and do 

(Kvale and Brinkmann, 2009). If a trusting relationship with the interviewees is developed, 

which was the aim in this project, this is less likely to be the case, as has been found in similar 

research settings (Whelan, 2017).  

Triangulation methods are thought to increase the validity of research (Creswell, 2013; 

Silverman, 2013). In the various stages of the data collection process, different types of data 

were collected, since this project set out to use multiple sources, methods, and analyses. One 

great advantage of combining methods and data is that experiences of security practice and 

collaboration can be viewed and understood from various positions and perspectives. This can 

help validate the findings presented in this study. I have also discussed parts of the research 

design, and the analysis and interpretation of data with colleagues, and these discussions can 

contribute to strengthening the validity (Creswell, 2013). In social network analysis of relational 

data, one major concern is the possibility that its quality can be affected by missing data 

(Borgatti, Everett and Johnson, 2013). Such missing data is frequently results from non-

responses in surveys. As this research relied on a survey to collect relational data, this could 

have influenced the findings presented in this dissertation. During the design and data collection 

process, therefore, it was important to be aware of such potential pitfalls and consider what 

could be done to minimize threats to validity. One way to avoid the problem of non-responses 

was to include a large number of individuals from the different organizations, and make use of 

aggregated relational data in analyses. The survey also clearly specified the network boundaries, 

which made it easier for respondents to name all the collaborative relations that were considered 

to be active.  
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Generalization 

Some of the criticism leveled against case study research concerns its potential for providing 

generalizations (Flyvbjerg, 2006; Silverman, 2013; Yin, 2009). In this project, 76 interviews 

were conducted as part of three case studies, and although this can be considered sufficient to 

provide in-depth descriptions of the subject under investigation and data saturation was 

considered to have been reached, the low number of units and non-randomized sampling meant 

statistical generalizations were not possible (Yin, 2009). However, the qualitative case study 

approach does not seek to provide generalizations of the type found in quantitative research. 

The aim should rather be considered that of offering analytical or theoretical generalizations 

(Kvale and Brinkmann, 2009; Yin, 2009). As has been made clear in this chapter, this research 

is exploratory in nature and seeks to depict the ways in which agencies experience and make 

sense of security governance, through in-depth explorations of their everyday practices and 

collaborative relations. Analytical or theoretical generalizations can help develop principles or 

conceptual propositions that are applicable to other empirical situations in policing hubs. To 

allow for analytical generalization, it is essential to offer a detailed description of the research 

design and, more importantly, the context in which the research took place. Some of these 

broader implications of the research are outlined and discussed in chapter 6, and also addressed 

in the four empirical articles.  

Ethical considerations 

This research project was carried out in accordance with legally recognized Norwegian ethical 

standards with regard to data collection, confidentiality, and the storage of data. The research 

design and interview guides were approved by the Norwegian Center for Research Data (NSD). 

As the nature of the research design changed from the original plan (the methods and sample 

were expanded), I was required to notify the NSD, and these changes were subsequently 

approved.  

The primary ethical concerns for this research were participants’ confidentiality, integrity and 

their involvement in the research. Written consent was obtained from all interviewees. As part 

of the process of gaining informed consent, participants were given information about the 

project, thus, the consent form included a general outline of the purpose of the project, the 

sampling process and methods of data collection, together with reassurance that their 

participation was voluntary and that they could withdraw at any time. Participants were told 

how confidentiality would be maintained in the project. Before an interview commenced, I 

again described the project to the interviewee and discussed the need to anonymize. Although 
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some participants did not mind being mentioned by name in print, the vast majority wanted to 

be anonymized. I therefore chose to anonymize when transcribing the interviews and all the 

interviewees’ names were replaced with a number and organizational sector. Similar measures 

were taken with the survey participants, with some minor adjustments. As the survey was 

distributed via e-mail, participants received an invitation that included all the information 

necessary to make an informed decision about taking part in the project.  

In addition to the ethical considerations relating to participants, the research topic involved 

other important challenges. As noted above, it was difficult to gain access to the field. This 

research investigates the experience of security practice and collaboration among organizations 

working in airport and port security, so it can be considered as being concerned with sensitive 

fields (such as national security and critical infrastructure). When the Police Directorate 

rejected my application to conduct the research, references were made to the Security Act. This 

made me aware that I had to be careful about the information I collected and I spent a 

considerable amount of time reflecting on how to avoid collecting sensitive and confidential 

material. One way to deal with this challenge was to send the interview guide to the interviewee 

beforehand.  

The methodological descriptions offered in this chapter have made clear the mixed-method 

nature in order to capture and understand collaboration and experiences of everyday security 

practices in global hubs addressed in this study. The next chapter outlines the main findings 

from the four empirical articles that make up this dissertation. 
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5. Summary of articles 

This chapter provides a summary of the four articles. The articles address slightly different 

aspects of experiences of security and the policing practices at airports and maritime ports. In 

the first article, I examine how policing agencies rely on the traditional dividing line between 

public and private to make sense of their collaborative processes, and challenge the notion of 

middle ground of hybridity in policing. In article two, using social network analysis, I map and 

analyze the distinct pattern of relationships that connects policing agencies, with the network 

perspective enabling methodological and conceptual advances on plural policing. The third 

article explores security practices in more detail by addressing how security and policing 

agencies perceive and experience the exceptional nature of security as part of their everyday 

practices. In the fourth article, I address the nexus between trade and security, and analyze 

how policing agencies understand the interaction between the imperatives of security and trade. 

Although the articles can be read separately as independent contributions to the field of plural 

policing and security governance, they also connect in certain ways. In the following, I will 

offer a brief description of how they interrelate, and clarify how they help shed light on this 

dissertation’s research questions. 

Article 1: Nøkleberg, Martin (2019). The public-private divide revisited: questioning the 

middle ground of hybridity in policing. Policing and Society, 1–17.  

The public-private divide revisited: Questioning the middle ground of hybridity in policing. 

The starting point of this article is the changing patterns of security provision as is recognized 

and described in the policing literature. A factor in the observed increase in pluralization in 

policing endeavors is the proliferation of hybrid policing actors, which has resulted in claims 

that the public-private dichotomy – long been deemed crucial for understanding policing 

agencies’ involvement in security and crime control – has lost its utility. In particular, Marc 

Schuilenburg (2015) claims that the securitization of society causes the public and private to be 

so interwoven that there is little point in considering only one of them, and points out that the 

distinction is difficult to apply to real-life practices, which makes the conceptual pair of public-

private obsolete. The dichotomy is increasingly fading, giving way to the middle ground, where 

everything and everyone is becoming hybrid. The idea of hybridity, then, denotes the growing 

similarity and even sameness between public and private actors, which will inevitably have 

consequences for the relationships and practices of policing agencies.  
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While not disputing the value of such predictions, this article responds to these claims by raising 

the question: to what extent does the theoretical assumptions of the middle ground of hybridity 

stand up to empirical scrutiny? Does the idea outlined by Schuilenburg, in fact obscure 

significant differences between agencies, particularly as regards their interests and mentalities? 

In order to address this question, the article revisits the public-private distinction by examining 

relational and collaborative practices in the Norwegian maritime port and airport security 

environments, focusing on power relations, information sharing and the exchange of resources 

and expertise. The article demonstrates that collaborative practices are prime sites for studying 

the impact of the notion of the middle ground on policing and security, as processes of 

collaboration between agencies create spaces in which different interests, mentalities or 

rationalities can meet. The agencies confront the potential blending of attributes that is 

associated with the notion of hybridity. As this article points out, whether such blending actually 

takes place must be seen as an empirical question rather than something that can be taken for 

granted. The first article contributes to the overall topic of unpacking collaborative and security 

practices by shedding light on the second research question about how security and policing 

actors perceive collaboration in their everyday practice. It also has relevance to the first 

question.  

Supported by in-depth qualitative interviews with key policing and security agencies and survey 

data on perceptions of collaboration, the findings presented in this article are at odds with the 

conceptual and empirical assumptions about the middle ground of hybridity, that are made by 

Schuilenburg. One crucial point concerning the notion of the middle ground is that, as 

collaborations progress and proliferate, one might expect there to be fewer and fewer 

differences between policing agencies: hybridity should be a prominent feature of the empirical 

spaces of investigation. In fact, the article clearly demonstrates that the conceptual pair of 

public-private is a salient feature of the vocabulary of different policing agencies. The empirical 

findings reveal the importance of interest for understanding the distinction between public and 

private, and how it affects agencies’ practice. This is borne out by the fact that reaching 

consensus on objectives and aims in collaborative processes was considered difficult because 

of differences in agencies’ interests. The exploration also revealed that policing agencies that 

had a similar cultural outlook and shared interests seemed to experience greater reciprocity in 

their collaborative efforts, and considered establishing trust to be easier. The importance of 

sectoral allegiance is apparent here, in that public-public and private-private partnerships may 

experience fewer tensions than those that cross the public-private divide. The policing agencies 
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differ in terms of their mentalities and interests (for example economic ethos versus public 

interest), which makes collaboration challenging, and this difference seems largely to be 

determined by the degree of publicness-privateness. In this respect, the article shows that the 

public-private distinction is crucial to how agencies view themselves in comparison with others: 

they refer to the divide and the importance of difference when seeking to position themselves 

in collaborative efforts. This can be interpreted as an indication that the agencies under scrutiny 

frequently make use of the traditional dividing line between public and private to both navigate 

and make sense of their practices, relations, and identity in a complex policing environment. 

The article therefore questions the claim made by Schuilenburg (2015) that it is confusing and 

inaccurate to continue to rely on the public and private dichotomy in analyses of contemporary 

security governance, because the notion of the middle ground leads to an under-recognition of 

the importance of a widely-recognized difference.  

Following from the findings outlined in this article, it is suggested that the dividing line between 

public and private still has significant analytical value in examinations of policing. The article 

contributes to the growing international literature on plural policing by offering insights into 

the perception of collaborative processes and the way collaboration is inevitably affected by the 

public-private distinction. Paying attention to differences, the article argues, is a fruitful 

approach to advancing our understanding of policing practices and the governance of security. 

In particular, by bringing together the dimensions of interest and mentality helps to show how 

agencies are situated along the continuum between “publicness” and “privateness”.  

Article 2: Nøkleberg, Martin (2020). Examining the how of Plural Policing: Moving from 

Normative Debate to Empirical Enquiry. British Journal of Criminology, 60 (3), 681–702. 

Examining the how of Plural Policing: Moving from Normative Debate to Empirical Enquiry 

While the first article addressed the issue of the middle ground of hybridity in policing studies, 

the second turns its attention toward the conceptual and analytical debates that have 

characterized the literature in recent years. Previous studies have demonstrated the importance 

of collaborative processes and recognized that policing practices generally involve an extensive 

exchange of information, expertise, resources and knowledge. In addition to pluralization, 

policing agencies are involved in a vast set of linkages, and security is therefore viewed as being 

produced and delivered through (security) networks. This article contributes to this strand of 

literature by mapping and examining the relational properties of security networks in 

Norwegian airport and port policing. It addresses more explicitly the first research question 
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guiding this dissertation, which relates to the mapping of organizations’ collaborative relations, 

while also providing insights that help answer the second question. 

Hitherto, two of the most salient perspectives seeking to conceptualize the complex nature of 

plural and networked policing have been nodal governance (Burris, Drahos and Shearing, 2005; 

Johnston and Shearing, 2003) and anchored pluralism (Loader and Walker, 2006, 2007). Both 

approaches aim to map today’s policing environment, although they differ in how they interpret 

its plurality. Although deemed highly valuable for deepening our understanding of plural 

policing endeavors, current debates in the literature have been predominantly concerned with 

the if, why and why not of plural policing and have paid far less attention to questions of how 

and how much. This means that underlying normative assumptions and claims often take 

precedence over empirical inquiry when policing scholars explore the relationships that connect 

actors. The nodal governance and anchored pluralism perspectives are often presented as 

opposites as regards their understanding of what the role of the state ought to be in the plural 

landscape of policing and security (Boutellier and Van Steden, 2011), thus increasing the 

normative orientation of the field. 

Against this backdrop, this article argues that there is a need for ways to operationalize the two 

theoretical frameworks and make them better able to bear empirical scrutiny. In order to achieve 

this, the article takes as its point of departure the collaborative processes found in Norwegian 

airport and maritime port policing. Using this empirical setting, the article explores how 

concepts and analytical tools drawn from the field of network theory can help close this gap 

and points out ways in which these tools can help operationalize the approaches of nodal 

governance and anchored pluralism. This moves the normative orientation of the debate 

towards empirically grounded inquiries, expanding the analytical toolbox and developing new 

ways of exploring and understanding plural policing environments. Looking at security 

governance through the lens of networks is not new as such (Dupont, 2006a), but there seems 

to be a growing interest in utilizing network concepts in policing studies. Nonetheless, there is 

still a tendency in the literature for networks to be viewed mainly in terms of their metaphorical 

value. Moving beyond this, the article shows how the concepts of brokerage and homophily – 

derived from social network analysis – can be connected with nodal governance and anchored 

pluralism, and thus provide a more rigorously analytical language with which to address 

research questions about plural policing. In this sense, the article has ambitions for 

methodological development, by showing the value of utilizing social network analysis.  



102 
 

Brokerage draws attention to the distribution of power in networks and, in particular, to how 

some actors possess key structural positions because they are intermediaries. In the anchored 

pluralism perspective, it is assumed that the actor who operates as an anchor crucially affects 

the results of governance processes, through being in a position to mobilize resources. Being 

an anchor in security and policing practices thus increases an actor’s power and capacity to 

control the course of events, which is very similar to the position of brokers in network theory. 

This article argues that it is possible to draw parallels between the notion of brokerage and the 

idea of anchoring. Homophily, on the other hand, addresses the tendency of agencies to connect 

and interact more readily with ones that are similar to themselves; the notion enables a more in-

depth analysis of what is framed in the first article as sectoral allegiance, which explains the 

tendency of policing agencies to share information and resources more readily with 

organizations within their own sector. The concept of homophily can thus be useful for showing 

how the social patterns within networks may be explained by differences and similarities of 

interests. The nodal perspective on policing has used the notion of mentalities to understand the 

dynamics of security governance, and frequently makes a distinction between organizations 

concerned with the public good and those governed by market logic and the profit ethos. 

Homophily is considered as particularly fruitful for the process of developing the empirical 

potential of nodal governance by enabling empirical inquiry into the extent to which policing 

agencies sharing similar mentalities or rationalities are more likely to form collaborative ties 

with each other than with those with different interests.  

The empirical investigation reveals a distinct social structure, by mapping the pattern of 

relations of the security networks of the port of Stavanger and Oslo airport, and analysis of their 

network properties yields comparable results: the networks consist of multiple actors and many 

relational ties are reported to be active. In such dense networks, where policing agencies have 

many ways of reaching other actors, the potential for exchanging network resources is 

considerable and exchange can take place quickly within the boundaries of the network. The 

analysis also points to clustering effects, as divisions can be seen in both networks that 

correspond to the particular powers, responsibilities and core tasks of the policing agencies. 

Although it is assumed that clustering impacts the distribution of network power, as the analysis 

of brokerage shows, some agencies are strategically positioned and thus able to tap into the 

expertise, resources and knowledge of other agencies and to act as a bridge between clusters. 

In particular, the article reveals that public policing agencies, in the networks at port of 

Stavanger and Oslo airport, tend to occupy the most significant broker positions and thus to 
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possess great power to facilitate the exchange of information and resources. Their network 

power far exceeds the influence exerted by private policing agencies. This uneven distribution 

of network power means private policing agencies are reliant on accessing public nodes to reach 

otherwise unconnected agencies or clusters to participate in the exchange of valuable network 

resources. 

As was shown in the first article, sectoral allegiance was as an important factor in reducing 

tensions and making collaboration easier. The tendency of policing agencies to rely upon 

relationships with organizations similar to themselves indicates the importance of homophily 

and the findings suggest that it plays a crucial role in network formation in the two cases 

examined. Policing agencies with similar mentalities or rationalities (for example, concern for 

the public good rather than market logic) are indeed more likely to form collaborative ties with 

one another. It was perceived by numerous agencies that collaborative efforts with similar 

organizations following the principle of homophily, involve less risk and lower costs, and can 

help establish trusting relations. However, this article shows that, despite its advantages, 

homogeneity in collaborative approaches to policing can also adversely affect exchanges in 

security networks, by causing some policing agencies to miss out on crucial information 

because exchange is restricted to private–private or public–public connections.  

This article clearly demonstrates the value of utilizing the network perspective to make sense 

of plural and collaborative policing processes and of how, in particular, the analytical tool of 

social network analysis can capture and help explain crucial nuances in networked policing. 

Like previous studies that have demonstrated how collaboration can take various forms, the 

empirical investigation, with the help of social network analysis, shows how network structures 

and the distribution of network power can vary. Relational phenomena should not be understood 

only in the light of the normative debates that dominate the current literature. The findings 

demonstrate that, by linking the concepts of nodal governance and anchored pluralism with 

different elements from social network analysis, one can develop more sensitive analytical 

perspectives and methodologically sound tools that foster empirically informed understanding 

of networked policing. 

Article 3: Nøkleberg, Martin (forthcoming). Expecting the Exceptional in the Everyday: 

Policing Global Transportation Hubs. Security Dialogue. 

Expecting the Exceptional in the Everyday: Policing Global Transportation Hubs 
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This article moves away from the explicit focus on collaboration among security and policing 

agencies, which the first two articles have dealt with in detail, to take a broader view of the 

governance of security by paying attention to agencies’ experiences and understandings of 

security practice. The article does this by addressing the dissertation’s third research question, 

which concerns the way in which actors experience their practice of security; it thus makes an 

important contribution to knowledge about security governance. In the security and policing 

literature, previous studies have examined various aspects of security projects; a prime concern 

has been to assess how measures are implemented and justified in the name of security. In 

several fields, the notion of exceptionality has sparked considerable scholarly interest, as a way 

of understanding the circumstances in which ever more issues are framed through the lens of 

“security”. This tendency towards securitization means some issues are deemed threatening and 

promoted from the ordinary to the exceptional realm of security. In the post 9/11 security 

environment, the “war on terror” discourse has led to the widespread implementation of 

exceptional security practices, which depart from “normal politics”. The security of airports 

and ports is particularly affected by this trend, as it seems to be operating under constant threats 

of an exceptional nature, and have a minimal margin for error, because the potential 

consequences are so significant.  

To add a new layer to our understanding of security projects, however, a case has been made 

for moving attention from “spectacular” and “exceptional” events to the mundane, everyday 

nature of security. The third article therefore engages with the debate on exceptionality and the 

everyday by drawing attention to organizations’ experience of security projects. The “war on 

terror” discourse is perceived to have significantly influenced the everyday environment of the 

aviation and maritime sectors, in that they are affected by emotional responses, such as 

uncertainty, fear and anxiety, felt by passengers, customers, and employees. Against this 

backdrop, this article takes the case of Norwegian airport and port security to investigate how 

agencies involved in policing and security experience the exceptional in their everyday practice; 

the aim is to shed light on how they feel about it, interpret it and respond to it. To achieve this, 

empirical materials are drawn from qualitative in-depth interviews with key representatives of 

organizations involved in security governance and policing. By engaging with and building 

upon the literature at the intersection of the exceptional and the everyday, the article suggests 

that “everyday security consciousness” can help reveal how agencies construct strategies to 

cope with the consequences of exceptionality and reduce the level of uncertainty. Although an 

instrumental logic emphasizing risk management and the tangible has been deemed 
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indispensable to mitigating risk within aviation and maritime security (Eski and Carpenter, 

2013; Salter, 2007), the human aspect of security practices – where emotional dimensions of 

security consciousness and the performance of security are crucial parts of everyday life – 

signifies a shift in attention to the subjective and the embodied experiences of security agencies. 

This article argues that, as emotions play an important role in how we experience and respond 

to security measures, it is crucial to pay attention to everyday security consciousness, as this 

provides detailed empirical descriptions of the micro-practices or micro-politics of (in)security, 

which tend to receive little scholarly attention. This article’s significance, therefore, lies in its 

development of our understanding of security governance and risk management at 

transportation hubs, by illuminating the embodied emotional experience of security and risk in 

the face of exceptionality that agencies respond to and develop strategies to cope with in their 

everyday practice.  

In particular, the empirical assessment documents the impact of the exceptional through the 

embodied experiences of living with seemingly constant risk and uncertainty. As regards the 

sense of uneasiness that has become part of the everyday life of airport and port security, it is 

shown that individuals and agencies actively seek to compensate for it by relying on 

instrumental governing logics and techniques, with risk management and analysis used to 

render uncertainties manageable and tangible. In parallel with this, there is a tendency towards 

militarization, particularly in agencies’ security exercises, which are influenced by the war on 

terror discourse prevalent in this field. However, emphasis on the tangible nature of everyday 

security is only one, albeit prominent aspect of the coping strategies developed by the security 

agencies. The evidence presented in this article shows the importance of what is characterized 

as the human dimension of security practices. This means that the value of human qualities is 

recognized when confronting the consequences of exceptionality in the security landscape of 

airports and ports. In particular, the empirical analysis demonstrates how the notion of everyday 

security consciousness figures in the life of security agencies. Closely associated with this is 

the emergence of mechanisms of active resistance that provide excitement and alleviate 

boredom, in response to what is sometimes seen as an overemphasis on the importance of the 

tangible nature of security practices. As part of their emotional response those delivering 

security find ways, in the way they perform security, to ridicule and challenge its instrumental 

governing logic. 

Article 4: Nøkleberg, Martin (ready for submission). Policing global hubs: Balancing the 

imperatives of security and trade. 
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Policing global hubs: Balancing the imperatives of security and trade 

This article focuses on the nexus between trade and security in the global hubs constituted by 

airports and maritime ports, whose security, as several observers have previously noted and the 

other articles of this dissertation have shown, involves pluralized and networked policing. One 

of the ambitions of this article is to make sense of the distinct space that airports and ports seem 

to represent. Taking inspiration from the notion of “global cities” (Sassen, 2001), one can think 

of airports and ports as global hubs which are critical geographical centers and crossroads where 

immense flows of people and things converge and are facilitated, to link local markets and 

global economic and trade networks. In this way, global hubs become, with their emphasis on 

efficiency, speed and high circulation rates, essential points of passage and representations of 

contemporary global connectivity. Due to the importance of time and speed, airports and ports 

are thought of as distinct institutional environments in terms of security, quite unlike static and 

area-bound neighborhoods, and this is assumed to have consequences for the way in which 

policing is organized and performed. In line with this, global hubs such as airports and ports 

are archetypical examples of the organizing principles of the “space of flows” (Castells, 1996), 

since they operate as passages and facilitators of vast movements of people and things. Policing 

actors seek ways to achieve secure and seamless systems to govern flows and meet the 

imperatives of trade. Movement through airports and ports must be systematically planned and 

policed. For all that, little is known about the interaction between security and trade in global 

hubs, and how this affects the practices of policing. Examining such environments, this article 

argues, can advance current scholarship on plural policing and also expand the analytical 

toolbox of criminology more generally, as it opens up for new perspectives on the 

temporalization of security to be included in analyses.  

Drawing on empirically grounded research in Norway, this article examines how various 

agencies in ports and airports negotiate the imperatives of security and trade in everyday life. 

The article therefore pays particular attention to how they experience the balancing game 

involved and explores agencies’ strategies for facing the tensions that arise when seemingly 

contradictory logics converge; in their efforts to secure smooth and speedy flows, security 

agencies may, in fact, act as barriers. The article therefore engages with both the third and fourth 

research questions guiding this dissertation, with the aim of unpacking the particularities of the 

experiences and mentalities of policing and security actors in global hubs.  
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The empirical findings show that global hubs can reveal how policing agencies are affected by, 

and seek to adapt to, commercial demands for the efficiency and speed necessary for trade. The 

notion of efficiency is clearly critical for understanding these processes, along with the demands 

of passengers, customers, and supply-chain and just-in-time production systems, where speed 

and time are paramount, which highlights the importance of the notion of the temporalization 

of security (Valverde, 2011, 2014) to address and unpack the complexities of contemporary 

security governance. Previous studies have established that time and speed inform 

understandings of security governance, and the temporal imaginaries that dominate the 

literature are generally concerned with risk and pre-crime, which are also issues for airport and 

port security. This article considers the here and now, directing attention to the interrelation of 

security and flows, speed and movement, and customer satisfaction. The article argues that the 

temporal dimension of airports and ports involves temporalization of a quite different kind than 

that which is concerned with the past, present and future of security measures and crime control. 

In the empirical context analyzed, security practices are highly sensitive to commercial 

imperatives, and efficiency and speed are an essential feature of the immense volume of flows 

needed for commercial success. 

By examining the interaction between security and trade, this article presents a picture of how 

policing agencies are affected by the ambitions, actions and decisions of others, showing how 

border police, for instance, experience the ever greater passenger flows dictated by commercial 

logic and adapt their practice to meet the demands of those whose interests are based upon 

different temporal understandings; this leads to concern that the influence of others could 

challenge security and damage the quality of border control services. This article also shows 

that responsibilization is a prominent feature of the policing of global hubs: governmental 

agencies put increasing pressure on private actors to help control migratory flows, compelling 

them to develop skills that are not required for their core business. In these circumstances, 

private actors experience frustration both because of the conflict between such control 

responsibilities and their core business imperatives and because of the challenge to their 

temporal preoccupations, which revolve around the value of speedy flows and their ambition to 

increase their volume.  

Since security and trade logics are not always compatible, the tension agencies experience when 

policing global hubs, arises from what has been described in policing studies as differences in 

guiding rationalities, which can have consequences for collaborative relations, as was shown in 

the first and second articles. Actors know it is important to be aware of the different interests 
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involved and to prevent them from colliding, and this article’s findings demonstrate that 

recognizing these differences can make it easier to handle them and achieve a harmonious 

relationship between the imperatives of trade and security.  

The empirical contextualization of policing global hubs also reveals how pivotal the logics of 

trade are in reconfiguring our understanding of contemporary security; it speaks to the debate 

on expanding conceptualizations of security. The findings show the salient position of security 

as service in policing practice in global hubs. The “customer is king” attitude (Eski, 2019), 

makes the service aspect of security particularly important for private actors, as can be seen in 

their contract and business strategy, and it is vital for guiding their practice. The connection 

between security and service is made apparent by policing agencies’ recognition that it is 

important to satisfy customers’ needs by making security part of the total experience of travel; 

they understand this can satisfy trade imperatives and companies’ desires for increased flows 

and speed. 

By examining the temporal imaginaries of global hubs, the article seeks to add empirical 

evidence to existing accounts, while also contributing new knowledge about how contemporary 

pluralized security governance both shapes, and is affected by, the imperatives of trade. 
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6. Concluding discussion and implications of findings 

This dissertation has examined policing and security practices at global hubs, taking Norwegian 

airports and maritime ports as examples. More precisely, it has studied how the agencies 

producing and delivering security and policing services in global hubs experience and perceive 

their collaborative relations and everyday practices when dealing with matters of security.  

Following this formulation of the overarching research objective and the four research questions 

presented in the introductory chapter, the dissertation aimed firstly to make sense of the 

practices of governance and the capacities of individual security agencies, with a particular 

emphasis on their experiences of everyday security and underlying mentalities, and the linkages 

and network responses observed between agencies. Secondly, by focusing on the interaction 

between collaborative relations on the one hand, and agencies’ experiences of security practices 

on the other, an effort was made to unpack the distinct nature of policing global hubs, which 

this dissertation sees as qualitatively different from other forms of policing and security 

addressed in the literature. A third aim was to help advance the methodological and analytical 

perspectives utilized in studies of security governance and plural policing, by connecting the 

broader discussion on security governance with the network governance and network theory 

literature. As this in-depth exploration of security governance and policing addresses the 

Norwegian context, the dissertation also aims to contribute to and extend the rather limited, but 

growing, literature on Nordic plural policing. Consequently, the four empirical articles that 

make up this dissertation addressed different dimensions of experiences of security practices 

and collaborative structures. Although they dealt with a variety of topics and relied upon 

different analytical perspectives, it is possible to discern some overarching observations 

concerning the policing of global hubs.  

In this concluding chapter, I will therefore elaborate on the key findings derived from the four 

articles and point out how they relate to the overall research objective and the four research 

questions. The first section summarizes the main findings and discusses how they engage with 

and advance the current literature on policing and security governance. Secondly, based on the 

findings, I raise a question about the empirical context from which these findings are drawn, 

asking if and how context matters. That is, does the fact that the dissertation is situated in the 

context of Norwegian and Nordic plural policing and security governance, have an influence 

on the empirical observations presented in it? This question is connected to the aim of 

identifying the distinct nature of policing global hubs. The following section will explore this 

further by discussing the findings in the light of the economic imperatives governing the 
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structure of global hubs, which involve notions of efficiency, speed and time and asks whether 

global hubs should be understood as generic or localized spaces. The final section points 

towards some avenues for future research.  

6.1 The public–private divide: Implications of differing interests for the experience of 

security and policing 

In the policing literature, it is recognized that contemporary practices of security and policing 

are shaped by pluralism, as reference is frequently made to the “extended policing family”, “the 

mixed economy of policing” and “the policing complex” (Crawford and Lister, 2004; Crawford 

et al., 2005; Jones and Newburn, 1998). Previous studies of airport and maritime port security 

have highlighted the importance of pluralization, privatization and multi-agency responses and 

partnerships (Berndtsson and Stern, 2011; Brewer, 2013, 2014; Eski, 2016a, 2019; Leese, 2016; 

Salter, 2008d). The current study clearly belongs to the literature on plural policing, in that it 

investigates collaborative relations and how various actors experience their security and 

policing practices in global hubs. Thus, the findings add to the literature on plural policing and 

security governance, and make an important contribution to the literature on airport and 

maritime studies (Bueger and Edmunds, 2017; Salter, 2008d). 

By examining the collaborative landscape of plural policing in Norwegian airports and ports, 

this dissertation has demonstrated that their security infrastructure involves multiple 

organizations, and has found extensive exchanges of information, expertise, resources and 

knowledge on security matters across organizational boundaries. This is not a novel 

observation, since Brewer’s (2014) account of policing the waterfront demonstrated the 

prevalence of partnerships and network exchanges, but it still offers new empirical insights 

relevant to ongoing conceptual debates about network and multi-agency models in plural 

policing. In particular, the findings described in the first article show that the conceptual pair 

of public-private is a salient feature of the vocabulary of policing agencies in the airport and 

port sector. The notion of public-private interests or mentalities is important for how agencies 

view themselves in comparison with others, and the way they seek to position themselves in 

collaborative efforts by referring to the public-private divide and the importance of differences 

in actors’ interests. The distinction between public and private is perpetuated by the various 

agencies involved in policing global hubs, which suggests that this is more than simply a 

reiteration of powerful traditional language inherited from the past.  
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The complexity of contemporary policing practices has led some observers to suggest that the 

changing patterns of security are calling into question the existence of a sharp dividing line 

between the public and the private, especially given the notion of hybrid policing actors (Button, 

2002; Johnston, 1992; Kempa, Shearing and Burris, 2005; Rogers, 2017). It has thus been 

argued that one should perhaps not “worry too much about the classical public-private divide 

in policing” (van Steden, van der Wal and Lasthuizen, 2015: 240). Similar sentiments lie behind 

the theoretical assumptions of the middle ground of hybridity, which include the view that the 

dichotomy between public and private is obsolete, and has lost its utility as an analytical lens 

to frame empirical observations of everyday practices of policing and security (Schuilenburg, 

2015). The main argument outlined in the first article takes issue with the conceptual 

assumptions of the middle ground. As already noted, in the empirical context analyzed, the 

policing agencies clearly relied on the traditional dividing line between public and private to 

navigate and make sense of their collaborative relations and exchanges, as is shown by the 

importance of sectoral allegiance and struggles over agreeing on objectives and aims when there 

are differences of interest (such as conflict between the economic ethos and the public interest). 

Similar structural conflicts and issues impacting collaboration have been observed elsewhere, 

both in the context of port security and in the broader plural policing literature (Crawford, 1997; 

Eski, 2016a; Gill, 2015), which suggests that the assessment presented in this dissertation 

provides empirical insight into how differences in interests are potential sources of conflict and 

may impede the development of effective collaborative practices. 

By challenging the notion of the middle ground of hybridity, the dissertation argues for the 

continued relevance of the public and private as analytical concepts in examinations of the 

everyday reality of plural policing, particularly when the divide is regarded as degree of 

difference rather than a total division. It is therefore considered more appropriate to examine 

the “publicness” or “privateness” of policing actors (Jones and Newburn, 1998), as a way to 

chart the interests, mentalities, or strategies of organizations located along the continuum 

between the two. The perspectives of nodal governance and anchored pluralism (Johnston and 

Shearing, 2003; Loader and Walker, 2007; Wood and Shearing, 2007), make it clear that the 

dynamic aspect of actors’ characteristics and relations is of particular importance for 

understanding how collaborative structures in plural policing evolve. This study, therefore, not 

only offers new empirical insights from plural policing in Norway, but also adds to the 

conceptual and theoretical debate on plural policing, by pointing to the implications for it of 

differences in interests and mentalities.  
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The analysis of the collaborative landscape of policing global hubs also revealed how network 

structures and the distribution of network power can vary considerably. In line with Eski’s 

(2016a) observations, asymmetry and inequality are experienced in collaboration in ways that 

cut across the public-private divide in the global hubs investigated in this dissertation. Building 

on ideas drawn from network theory, and in particular, concepts from social network analysis, 

the second article mapped the pattern of relations in the security networks in order to reveal 

the social structures present and to examine how power was distributed within networked forms 

of security governance and policing. This approach resembles Eski’s, but goes beyond it by 

offering a more in-depth analysis of the asymmetry of power within networked forms of 

governance. The empirical investigation of how network power was distributed within security 

networks also revealed the importance of taking into account the differences in actors’ interests 

and mentalities.  

The assessment showed that, in Norwegian global hubs, public policing agencies had 

considerable ability to control and facilitate the exchange of information and resources, and 

their network power far exceeded the influence exerted by private policing agencies. The public 

agencies were important “knowledge-brokers” (Ericson and Haggerty, 1997), although many 

of them viewed their private counterparts’ expertise, knowledge or perspectives as less valuable 

than theirs, as is shown in both article one and article two, suggesting that collaboration in 

global hubs is, at times, seriously constrained by a lack of equality and recognition of others’ 

competence and expertise across the public-private divide. Similar trends have been described 

elsewhere in the context of airport security (Berndtsson and Stern, 2011; Leese, 2016). It should 

be noted that the observations made in this dissertation concerning the positioning of public 

agencies in networks is at odds with Brewer’s (2014, 2017) descriptions of waterfront policing 

in the US and Australia, where private policing actors often acted as entrepreneurs by 

strategically positioning themselves within the networks. This raises the question of whether 

the Norwegian and Nordic context of the plural policing and security governance addressed in 

this dissertation may influence the empirical findings; this question will be discussed further 

below.  

Conceptual assumptions from the nodal approach and anchored pluralism played a crucial role 

in the analysis, in that the second article sought to operationalize these theoretical frameworks 

and make them better able to bear empirical scrutiny. By contextualizing them, the dissertation 

significantly advances the methodology for the study of plural policing and security 

governance. That is, by connecting the concepts of brokerage and homophily – borrowed from 
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social network analysis (SNA) – with nodal governance and anchored pluralism respectively, 

the dissertation made a conscious attempt to move the plural policing literature beyond its 

normative orientation. This responds to the call made by Whelan and Dupont (2017), who 

suggest that the lack of empirical studies employing social network analysis tools can be 

explained by the methodological challenges associated with this approach. As the dissertation 

makes clear, one way to move beyond using networks as metaphors is to offer policing scholars 

better grounded analytical perspectives and methodological tools for the study of the 

contemporary plural policing environment. While network perspectives have been discussed in 

the criminological literature (Morselli, 2013), SNA – which enables collaborative and relational 

structures to be unpacked – is still seen as a rather new approach in the field of policing and has 

been little used (but see Brewer, 2014; Dupont, 2006a; Nøkleberg, 2016). Applying SNA in 

this dissertation helps demonstrate some of the many possibilities it has for inquiry into 

phenomena in criminology and policing. 

This dissertation has also provided novel empirical insights into the way in which actors 

experience their everyday security practices, as can be seen in the third and fourth articles, 

which take a broader approach to unpacking the governance of security in global hubs and thus 

shed light on the third and fourth research questions. Thinking of governance as practices that 

appeal to security (Valverde, 2011) was deemed particularly useful, as it provided an excellent 

way to make sense of the empirical material. The dissertation examines how a variety of actors 

experienced the exceptional nature of security – which is a key feature of the contemporary 

landscape of global hubs – in their everyday practice, how they negotiated the imperatives of 

security and trade, and how the interaction of seemingly contradictory logics affects the 

practices of policing and security. By so doing, the dissertation adds to the limited, but growing, 

criminological scholarship on airport and maritime ports, as well as to security governance 

literature more generally.  

Through the conceptual lens of governance as practice, one could, for instance, see how 

instrumental logic, such as risk assessment techniques and preventive strategies, were crucial 

in the process of making security risk and threats more tangible and less unpredictable in the 

global hubs. This study’s observation of the fact that airport and maritime port security agencies 

actively relied on risk management and instrumental logics to mitigate risk is not unique – 

previous studies of aviation and maritime security, as well as others in the wider field of security 

studies, have noted the widespread use of risk-based strategies (Amoore, 2013; Aradau and van 

Munster, 2007; Eski and Carpenter, 2013; Gundhus and Jansen, 2019; Mythen and Walklate, 
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2008; Salter, 2007, 2008b). This dissertation shows, however, that the use of instrumental logic 

had various consequences for actors’ practices. In line with what others have observed (Jore, 

2019), one such consequence was that processes of bureaucratization emerged as a response to 

the uncertainty associated with the exceptionality found at global hubs. In particular, the study 

underscored how documentation played a central role in the governance of security, offering 

reassurance in situations of risk and vulnerability. This is similar to what has been described in 

the context of intelligence-led policing (Sanders, Weston and Schott, 2015), where crime 

analytics became important ways of demonstrating accountability and compliance in order to 

feel protected. This speaks to the influence of seemingly mundane and quotidian activities on 

security practices. The framework of the everyday has therefore been valuable for 

understanding the empirical reality of policing and security governance at global hubs. The 

dissertation argues, in agreement with Crawford and Hutchinson (2016b), that everyday 

security is of great interest because it enables rigorous analyses of experiences of security 

governance practice. 

The findings presented in the third article, which addresses the research question concerning 

how actors experience security and policing practices, also point to the importance of what is 

referred to as the human dimension of security practices. In the face of the consequences of 

exceptionality, agencies developed strategies to cope with uncertainty, relying on the notion of 

everyday security consciousness. As a result, actions, such as asking simple questions to 

identify risks, which had been seen as rather mundane, were now perceived by agencies as 

decisive factors in the efficacy of governing security at global hubs. Reliance on “human 

capital” in the context of airport security has been observed elsewhere, together with the belief 

it could be made more valuable by using security-awareness programs (Schouten, 2014). By 

thinking in terms of everyday security consciousness, the dissertation shows, that novel insights 

can be gained into the embodied and emotional experience of security and risk in the face of 

the exceptionality that agencies tend to experience at global hubs. It therefore adds a layer of 

analysis which stands in contrast to the more traditional legal-theoretical considerations of 

Schmittian and Agambenian frameworks of exceptionality that predominate in the current 

literature. 

As the introductory chapter and the empirical contextualization of this dissertation made clear, 

the global hubs under investigation are vital spaces for the networked economy and are key 

points of passage in the interconnected global systems of flows, in which many organizations 

value efficiency, speed and time. At the same time, airports and ports are vulnerable spaces in 
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need of security and protection. It has been noted above that multiple actors make up the 

security infrastructure of global hubs and may have very different mentalities and interests. 

Because they have to bear in mind that global hubs are focal points for economic prosperity and 

are faced with transboundary security risks (Eski, 2016a; Leese, 2016; Leese and Koenigseder, 

2015; Salter, 2008d; Schouten, 2014; Sergi, 2020a, 2020b), actors may be trapped between 

contradictory interests and strategies in their everyday efforts to produce secure environments. 

How, then, do these interactions unfold in the empirical reality of global hubs? To answer this 

question, the fourth article analyzed how security and policing actors experienced the 

balancing act that becomes necessary when seemingly contradictory logics converge; in this 

regard, the use of the concepts of governance as practice and everyday security was also fruitful. 

In particular, it drew attention to how actors negotiate the imperatives of security and trade in 

everyday life. Examining the way this plays out in Norway, revealed that policing agencies are 

indeed affected by, and often seek to adapt to, commercial demands for the efficiency and speed 

that are necessary for trade to flourish. Agencies’ practices were, for example, affected by the 

ambitions, actions and decisions of others, which in many ways reflect different temporal 

understandings.  

Previous studies have illustrated how the spaces of airports and ports are connected and 

integrated to the government of time (Salter, 2008a). The global hubs examined in this 

dissertation can be viewed as being immersed in various temporal imaginaries, which suggests 

that the temporalization of security is of interest (Valverde, 2011, 2014). Although temporal 

aspects of security have been addressed previously, often with an emphasis on risk and pre-

crime (Mythen and Walklate, 2008; Zedner, 2007), the current study of global hubs suggests 

that the temporal dimension observed also involves something quite different from perspectives 

concerned with the past, present and future of security measures and crime control. The 

empirical contextualization of policing global hubs indicated that efficiency and speed are 

concomitants of the immense volume of flows needed for commercial success. One example of 

how this affected practices of security was the way border police experienced the ever greater 

passenger flows caused by the commercial logic of other (private) actors. They did so by 

adapting their practice to meet the demands of others whose interests were based upon different 

temporal understandings. As security and trade logics are not always compatible, this can lead 

to experiences of frustration among the agencies, and bearing in mind the above findings on 

collaborative structures, this frustration can be connected to differences in guiding mentalities.  
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By unpacking how security and policing agencies experienced the interaction of the imperatives 

of security and trade, the study contributes to our understandings of security governance, and 

particularly to the debate on expanding conceptualizations of security (Bourbeau, 2015b). In 

broadening the discussion of security, the analysis of this project indicated that agencies are 

becoming part of a commercialized security order, obeying the imperatives of trade and 

adopting its distinctive temporal orientation towards vast volumes of flows, speed and 

efficiency. The findings concerning the fourth research question indicate that agencies 

responsible for governing and securing flows at global hubs adopt what has been called a 

“customer is king” attitude to security (Eski, 2016a, 2019). The practices observed at the global 

hubs in this study are connected to an understanding of security as service: agencies seek to 

satisfy their customers’ demands. Public policing agencies are particularly affected by this. It 

should be emphasized that this differs from serving the interests of an employer, as the work 

on private security by Shearing and Stenning (1981) made clear. Policing and security agencies 

wanted to have satisfied customers, as this was good for business, and this aim was integral to 

organizations’ business strategy.  

Overall, the investigation of Norwegian airport and port security and policing undertaken in 

this study contributes to a more nuanced understanding of plural policing and security 

governance, not least because it addresses an empirical context outside of the Anglosphere. 

Moreover, examining how policing and security agencies experience and perceive their 

collaborative relations and everyday practices, offers a criminologically informed 

understanding of what characterizes the unique institutional environment of policing global 

hubs, which consists of a plethora of actors, guided by different mentalities and interests that 

occupy various points on the continuum of publicness-privateness. As the security and policing 

actors of global hubs deal with transboundary security risks and threats, they are increasingly 

involved in collaborative practices, which cut across organizational boundaries, and take part 

in extensive exchanges of network resources. These collaborative relations are often affected, 

and even constrained, by differences in mentalities and interests, and this can lead to frustration 

and power struggles. The influence of such differences is also to be seen in actors’ experiences 

of everyday practices of security. The demands for efficiency and speed associated with the 

imperatives of trade affect policing and security actors’ governance practices and collaborative 

relations, which means that policing global hubs is deeply affected by various temporal 

imaginaries – this is part of the unique nature of the institutional environments of global hubs.  
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6.2 Policing global hubs as a matter of Nordic policing exceptionalism? 

The dissertation’s findings relate to Norwegian airport and maritime port security. The fact that 

the study examines Nordic plural policing and security governance, raises questions about how 

this might influence the empirical observations that are presented, since much of the literature 

on plural policing in general, and on security networks in particular, originates from the 

Anglosphere. The study is therefore a response to a recognized need for studies of plural 

policing in other empirical contexts outside the Anglosphere (O’Neill and Fyfe, 2017; van 

Stokkom and Terpstra, 2018). In this regard, it has been suggested that attention should be paid 

to historical, cultural and political dimensions to help explain convergences and differences in 

contemporary policing practices. So then, is there anything connected to historical, cultural and 

political factors in the Nordic context of policing that has influenced the empirical findings in 

this dissertation?  

In chapter two, historical developments in policing in Norway were outlined, and the crucial 

position played by the public police was pointed out, though the proliferation of private policing 

bodies was also acknowledged. It is therefore not surprising that the findings in this study reveal 

that pluralization in policing and security governance is also present in the environment of 

global hubs in Norway. The plural responses observed match what has previously been 

described in the context of airports and ports (Brewer, 2014; Eski, 2016a; Olsvik, 2015; Salter, 

2008d; Van Sluis et al., 2012) and in policing more generally (Bayley and Shearing, 2001; 

Crawford et al., 2005; O’Neill and Fyfe, 2017; Terpstra and van Stokkom, 2015; Wood and 

Dupont, 2006), but the empirical assessment of this dissertation is that public policing agencies 

tend to occupy the most central positions and thus have far more power to influence the course 

of events than private policing agencies. This goes against the claim made by Brewer (2017) 

that there has been a significant “paradigm shift” in policing and crime control, whereby, 

because of “entrepreneurial” imperatives, private policing agencies take over the dominant 

positions in plural policing and security governance. 

Historically, the ideals, discourses, and organization of the public police in the Nordic countries 

have been rooted in and affected by the ideology of the Scandinavian welfare model, which 

features an extensive role for the state, a wide scope for public policies, social cohesion, 

conformity and egalitarianism (Esping-Andersen, 1990; Pedersen and Kuhnle, 2017). This has 

led the Nordic policing model to be characterized by a strong state apparatus (Holmberg, 2014; 

Høigård, 2011; Wathne, 2018), and along with the strong position of the welfare state model, 

the public police is generally considered the main provider of policing services (Gundhus and 
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Larsson, 2007). In comparative policing research, it has therefore been argued that 

contemporary Nordic policing constitutes a distinctive system (Devroe, Edwards and Ponsaers, 

2017; Houtsonen and Huotari, 2019; Virta and Taponen, 2017), which can have implications 

for the way in which security governance arrangements function. In particular, the public police 

are largely unitary, state-organized and centralized forces (Høigård, 2011; Ugelvik, 2016) and 

generally enjoy a high level of trust among citizens (Bradford and Jackson, 2016; Kääriäinen, 

2007; Thomassen and Kääriäinen, 2016). In comparison to the Anglosphere, where scholars 

often situate plural policing in neoliberal discourses and where private sector mechanisms thrive 

(Loader, 1999; Loader and Walker, 2007; van Stokkom and Terpstra, 2018), the Nordic 

policing model has been more reluctant to accept neoliberal perspectives, as will be further 

explored in the next section.  

Because of these distinctive historical and political features, and the notion of Scandinavian or 

Nordic penal exceptionalism (Pratt, 2008a, 2008b), some observers have framed the 

contemporary landscape of policing through the lens of Nordic policing exceptionalism 

(Ugelvik, 2016), which is assumed to have implications for how public policing agencies are 

organized and how they are demarcated from other (private) policing bodies. Although not 

making an explicit argument for Nordic policing exceptionalism, previous studies of Nordic 

collaborative structures and security networks have shown the dominant role of the state, with 

the governance of security being anchored and controlled by the public agencies (Nøkleberg, 

2016). In the case of the plural policing of fraud in Sweden, it has been argued that “state 

sovereignty is continuously being reaffirmed in the set-up of power, and thus influences plural 

policing practices and professional identities” (Stenström, 2020: 36). Similarly, studies of local 

crime prevention strategies in Norway have highlighted how practices of crime prevention are 

developed by and integrated in municipal institutions and the police (Egge and Gundhus, 2012). 

The empirical evidence provided in this study concerning the pivotal role of public policing 

agencies in collaboration at global hubs, indicates the relevance of anchored pluralism to 

explaining the distinct social structure of the networked policing, which emphasizes the power, 

both symbolic and regulatory, cultural authority, and distinctive capabilities of the state (Loader 

and Mulcahy, 2003; Loader and Walker, 2007). 

Although framing the findings as an example of Nordic policing exceptionalism may offer 

valuable insights, the perspective does not fully capture the current empirical situation at global 

hubs. As with the Janus-faced nature of Nordic penal exceptionalism (Barker, 2012; Ugelvik 

and Dullum, 2012), nuances seem to exist in the realm of policing. As is shown in the current 
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study and by others, there is clear evidence of the pluralization of policing, as private-sector 

agencies (together with other public agencies) encroach on the preserve of the public police 

(Bjelland and Vestby, 2017; Kammersgaard, 2019; Stenström, 2018, 2019; Søgaard, Houborg 

and Tutenges, 2016). Although the “political, cultural and emotional norms and sentiments” of 

the Nordic countries “fostered a resistance to – and did for a long time hamper – the 

marketization of policing” (Hansen Löfstrand, 2019: 16), the traditionally state-centered model 

of Nordic policing has been put under pressure by the emergence of marketization and 

privatization – in the same way as policing in the Anglosphere. Moreover, it has been pointed 

out that the Norwegian police has been transformed by new public management reforms, with 

their strong emphasis on efficiency and quantifiable results, which has narrowed the police’s 

core tasks (Wathne, 2018, 2020). While this might be true for some elements of local policing 

(e.g. street-level policing in public areas), greater challenges seem to be present in the context 

of global hubs, which are more politicized and considered essential to national security. As was 

made clear in the introductory chapter, in Norway, airports and ports are seen as sites of critical 

infrastructure, where the government and its institutions have a particular responsibility for 

maintaining security and policing which, along with the continuing importance of the Nordic 

welfare model, may explain the central position occupied by public actors observed in this 

study.  

By demonstrating the salient role public policing actors play in policing global hubs in Norway, 

the dissertation questions whether the paradigm shift in policing and crime control observed by 

Brewer (2017) can be said to be universal. It also suggests that studies of plural policing should 

pay greater attention to the empirical context from which they draw their findings, to avoid 

neglecting significant local nuances (Lum and Fyfe, 2015). This is not to say that the 

contribution of private agencies to policing are irrelevant or that such agencies can never occupy 

prominent roles in plural policing and security networks – they certainly can, and do at times 

(Button, 2002; Wakefield, 2003, 2008; White, 2010, 2012). However, this dissertation 

understands the composition of plural policing and security governance to be a question for 

empirical inquiry rather than something to be assumed a priori. 

6.3 Global hubs: Generic or localized spaces? 

As chapter two made clear, there is a widespread desire to harmonize the regulatory regimes of 

aviation and maritime security across countries. Furthermore, as mentioned in the chapter, the 

principle of One-Stop Security in the aviation sector, which involves the recognition of the 
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equivalence of security measures in different countries, is one example of the effort to create 

this harmonization. Bearing in mind the standards set out by the international organizations and 

the European Union, it can be expected that the Norwegian policing and security agencies’ 

efforts to govern security in airport and maritime port spaces will resemble those of agencies 

operating in other countries, particularly those within the EU. There will, of course, be some 

differences in terms of local threat and risk assessments, but the regulations place restrictions 

on how far local adjustments can go. The shared frameworks suggest that the security 

environment will be largely uniform. It has previously been illustrated that security and policing 

in maritime ports share some similarities concerning the operation, precisely because many 

ports are seeking to be in compliance with the ISPS-Code (Eski, 2016a), which points to 

tendencies for global hubs to be generic spaces. 

The regulatory regimes, however, are not the only factors contributing to standardization. 

Neoliberal ideas have affected spaces in global hubs, as can be seen, for instance, in the 

increasing pluralization of stakeholders and the outsourcing of security provision at airports and 

ports to private companies (Leese, 2016). The influence of neoliberalism, mainly through 

marketization, deregulation and privatization has also led to the restructuring of the governance, 

ownership, control structures, and management of airports and maritime ports around the world, 

a major driver being the desire to increase efficiency and improve commercial performance. 

There seems to be a general trend in the aviation and maritime sectors to increasingly resort to 

privatization or deregulation in terms of ownership. In today’s landscape one finds different 

structures such as publicly-listed companies or companies privately owned by large global 

investment funds (Baird, 2002; Cullinane and Song, 2002; Davis, 2007; Gillen, 2011; IATA, 

2018). In aviation, fully privatized airports are to be found in both Australia and the UK. The 

UK was a front-runner in this regard: in 1987, the British Airports Authority (now Heathrow 

Airport Holdings Limited) was sold and listed on the London Stock Exchange. A large 

consortium, with international owners, later acquired it. Similarly, maritime ports have seen 

changes in their governance structures, with increasing outsourcing of services to private actors. 

It has been argued that the evolution of port reforms, which picked up speed in the 1980s, should 

be understood as being impacted by the reorganization of public power, a scarcity of 

government resources, and the rise of neo-liberalism (Debrie, Lavaud-Letilleul and Parola, 

2013; Ferrari, Parola and Tei, 2015). In the maritime context, Australia and the UK are again 

among the countries that have adopted strategies of privatization, with the majority of ports 

being wholly owned and managed by private companies. Many other European ports have 
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chosen the landlord model, whereby port infrastructures are in the hands of some kind of public 

body and then leased to private operating companies.  

The neoliberal discourse also exerts an influence on global hubs in another way. That is, the 

commercial imperatives that characterize contemporary airports and ports, which depend on the 

notions of speed, time, and efficiency, attach great importance to improving dwell-time to boost 

profits and consumption (Lloyd, 2003; Salter, 2008a). To take the example of aviation, airport 

revenue mainly derives from two sources: aeronautical operations (such as terminal space 

rentals and airline landing fees) and commercial operations (such as retail concessions, car 

parking, and advertising). Several observers have pointed out that commercial revenues have 

not only grown faster than aeronautical revenues, but have also become equal to or even more 

important than them in recent years (Bilotkach, Clougherty, Mueller and Zhang, 2012; Zhang, 

Fu and Yang, 2010). The increasing importance of passenger spending has consequences for 

the way in which airports organize and structure their businesses, as attention needs to be 

directed towards the commercialization and marketization of their retail space, in addition to 

taking care of the traditional operational efficiencies of airside activity (Gillen, 2011). This 

orientation towards commercial imperatives as drivers for development seems to be a factor in 

the generic nature of global hubs, where spaces in different countries share many similarities in 

how they are structured and the activities they prioritize.  

It should be noted, however, that the influences of neoliberalism may be spatially disparate 

(Peck and Theodore, 2007). Dyson (1980) argues that, in most western political systems, the 

dominant state traditions are primarily shaped by the state’s relation to civil society. In the 

Anglocentric contexts where full-fledged privatization strategies for airports and ports have 

mainly been implemented, the state normally has a less dominant role in society (Peters and 

Painter, 2010). In such countries, there is a clear distinction between the state and civil society, 

and the distinction causes more emphasis to be placed on private actors and their significance 

for innovation and development, particularly that organized and coordinated by means of a 

competitive market (Hall and Soskice, 2001). Neoliberal strategies and private sector 

mechanisms – including competition, entrepreneurship and the contracting out of services – 

tend to thrive and evolve in such environments. In contrast, Norway (and Nordics more 

generally) has been more reluctant to accept and implement neoliberal approaches and the state 

is perceived to have a much more prominent role in society. This must be seen in relation to the 

importance of the Nordic welfare state model. In this regard, Peters and Painter (2010: 6) 

suggest that this is “a more organic view, in which state and society are intertwined to the extent 
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that it is almost impossible to separate them”. Although the public sector has increasingly been 

affected by new public management reforms (Christensen and Lægreid, 2004, 2007), strong 

state involvement means the government is reluctant to blur the lines between the state and the 

market (van Riemsdijk, 2010). This is a reminder of the importance of being sensitive to the 

contextual and institutional aspects of countries, by taking into account their local traditions 

and practices. 

6.4 Future research  

This final section will point to potential areas for future research that are suggested by the 

findings presented in the dissertation. This study provides a criminological understanding of 

policing global hubs, adding new empirical, methodological and conceptual insights to a 

growing literature concerned with governance practices in the realm of transportation security. 

Although criminologists have started to pay more attention to the spaces of airport and maritime 

ports and to seek to conceptualize agencies’ practices, other spaces and modes of transportation 

have received significantly less attention. As this dissertation has made clear, the hubs of 

airports and ports are integral parts of the global networked economy and are inevitably exposed 

to numerous security risks, such as terrorism, illegal trafficking of goods and humans, and illicit 

activities such as theft. Similar phenomena could be examined in other transportation hubs, 

such as railways, metros, and buses. In this regard, it has been pointed out that such transit 

stations too are “risky facilities”, as they are potential crime attractors and crime generators (La 

Vigne, 2015; Newton, Partridge and Gill, 2014; Smith and Clarke, 2000). Little is known, 

however, about how policing and security governance are performed in such public transport 

systems. Their apparent similarity to ports and airports, with regard to the actors involved, their 

significance to the economy, and the security risks present, suggest the need for more 

empirically grounded research to gain an understanding of them. Explorations of policing and 

security practices in other transit stations than those addressed in the current study would have 

the potential to offer new perspectives and nuances, and help provide a more holistic view of 

policing the unique spaces of global hubs.  

The Nordic research on plural policing that this dissertation engages with and advances on is 

developing rapidly (Gundhus and Larsson, 2007; Hansen Löfstrand, 2019; Kammersgaard, 

2019; Lomell, 2007; Nøkleberg, 2016; Saarikkomäki, 2018; Saarikkomäki and Kivivuori, 

2016; Stenström, 2018, 2019; Søgaard, Houborg and Tutenges, 2016). However, our 

understanding of the Nordic context would nonetheless benefit from more studies addressing 
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different aspects of plural policing arrangements, with the trend for the privatization of public 

space and its policing practices being one possible area where the empirical scope could be 

expanded (but see Kammersgaard, 2019). In the debate on Nordic policing exceptionalism 

(Ugelvik, 2016), comparative perspectives are a central issue: there is a need to examine 

different empirical contexts and make comparisons across countries, both within the Nordics 

and internationally. Against this background, putting more emphasis on the Nordic context will 

inevitably contribute to a richer theorization of the nature plural policing in the area, by 

capturing convergences and differences in contemporary practices.  

This dissertation has argued for the usefulness of applying techniques and analytical tools from 

social network analysis to unpack various aspects of network structures in plural policing and 

security governance, which are seen in relation to the perspectives of nodal governance and 

anchored pluralism. Following Whelan and Dupont (2017), it is suggested that social network 

analysis has much to offer in empirical studies of plural policing as a means to operationalize 

these theoretical frameworks, and to provide insights into the macrostructures of whole 

networks, as well as the micro-properties of relationships linking individual actors. As already 

noted, while there is growing interest in utilizing concepts from network theory in relation to 

policing, there remains a lack of empirical studies employing the perspectives of SNA to 

explore the complex nature of contemporary plural policing. One potentially fruitful avenue for 

research on plural policing seeking to address questions of how and how much would be to 

make use of concepts and analytical tools drawn from network theory. 
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ABSTRACT
The increasing pluralisation of policing and the changing patterns of
security have in the past decades called into question the sharp dividing
lines between the ‘public’ and the ‘private’. For instance, Marc
Schuilenburg ([2015. The securitization of society: crime, risk, and social
order. New York University Press]) outlines the notion of the middle
ground – where everything is becoming hybrid – which fundamentally
changes the relationships and practices of policing agencies, making the
conceptual pairs of public-private obsolete. However, by examining
policing collaboration in the airport and maritime port environment in
Norway, the empirical findings in this article reveal that the public-
private divide is still salient to the various policing agencies. The
findings are at odds with the conceptual and empirical assumptions
about the middle ground of hybridity in policing. The article
demonstrates that both public and private policing agencies strongly
rely on the traditional dividing lines of public and private to navigate
and make sense of their practices and relations, as well as their own
sense of identity in a complex policing environment. The article
discusses the implications of these findings.
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Introduction

Historically and theoretically, the public-private divide has been crucial for understanding govern-
ment involvement in many of the key issues of social and political analysis (Weintraub 1997,
Owens 2008). Within criminological inquiry, the divide has been important to understand various
policing actors’ involvement in crime control. The increasing pluralisation of policing and changing
patterns of security provision have called into question the sharp dividing lines between the
‘public’ and ‘private’. Security, formerly perceived as the monopoly of the state, is now delivered
by a wide range of actors operating alongside each other (Bayley and Shearing 1996, 2001, Johnston
and Shearing 2003, Dupont 2006a, Schuilenburg 2015). This significant transformation in how poli-
cing is organised also seems to produce a demand for different policing agencies to seek partner
organisations to collaborate with to govern security effectively. Thus, ‘the pursuit of security’
(Zedner 2009) requires communication, coordination, and exchange of information, knowledge,
expertise, and resources across organisational boundaries. Consequently, the past decades have
seen the emergence of a range of new governance, policing, and security configurations that
clearly transcend the public and private divide.

Several academic observers have, since the 1990s, related this development to the proliferation of
hybrid policing actors (Johnston 1992, Button 2002, Dupont 2006a, Rogers 2017). Given the complex-
ity of policing provision, Johnston (1992) and Kempa et al. (2005) suggest that the public-private
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dichotomy has lost its utility and has eroded. An even stronger claim is found in the writings of Schui-
lenburg (2015), who argues that the securitisation of society causes the public and private to be so
interwoven that there is little use in considering only one of them. The public-private divide, accord-
ing to Schuilenburg, is too narrow and lack nuances, making it challenging to apply in the exploration
of everyday practices of policing. More importantly, Schuilenburg argues that the dichotomy is
increasingly fading, giving way to the middle ground, where everything and everyone is becoming
hybrid. Schuilenburg (2015, p. 15) claims that it is both ‘confusing and inaccurate to continue to use
such dichotomies when the facts cast doubt upon the characteristics of these terms’. According to
the accounts of Schuilenburg, the idea of hybridity seems, then, to denote growing similarity and
even sameness between public and private actors.

While not disputing the value of such predicaments, the article argues that the theoretical
assumptions of the middle ground of hybridity, where the dichotomy of the public and private are
claimed obsolete and lost utility, may create analytical vagueness, and thus be of limited use in
understanding the empirical everyday practices of policing and security. As such, the article questions
the claim that the move to the middle ground makes it inaccurate to continue to rely on the notion of
public and private in empirical analyses. That is, the idea of the middle ground seems to lead to an
under-recognition of difference, particularly when hybridity is assumed a priori, and defining
elements of the public and private tend to be undervalued. The empirical findings of this article
suggest that policing agencies continue to use the vocabulary of public and private to make sense
of their practices and relations. More importantly, the distinction between public and private is
being perpetuated by the agencies. This raises a crucial question: to what extent do the theoretical
assumptions of the middle ground of hybridity stack up to empirical scrutiny? That is, does the idea of
hybridity, in the sense outlined by Schuilenburg, obscure significant differences between agencies,
particularly as regards their interests and mentalities? Given this, it is appropriate to highlight the
importance of difference by revisiting the dividing line of public and private, and examine its continu-
ous empirical and analytical value when considering policing and security.

In order to address the question, the article revisits the public-private distinction by examining the
relational and collaborative properties of policing agencies within the maritime port and airport
environment in Norway. Exploring collaboration to shed light on the importance of difference is a
fruitful point of departure, as collaborative practices create spaces in which different interests, men-
talities or rationalities can meet. Within such spaces, the policing agencies are often confronted with
the potential ‘blending of different elements or attributes into a new combined form’ (Waring 2015,
p. 346), that is of hybridity or sameness. However, whether such blending and mixing take place is an
empirical question rather than something that can be assumed a priori. Drawing on qualitative inter-
views with key policing agencies and survey data on perceptions of collaboration, the article aims,
first, to explore whether differences arising from the public-private divide make any difference to
how these agencies perceive collaboration and partnership. Secondly, it aims to examine the
impact of such differences on collaboration processes, by focusing in particular on power relations,
information sharing and the exchange of resources and expertise.

The article is organised in five main sections. It begins with a review of the relevant literature on the
middle ground of hybridity and the public-private divide. Following these theoretical considerations,
the next section sets out to contextualise these discussions by describing and examining part of the
collaborative landscape of airport and port policing in Norway. The next section outlines the research
methods and design of this study. This is followed by a presentation of the empirical analysis of how
collaboration is understood and negotiated across and within the public-private divide. The concluding
section discusses the findings and identifies the implications for future research.

The middle ground of hybridity and the public-private divide

References to the notion of plural policing are now commonplace (Terpstra and van Stokkom 2015).
To understand this plurality, reference has been made to ‘policing beyond, below, above, and
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through the government’, ‘the policing complex’, and ‘the mixed economy of policing’ (Jones and
Newburn 1998, Loader 2000, Crawford et al. 2005). These studies have a shared understanding of
the notion of plurality, where actors can take many forms.

As noted, Johnston’s (1992) efforts to conceptualise the field of policing provision introduced the
notion of hybrid policing to cover all policing agencies (both public and private), other than the
public police or private security. Without any clearer description, though, hybridity seems to
denote those organisations whose status and practice cut across the public-private divide (Rogers
2017). According to this understanding, the category of hybrid policing agencies is potentially very
broad, as is shown by Button (2002). Yet, such an understanding of hybrid policing seems to be some-
what limited, as it may merely indicate the existence of pluralism (which is well documented), in the
sense that different policing agencies now operate alongside each other. Schuilenburg (2015) out-
lines the middle ground and suggests that within this space everything and everyone are increasingly
hybrid. To fully grasp the idea of the middle ground of hybridity, one can draw on insights from the
public administration literature, where hybrid solutions have received considerable attention. Within
the frames of public administration, hybridity is described in terms of the ‘mixing’, ‘combining’, and
‘blending’ of different elements, tasks, values and organisational forms into new configurations
(Christensen and Lægreid 2011, Gittell and Douglass 2012, Gulbrandsen et al. 2015). It is further
argued that hybridisation can occur through the processes of acculturation (learning), adaptation
(modification), and appropriation (borrowing) (Waring 2015). Similarly, several observers have
suggested that, as organisations work together over time, they may become more similar, particularly
in terms of their cultural outlook (Fossestøl et al. 2015, Whelan 2016, Whelan 2017). That is, agencies
will tend to harmonise or incorporate, either consciously or unconsciously, the institutional logics,
mentalities, interests, or strategies of others – a process similar to that of institutional isomorphism
(DiMaggio and Powell 1983). In this sense, hybrid configurations are understood as a fusion of
ideas and practices from different governing systems, which creates increasing similarity between
agencies – and thus the idea of sameness emerges.

Bearing this in mind, then, the middle ground of hybridity of policing now becomes more explicit.
When exploring the dynamic perspective of security governance, Schuilenburg (2015) suggests that
the middle ground of hybridity is a way out of the static and fixed categories of public-private.
According to Schuilenburg (2015, p. 129), ‘the middle forms the basis from which relations
develop and elements from various practices attach themselves to one another to form new combi-
nations’. These new fluid configurations result in a hybrid security model understood as a security
assemblage, and the emphasis is on the indeterminacy of the elements that make up the middle
ground of hybridity (Schuilenburg 2015). The way policing agencies blend features, leading to an
increasing similarity has been observed, for example by van Steden et al. (2015), who show that
the occupational motivation and professional values of police officers and private security guards
are more alike than different. Although some differences can be observed, the similarities are
more pronounced and it is suggested that a ‘shared security ethos’ exists across sectors. White
and Gill (2013) and White (2014) show, when exploring the public good and market rationalities of
the police and private security, that ‘what we are more likely to witness is a complex blurring of
relations and rationalities across the traditional public–private divide’. That is, public police and
private security ‘draw upon a mix of rationalities to inform their actions: sometimes they draw
upon public good rationalities, other times they draw upon market rationalities; often they draw
upon both at the same time’ (White and Gill 2013, p. 89). It is precisely this mixing and blending
of elements that support the idea of the middle ground of hybridity. Thus, relying on the notion
of public (good) and private (market logics) in analyses does not preclude the existence of hybridity
in policing.

It is important to note that, although the distinction is frequently called into question, the public-
private divide still seems to have importance for public political imaginaries (Owens 2008) and, within
academic debate, the distinction is still frequently drawn (Wakefield 2003, Gimenez-salinas 2004,
Diphoorn and Berg 2014). From a sectoral point of view, an agency is deemed public if it is part of
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the state or government, funded out of taxation, and offers universal or monopolistic provision. If ser-
vices are provided by a for-profit organisation via the market and involve contracts and competition,
they are private. However, such a distinction, based on sectors, is too simplistic, given the pluralised
nature of policing. Though recognising its limitations (e.g. the divide is not useful to sort organis-
ations into neat categories), Jones and Newburn (1998) suggest that it still has value as a didactic
tool and should be seen as a continuum, with public/state provision at one end and the market at
the other. Thus, it indicates a degree of difference rather than a fundamental one. As such, the dis-
tinction must be considered in terms of agencies’ ‘publicness’ and ‘privateness’, and the interests,
mentalities, or strategies of organisations may be located along this continuum. In line with this
reasoning, White and Gill (2013) and White (2014) expand our understanding of the rationalities of
the public good and the market with regard to policing partnerships. Although their conclusions,
as shown above, suggest hybridity in that the policing agencies under investigation frequently
rely upon a mix of rationalities to guide their actions, their argument also shows how the exact com-
position of rationalities and distribution along the spectrum of publicness and privateness should be
understood as an empirical question. That is, one cannot assume that private providers follow the
market logic and public agencies are guided by public good rationalities, but it is equally true that
one cannot take it for granted that there will be similarity and hybridity among policing agencies
– sameness may occur, but the importance of focusing on difference is equally valid.

Numerous previous studies have sought to examine the public-private divide by empirically study-
ing the relationships and collaboration between public and private agencies (Bayley and Shearing
1996, Wakefield 2003, Crawford et al. 2005, Jones and Newburn 2006, Ayling et al. 2009). This
body of literature suggests that differences in organisations’ degree of publicness-privateness may
influence various aspects of such relationships. Previous studies show that collaboration processes
may involve extensive exchange of information, resources and expertise (Crawford 1997, Bjelland
and Vestby 2017). However, several barriers to exchange have been observed, including lack of open-
ness and motivation, unwillingness to share, cultural differences, and structural or legal limitations
(e.g. issues to do with confidentiality or lack of resources) (Ayling et al. 2009, Crawford and Cunning-
ham 2015). Such barriers may cause considerable frustration and conflict, and lead to intense power
struggles (Crawford 1997).

Based on this, we can see that hybridity of policing, following the accounts of the middle ground,
is not a development that can be simply assumed, but one demanding a close empirical examination
of everyday practices of collaborative efforts and relationships. This will be undertaken in the follow-
ing sections.

Standardised regulation and the collaborative landscape of aviation and maritime
policing in Norway

Ports and airports can be seen as prime sites for studying public-private collaboration, as well as
meeting points between high and low policing (Brodeur 2010). Such areas are central nodes in
the infrastructure of globalisation (Salter 2008, Brewer 2014, Eski 2016), where the constant flow of
people, goods, and capital are policed and regulated. This highlights an important linkage
between security and flow. Airports and ports are spaces that need to be secure – both the
spaces themselves and the flows that pass through them.

In view of new risks and vulnerabilities, airports and ports are places of intensified regulation
(Salter 2008), whose international dimension is a prominent feature. This, however, is not surprising
as, by its very nature, aviation and maritime security seem to demand an international response.
These places are understood as national spaces connected to international ones, since aircraft and
ships traverse national jurisdictions. In the case of Norway, the national regulation of aviation and
maritime security is influenced and closely bound by international conventions (e.g. ICAO’s Annex
17, or the ISPS-code1) and EU-regulations. An important feature of these regulations is that they
seek to establish common standards for different countries as regards aviation and maritime security.
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Consequently, Norwegian policing and security agencies’ efforts to govern security in these spaces
can be expected to resemble those of agencies operating in other countries, particularly European
countries. The regulatory framework suggests there is a standardised and harmonised security gov-
ernance of these spaces.

The security infrastructure at airports and ports often involves multiple organisations operating
with different mentalities and interests, which span the public-private divide. To meet challenges
associated with the policing of flows, various agencies are increasingly involved in partnerships,
either as a direct consequence of standardised regulation or through voluntary engagement. The
situation is further complicated by the fact that airports and ports are seen as both national points
of access (involving e.g. border control and national security) and sites where economic and business
imperatives prevail (e.g. those of airlines and airport operators). Policing agencies may thus be
trapped between contradictory logics and strategies (collective and individual, public and private
interests), which can affect the interaction between agencies.

In the case of Norway, policing organisations at airports and ports devote considerable time
and resources to collaboration. At Oslo Airport, the police and customs have a shared interest in
securing the border, and this creates numerous opportunities for collaboration. These agencies
have, for instance, established several temporary joint operations directed at policing illicit
cross-border flows. The agencies have also established a formal interagency intelligence unit. The
formalisation has enabled new and extensive sharing of information across organisational bound-
aries. In addition to these public-public arrangements, there are numerous public-private partner-
ships operating to police the flows, ranging from information exchange and joint operational
activities to formalised and strategic contacts points, such as local security committees and a
crime prevention forum.

The collaborative policing environment of ports in Norway has many similarities with what
happens in airports. There are several active local inter-agency and public-private partnerships and
networks on the waterfront, with varying degrees of formalisation. Following recommendations
made in the ISPS-code, port security committees are thought to have led to an increased commit-
ment, locally, to working on crime and security at the waterfront. In the ports of Stavanger and Kris-
tiansand, for example, these informal forums seem to facilitate information-sharing across public-
private organisations. Because of their informal character, they evolve rapidly and their exact
nature varies according to circumstances.

An interesting feature of the policing environment is the possible influence of regulatory
practices on collaborative relations. The Ministry of Transport and Communications has delegated
responsibility for implementing aviation and maritime security to two regulatory entities. To
ensure compliance, these authorities conduct regular audits. By definition, then, these regulators
have the capacity to exercise control over others and some of the interaction with other (policing)
agencies may be governed by hierarchical control. Nonetheless, the regulatory practice found in
the airport and port environments share resemblances with the ‘responsive regulation’ model
(Brewer 2014).

Methods

This article is based on a larger project analysing different aspects of security governance at ports and
airports in Norway. Data for this article is derived from in-depth interviews and an electronic survey of
key stakeholders involved in producing and delivering security. The mixed-method approach was
important as it made possible a comprehensive assessment of the security governance of ports
and airports.

Between (late) 2015 and 2017, a total of 76 interviews were conducted. Relevant organisations
were identified through an extensive online search, official databases or membership lists, and snow-
ball sampling. An exhaustive list of organisations involved in security governance at the selected
ports and airports was produced, and access to these organisations was obtained. Accordingly,
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participants belonged to the full spectrum of agencies dealing with security and crime. The agencies
range from law enforcement and intelligence agencies, governmental bodies (Ministry of
Transport and Communications, Ministry of Justice and Public Security), regulatory authorities (The
Norwegian Coastal Administration, Civil Aviation Authority Norway), to customs, private security
companies, and business or industry stakeholders (e.g. airport operators, port authorities, airlines,
shipping companies). Interviewees were drawn from many organisations, some of these having
security as their primary concern (e.g. the police, and private security companies) whereas others
saw security as one concern among others (e.g. customs, regulatory authorities, industry/business
stakeholders).

The semi-structured interviews covered a range of topics, among other the participant’s experi-
ence and understanding of their work and activities in relation to security. Specific questions concern-
ing collaboration and security networks (e.g. trust and reciprocity, sharing of information,
governance, the public-private divide, challenges, and possibilities) were also addressed during
the interviews. The interviews were recorded and lasted between one and two hours, on average.
All interviews were transcribed, and interviewees had the opportunity to read and approve the tran-
scripts, to ensure the data was accurate and that no sensitive information was mentioned.

The interview transcripts were coded and analysed following the principles of thematic analysis
(Braun and Clarke 2006). All transcripts were read and re-read, to increase my familiarity with their
content. Coding involved the identification and comparison of key themes across interviews, as
themes were identified inductively from the data. Analysis was facilitated by NVivo 11. The codes
guiding the analysis were influenced by my prior theoretical familiarity with policing and collabor-
ation literature. The aim of the analysis was to identify overarching themes pertaining to collabor-
ation and the public-private divide, and to give a thick and rich description of these themes. The
quotations used in this article have been selected for their informative value.

In addition to the interviews, a questionnaire was developed to explore how collaboration was
perceived. During the first part of 2017, the questionnaire was distributed to a sample of 896 partici-
pants involved in authorising and/or delivering security at five airports and five ports in Norway. In
total, 511 participants responded, giving a response rate of 57%. The questionnaire was based on
an adapted version of the Perception of Interprofessional Collaboration Model questionnaire
(PINCOM-Q) (Ødegård 2006). The questionnaire is composed of 64 items, formulated as statements,
and responses to them were rated on a 7-degree Likert scale (from strongly disagree (1) to strongly
agree (7)). Each construct is operationalised by four items. Among the constructs to measure percep-
tion of collaboration were motivation to collaborate, professional power, communication, govern-
ance, and trust (Table 1).

Descriptive analyses were conducted to explore the main patterns of the data. Index variables of
the 16 constructs of perception were computed on the basis of average scores. Analyses of Cron-
bach’s alpha were conducted to check the reliability of the constructs derived from the PINCOM.
One-way analysis variance (ANOVA) was used to test for differences in average scores between
groups. As the article relies mainly on interviews, I will not elaborate further on the sample size
and characteristics, and the statistical analysis.

Table 1. Sector representation, N = 511.

Sector N

Police 66
Regulatory authority 44
Customs 53
Publicly owned company 39
Other public body 69
Private business 167
Private security company 73
Total 511
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Findings

The case for revisiting the public-private divide: differences in perception of collaboration

On the basis of the notion of the middle ground of hybridity in policing introduced above, one would
expect there to be few differences between policing agencies as regards their mentalities, interests,
collaboration, and alike. One way to explore the hypothesis is to have a closer look at this study’s
survey data on how collaboration is perceived by different policing agencies.

The survey findings suggest that there are differences in what aspects various agencies perceive as
most prominent in collaboration processes. The greatest differences were found between private and
public policing agencies. The various policing agencies were grouped together as a dummy variable2

according to their publicness-privateness. Public agencies are the police, regulatory agencies, the
customs authorities, publicly owned companies, or other public organisations (e.g. municipal insti-
tutions). Private agencies are private businesses and private security companies (Figure 1).

The above figure shows the mean-score distribution for the various constructs of perception of
collaboration for the public and private actors. Overall, public policing actors had a higher mean
score for all constructs, compared with the private actors. This is an indication that public policing
agencies place a more positive valuation on collaboration than their private counterparts. Differences
in average scores between groups (e.g. public vs private sector) were tested using t-tests and ANOVA.
The ANOVA indicated significant effects on all constructs but one (governance 1). This indicates that
the observed differences in means with respect to perception between public and private actors were
statistically significant.

However, it is important to be aware of the difficulty of grouping agencies into neat binary cat-
egories. For instance, there might be considerable differences within the two groups as regards
their perception of collaboration. To check for this, one-way ANOVA and post hoc tests were
applied to explore differences in means within each group. Tukey’s HSD post hoc test showed

Figure 1. Perception of collaboration, public versus private actors.
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that the statistically significant differences observed between group means were found almost exclu-
sively between public-private. The only significant differences within groups were found between the
police and customs authorities on the professional power construct, and between the police and
other public agencies on the governance 2 construct.

The analysis suggests that those agencies classed as public are clearly distinguishable from those
bodies classed as private. Accordingly, there seem to be some clear differences between the agencies
connected with the scale of publicness-privateness, particularly regarding how collaboration is
understood. In view of this, the next sections will explore these differences in more detail by exam-
ining interviewees’ narratives about collaboration and how these relate to the notion of publicness-
privateness.

Reaching consensus – a matter of interests?

One dominant view of collaboration that was repeatedly expressed during interviews relating both to
ports and to airports, was that establishing a shared understanding or consensus about various issues
was crucial for a productive and effective relationship. As previously shown, such consensus can
relate to such matters as common goals or aims, strategies and solutions, perspectives, or rules (Craw-
ford 1997, Thomson and Perry 2006, Whelan 2017). In particular, interviewees emphasised the impor-
tance of making expectations, procedures, and guidelines explicit and clear to all involved in
collaboration. Establishing consensus can help to create a stable and predictable collaborative
environment. For this reason, many of the interviewees say that clarifying responsibilities and aims
is the first step in establishing relationships with partner organisations. As Fleming and Rhodes
(2005, p. 195) argue, shared values and norms are often the glue that holds a complex set of relation-
ships together. However, the idea of consensus expressed by the interviewees does not seem to rep-
resent a merging or blending of values or logics along the lines of hybridity. Rather, differences seem
to emerge with regard to how collaboration processes evolve.

Although consensus is viewed as crucial by many agencies, exactly how it can be achieved is pro-
blematic. Due to the plural nature of policing at ports and airports, most of the interviewees said that
being able to rely on informal relationships with partner organisations was of great value. However,
these informal ties are not necessarily as structured as those containing a contractual element. Reach-
ing consensus may therefore give rise to organisational tensions. For instance, a port facility security
officer (PFSO) said:

Mutual understanding (…) would help reduce unnecessary interference in collaborative processes. However, it’s
precisely such interference that’s almost always present, and that’s because some people and agencies find it too
difficult to agree. And this is extremely annoying really… it’s damn frustrating and detrimental to the relation-
ship. (Private business 34)

What this indicates is that the process of reaching a shared agreement may involve considerable frus-
tration and tension, particularly as agencies may be pursuing their own agendas or interests. Accord-
ingly, several of the interviewees from private organisations linked such frustration to a perceived
scepticism on the part of their (public) collaborative partner(s). To explain such scepticism, the inter-
ference described by the PFSO above is very telling as the interviewee continued to maintain that the
interference is connected with a public reluctance to collaborate and to adopt goals of market logic.
These challenges are further elaborated below.

Power relations and conflicts

As pointed out by Crawford (1997), collaboration can take various forms and even range from
cooperation to competition and conflict (see also Diphoorn and Berg 2014, Crawford and Cunning-
ham 2015). Thus, differences in structural power relations can exist between agencies. A crucial ques-
tion is whether the challenges described by the interviewees can be linked with the notion of
publicness-privateness.
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The different agencies are, of course, aware of the multitude of actors involved in policing and
security, and that collaboration is inevitably becoming a natural part of everyday life. However, at
the same time, interviewees emphasise that the challenges already mentioned – agreeing on
goals and creating consensus for the direction of the collaboration – can be amplified by the under-
lying differences in interests of the various agencies. Reflecting on the differences between inter-
agency and public-private collaboration, one police officer working with border control at a port
noted that this is easier when only public agencies are involved. Collaboration with private actors,
by contrast, was deemed much more demanding as the ‘interests are often so different. (…). My
experience is that you have this “us” against “them,” public versus private’ (Police 20). Similar experi-
ences were described by another police officer:

The different actors have different goals and are driven by different and sometimes contradictory interests. In
some cases, when I have presented an idea or offered some suggestions for changes based on analyses, I
have encountered opposition from private actors because the suggestions may result in increased costs or invest-
ments. The different interests can quickly develop into a situation of non-cooperation. (Police 19)

According to these police narratives, the publicness-privateness dimension seems to be of impor-
tance in discussions where agencies are trying to agree on their collaborative efforts. The ‘us’ and
‘them’mentality suggests that the shared logic of publicness increases the categorisation of agencies
into neat groups and it seems that this process makes it even more challenging for public agencies to
accept the existence of other interests. This mentality is also concerned with the differing view on
security as presented by the interviewees. While van Steden et al. (2015) highlight the possibility
of a shared security ethos across sectors, in the case examined here, such an ethos is most
evident within sectors than across them. Public agencies made it clear that the security they
provide collectively is quite different from their private counterparts’ exclusive and commodified pro-
vision, where profit is the motive. Such different manifestations of security may be interpreted in the
light of the public good and market rationalities (White and Gill 2013). Public agencies may not
always see, or want to acknowledge, market rationalities as valuable, even if such rationalities may
contribute to the public good. That is, the frameworks of public agencies are clearly bound by
their preference for the logic of publicness, and this may pose problems for the everyday practice
of policing and security.

Therefore, despite having a shared understanding that collaborative approaches are beneficial,
there seems to be a need for something of a ‘balancing act’ in reaching consensus between
different and sometimes contradictory interests. Thus, some organisational interests or agendas
are seen as more compatible with one’s own interests than others. This balancing act, however, is
not peculiar to the police – many interviewees from across all organisations gave similar accounts.
A PFSO from one private company described some of these challenges and balancing acts in
more detail:

Everyone has their own agenda, that’s how it is. (…) In terms of collaboration, even if it concerns security, terror-
ism, emergency planning, or crime, it’s not always easy to reconcile our commercial, economic interests, with
other agencies’ understandings and wishes. This also has major consequences. For example, it’s not particularly
fun or motivating to do this type of work, when you meet resistance over and over again simply because you
represent other interests and ideas. Just because we’re concerned with profit, this does not mean that it
should be difficult to collaborate with us regarding security. I find it strange that people often say ‘No, we’re
not competitors in security, it’s in everyone’s interest that we work together.’ But the reality is different when
all these interests meet. (Private business 47)

This quote summarises the multiple dilemmas that policing agencies may face when trying to estab-
lish inter-organisational partnerships. It also underlines the apparent lack of understanding for differ-
ent perspectives. Arguably, these different accounts capture a key element in the establishment of
collaboration, namely the challenge of negotiating boundaries and consensus concerning goals
and interests. Giacomantonio (2015) notes that power relations are still relevant as collaboration pro-
cesses involve, sometimes very demanding, negotiations. The negotiation processes also capture
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some of the structural conflicts or frictions that may be generated (Crawford 1997). As such, it seems
that the fear of losing organisational autonomy, as boundaries of public and private agencies are
crossed through collaboration, can increase tension and lead to confusion among the agencies
(Gill 2015). This suggests that these relations are potential sources of conflict and may impede the
development of effective collaborative practices. Moreover, as the policing agencies differ in terms
of their mentalities (e.g. economic ethos versus public interest), which make collaboration challen-
ging, this difference seems largely to be determined by the degree of publicness-privateness. Accord-
ingly, the divide is of use not only in distinguishing between public and private policing bodies (Jones
and Newburn 1998), but also in helping our understanding of the establishment of collaborative
efforts across organisations and subsequent challenges that may arise. What follows from this,
then, are questions about the consequences of these challenges.

Inter-organisational power struggles – information sharing, trust and reciprocity

Many different, and to some extent successful, policing and security partnerships do in fact exist at
ports and airports, despite difficulties in establishing and maintaining them. One such example is the
police-customs collaboration on intelligence-exchange that has been established at Oslo Airport. This
example can be used to shed light on important processes behind perceptions of good working
relations. Describing the beneficial outcomes of this relationship, a customs officer noted
enthusiastically:

You often have many common interests, and we’ve had cases in which both of us have an interest in an arriving
object. By being familiar with the people who are doing the same type of work in the other agency, it’s much
easier to say, ‘on this flight, for instance, we’ve noticed a person that isn’t of interest to us, but who might be
of interest to you based on this, and so on.’ (Customs 21)

This customs officer went on to argue, in line with views expressed by police officers also involved,
that one needs to be aware of what information one’s own organisation needs and what the partner
organisation needs and wants. The quote highlights the fact that information and particularly the
exchange and sharing of information is crucial for carrying on effective collaboration. As we have
seen, the belief in the pivotal position of information exchange in ensuring good and effective part-
nerships is shared among many of the policing agencies and across the public-private divide. Similar
accounts are given by Crawford et al. (2005), who argue that information exchange is central to poli-
cing partnerships. Brewer (2013, 2014) elaborates on the importance of trust and reciprocity in part-
nerships, and notes that ‘social capital born of trusting interagency relations is key to enabling
efficacious cooperative partnership between policing agencies’ (Brewer 2013, p. 375).

Although the exchange of information is deemed crucial and effective for some partnerships, this
is not necessarily the case for all collaborative efforts. Many of the policing agencies find that the
public police have a pre-eminent position as regards the exchange and collection of information
and expertise. In interviews with the police, it is interesting to note that they also assign themselves
such a central position. Nonetheless, a number of interviewees, particularly those belonging to
private agencies, say that the police, despite their perceived central position, do not actively seek
knowledge, information and expertise outside their sectoral domain. A good example is the impor-
tance of local knowledge for security work at the airport and ports, and how such knowledge may be
shared between agencies.

In line with Dupont (2006b), such local knowledge could be viewed as a type of capital that is accu-
mulated, mobilised, and shared among agencies. Thus, different agencies have the opportunity to
become ‘knowledge-brokers’ (Ericson and Haggerty 1997). However, interviewees called attention
to a lack of interest on the part of the police in obtaining andmaking use of the necessary information
about sites that are being policed and made secure. The public police thus seem to struggle to take
the position of a successful knowledge-broker, particularly as they tend to have a hierarchical view of
collaboration. That is, police organisations are generally guided by their strong hierarchical and legal-
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bureaucratic role perception (Mawby and Wright 2008). For example, one PFSO argued that the
police should take a more active role in searching for information, knowledge and expertise:

If there is a major event at the port, the police get the responsibility for the site. I think, then, an important pre-
requisite for being able to take this role seriously is to have obtained sufficient information. However, in those
forums I am involved in, which are both formal and personal relationships, the police aren’t particularly
present or interested. So, from a collaboration perspective, I wish that they would take a more active role and
seek more information. (Private business 44)

What is highlighted here seems to be the essence of the frustration felt by private agencies. Knowl-
edge, information, and expertise found in different (private) policing agencies are seen as valuable
resources, that are potentially critical for the governing of security. However, the potential of infor-
mation exchange does not seem to be fully exploited in the collaborative efforts at the ports and
airport.

Contrary to this view, police representatives argued that they do indeed seek information. The
police narratives seem to express a feeling on the part of the interviewees that the police have
some sort of an obligation or right to collect information, and in many instances this is, in fact, the
case (e.g. information for crime investigation). More interestingly, many interviewees spoke about
how to obtain information ‘out there’ from other policing agencies. As one police officer put it:

It will give you a better and bigger picture when you start thinking in this way, who’s actually around us. I think it
can help you to identify partners faster, or I do not know if you should call it partners though, but they’re sensors
for us. (Police 19)

Such ‘sensors’ are understood as actors who can provide the police with relevant information. But to
decide what should be deemed relevant, the police ‘need to go out and talk to them and explain a
couple of things’ (police 19). Once again, these accounts demonstrate the hierarchical view of collab-
oration taken by the police. The notion of a sensor, in this context, clearly suggests that in encounters
between the police and private agencies, the agencies are not deemed equal partners; in fact, they
are not seen as partners at all. It is precisely this strongly hierarchical commandmentality of the police
– ‘the need to explain’ certain things – that indicates its publicness. Among these policing and secur-
ity agencies one can sense not only different ideas about information and knowledge exchange
between public and private, but also the tension that may arise from such differences. The tension
becomes particularly evident when the policing agencies speak about reciprocity in collaboration
processes.

As noted above, Brewer (2013, 2014) captures how inter-agency partnership is dependent on
norms of trust. Other studies have also shown the importance of trust and reciprocity in collaborative
policing (O’Neill and McCarthy 2014, Whelan 2017). When reflecting on the role of reciprocity, a
number of interviewees emphasised that the way reciprocity is perceived may vary considerably
between agencies. However, there appears to be a tendency for reciprocity with regard to infor-
mation and knowledge to be dependent on sectoral allegiance: public agencies tend to share infor-
mation more readily with other public agencies, and private organisations experience more
reciprocity from other private organisations. Explaining how to seek and obtain information, one
PFSO expressed:

Our collaboration with the RSO [recognised security organisation] is very good. That’s where we get all the infor-
mation we really need. (…). It really helps me to do my job, and I’d rather call them [name of persons], than [name
of person], the Coastal Administration or the police if I need to ask for something. I feel it’s the professional inter-
ests we have in common. (…). We need to do what’s best for us, you know, and they know our port facility, they
know what they are talking about. (Private business 45)

From the public perspective, a similar picture is given:

If you think about other governmental agencies, you naturally have trust in that relationship. We’re both parts of
the government. (…). In general, I think public agencies work well together. (…) And this is particularly evident in
security incidents. Here, our collaboration is excellent. Yes, there are open lines between us. But of course, over
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the years you get to know each other, that’s very helpful, and we know those working in the Ministry on these
issues. (Regulatory authority 12)

Speaking about these different perspectives on reciprocity, interviewees mentioned two sets of
explanations. The first concerns who possesses relevant information and their willingness to share
it. As we have seen, local knowledge and information exist, yet it seems that not all agencies have
equal access to it. As one PFSO put it: ‘Locally, the police and PST3, but also the coastal administration
are too closed in how they operate with regard to the information they possess, information that we
often view as crucial for strategic choices in our company’ (Private business 40). In a similar vein, a
representative from one private company at the airport said ‘Collaboration with certain public
agencies is obstructed by our lack of authorisation to receive classified information’ (Private business
29). Within partnerships, some agencies thus have the ability to set limits for certain types of infor-
mation, particularly with regard to how it should be shared, and which agencies should get
access. Following Foucault (1990) and Latour (1986), power can be seen as the process of enrolling
and mobilising others’ capacities and resources. At the same time, Wood and Shearing (2007, p. 15)
note that some (state) actors in the process of enrolment ‘are rather concerned with expanding their
capacities and resources in furtherance of their mission’. These public policing agencies are thus
involved in power relations when they seek to enlist others to share information with them, while
at the same time operating as gatekeepers to other information. Such power relations may shed
light on the existence of sectoral allegiance. As shown by Whelan and Dupont (2017), the nature
of such allegiance has to some extent been overlooked in the literature. Given their closed environ-
ment, private agencies tend to develop alternative conduits for exchange, particularly by establishing
ties with other private organisations. As noted by the interviewees, a ‘common professional interest’
plays a crucial role in their private-private relationships, in the sense that they already have a mutual
framework to work within, and it seems that such a common interest can lead to ‘natural’ trust, similar
to that described in the public-public collaboration. As a consequence, the tendency for there to be
private-private sector relationships seems to be strengthened, both by the frustration experienced by
these actors because of the difficulty of accessing local knowledge and information, and by their
shared understanding.

The second explanation concerns different views on what type of information is being shared.
That is, private policing agencies argue that they are interested in strategic information from the
public agencies. One interviewee said:

The police and the coastal administration must share information about their observations, threat assessments
and the like, as well as having a dialogue with the operators if they want to collect information from all actors
about employees who might be a security threat. (Private business 35)

Among the interviewees, it is felt that such strategic information can contribute to improving security
and policing at the ports and airport, particularly by making sure that decisions are based on intelli-
gence and local knowledge. In this regard, it is interesting to note that the intelligence doctrine for
the police declares that certain information can and should be made available to external agencies
(Politidirektoratet 2014). Here, one interviewee, with extensive experience in the police, but now
working in a private company, states that the information that could potentially be shared is very
difficult to obtain: ‘You need to know your way around to get the necessary information. The infor-
mation is difficult to access, but it is available. So, you just need to accept the system’ (Private
business 76). Obtaining information thus requires a great amount of effort on the part of the
(private) agencies to navigate within the difficult field of information exchange with the police
and other (public) agencies. Again, this may help understand the nature of sectoral allegiance. The
private agencies share not only the characteristics of their privateness (e.g. market rationalities)
but also the constant difficulty of exchange and its attendant frustrations. In a sense, this seems to
forge a stronger tie between private-private policing organisations, making exchange between
them easier and more important. Moreover, the fact that one needs to know one’s way around
the system to obtain information shows the importance of establishing informal relations. Several
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studies have demonstrated that interpersonal trust and informal relations are crucial to the smooth
flow of resources and information between agencies (Crawford et al. 2005, Brewer 2014, Bjelland and
Vestby 2017). In line with the idea of sectoral allegiance, private-private informal relations are viewed
by the interviewees as strategies to overcome, or at least reduce, the barriers to exchange that private
agencies encounter.

Public agencies, on the other hand, seem to have a somewhat different view about what infor-
mation should be shared or obtained. While to some extent acknowledging the importance of stra-
tegic information, these agencies say that exchange is dependent on the sensitivity of the matter.
Exchange, therefore, tends to be at a more general level. As one customs officer at the port explains:

It’s about information, you know. What we can and cannot share, and to what extent we can go into detail on the
things [information] being shared. With regard to sharing between public agencies, it’s pretty easy, I think. The
formalities are established and known to all. With other actors, we tend to be vaguer, or not necessarily
vague, but more general. Information we share is at a general level. (Customs 51)

This highlights one particular issue regarding information exchange within collaborative partnerships
– an issue that can lead to considerable organisational tension. That is, if there is no common under-
standing or guiding principles about how to share information and what information should be
shared, one runs the risk of creating barriers between agencies, particularly between those at differ-
ent ends of the public-private divide. A representative from the Customs stresses the importance of
such common understandings by noting that one may withhold information that should have been
shared, as guidelines may not be sorted out and agreed upon, and exchange is sometimes hindered
by confidentiality.

In the light of this, it is clear that negotiation over issues of confidentiality is crucial to avoid creat-
ing organisational barriers, since different policing agencies are bound by different legislation. Draft-
ing a common understanding of information exchange, however, is not only concerned with fleshing
out legal rules relating to sensitive and confidential data. In order to establish reciprocity within part-
nerships, one also needs to be aware of differences in agencies’ interests and their potential contri-
bution to exchange of information, resources and expertise. Consequently, one key aspect of
reciprocity is that exchange is regarded as balanced amongst the policing agencies. However, it
seems to be difficult for some agencies to adhere to the idea of balanced exchange, and there
seems to be a power struggle that challenges collaboration and reciprocity. The power struggle is
particularly evident in public agencies, which raises the issue of the publicness-privateness of
agencies and their interests. This point was articulated powerfully by a police official who said:
‘Although we work together closely on a daily basis, we must not forget that we’re the police:
we’re the police and they’re commercial actors’ (Police 13). This quote reinforces the ‘us’ and
‘them’ mentality outlined above. What is indicated here is that public (police) agencies seem to be
sceptical of those operating within the frames of a different logic – the market. This tendency illumi-
nates the fact that meetings between different policing agencies do not necessarily involve the
blending and mixing of the agencies interests or mentalities. Rather, it seems that these interests
often seem incompatible and the perception of difference is reinforced. Thus, information exchange
and trust within the airport and port environment is determined and contested according to the
degree of agencies’ publicness or privateness.

Discussion

The notion of the middle ground, where everything and everyone is increasingly hybrid, suggests, as
collaborations progress and proliferate, that one could expect to experience fewer and fewer differ-
ences between policing agencies. From this perspective, it would follow that, in most situations, the
hybridity should be prominent in empirical practice, particularly if the middle is all ground between
what is seen as exclusively public or private. This is particularly the case if the security assemblages of
the middle ground cannot be demarcated by assigning them hard boundaries (Schuilenburg 2015).
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Also, as Schuilenburg (2015, p. 15) argues, the public-private distinction is often difficult to apply to
real-life practice, and can thus be seriously questioned. The main argument of this article is, though,
at odds with the conceptual assumptions of the middle ground as outlined by Schuilenburg. The
empirical findings challenge the perception of the middle ground of hybridity, as the public-
private divide is a salient feature of the language used by the various policing agencies. The
article shows that the notion of public-private is crucial to how agencies view themselves in compari-
son with others, and to how they seek to position themselves within collaborative efforts by making
reference to this divide. This is a strong indication that the policing agencies under investigation rely
on the traditional dividing line of public and private to navigate and make sense of their practices and
relations, as well as their own identity in a complex policing environment. It may, of course, be the
case that different agencies rely on the language of public and private to inform their actions and
relations simply because their frames of reference or conceptual language are still influenced by
the historical power of these concepts. The findings of this article, however, suggest that this is
more than simply a reiteration of a powerful traditional vocabulary inherited from the past. That is,
the various policing agencies represent interests that are clearly empirically different, and these
differences have a substantial influence on the collaborations explored in this study. Therefore, the
article questions the claim made by Schuilenburg (2015) that it is confusing and inaccurate to con-
tinue to rely on the notion of public and private in analyses.

More specifically, the empirical findings reveal the importance of interest for understanding the
public and private distinction. The issue of difference in interests was pointed out in several inter-
views. The question of whose interests are being served can be used to draw a dividing line
between the public and private (Benn and Gaus 1983). In essence, an organisation that provides ser-
vices designed to benefit any or every member of a community is one that serves the public interest.
By contrast, if an organisation only benefits a particular individual or organisation, then it serves a
private interest. I would like to suggest that the notion of interest deserves proper criminological
attention in future research. Although acknowledged (Shearing and Stenning 1981), the diverging
interests highlighted in this article represent a significant challenge to the middle ground of hybridity.
For instance, the analysis put forward suggests that it can indeed be challenging for agencies to agree
on objectives and aims because of differences in their interests. If examined in the light of the pub-
licness-privateness continuum, diverging interests may add another layer to the analysis. The public
police and other public policing agencies may have some similarities and differences, but they are all
distinguishable from bodies that can be classed as private as regards their interests. This provides a
novel insight into the way in which the notion of interest influences security governance.

The findings indicate that policing agencies which have a similar cultural outlook and shared inter-
ests seem to experience greater reciprocity in their collaborative efforts. Building rapport and trust
over time is particularly important, but is a challenging task in the process of reciprocity. Within
the partnerships investigated in this article, trust seems to be facilitated by stability in interpersonal
relations between agencies. But as the above findings suggest, establishing trust is easier within the
sector one belongs to. As such, the importance of sectoral allegiance comes to the fore. The narratives
reveal a profound lack of trust across the boundaries of public and private agencies. Public-public and
private-private partnerships may, therefore, experience less tension than those that cross the public-
private divide. Thus, differing interests arising from the divide also seem to affect matters of recipro-
city and trust.

In the empirical context analysed, local knowledge, information, and expertise are seen as impor-
tant capital that can be mobilised and exchanged. However, the analysis suggests there is an unwill-
ingness to share such capital among all policing agencies, this being particularly true of the public
police. There are, of course, some confidentiality barriers to information exchange (Ericson and Hagg-
erty 1997, Bjelland and Vestby 2017). This unwillingness, therefore, is partly related to issues of confi-
dentiality and the desire to ensure that sensitive information is not misused. However, the reluctance
on the part of the public police to share and collect local knowledge and information is also linked to
their mentality. The ‘us’ and ‘them’ perspective and the view that ‘we are the police’ impose limits on
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exchange that cannot be justified by formal legal norms of confidentiality alone, but seem to arise
from a state-centric mentality where the police seek to maintain their power and position in the
plural policing environment. The position carries resemblance with what Shearing (2006) describes
as the refusal to acknowledge private governments. Moreover, the criminal justice logic of public poli-
cing agencies is, in practice, often incompatible with the profitability logic of private agencies. This,
together with the hierarchical view of collaboration that has been described, clearly creates tension,
and the resultant power struggles clearly cut across the boundaries of the public-private divide. In
this respect, the division between public and private is being constantly renewed and maintained
by the agencies. This supports the view that the exact composition and distribution along the spec-
trum of publicness and privateness should be understood as an empirical question.

In order to understand differences in plural policing, van Stokkom and Terpstra (2018) highlight
the importance of historical, cultural and political factors. Although the Norwegian policing
context share similarities with regard to policing systems found elsewhere (e.g. pluralisation), the
state apparatus is still strong and play a significant role in policing (Gundhus and Larsson 2007,
Høigård 2011). This may influence the organisation of the plural policing system, in particular, the
demarcation towards other (private) policing bodies. This raises the important question to what
extent can the findings be geographically determined. As such, the empirical findings concerning
the reinforcement of the public-private divide should be treated with some caution, particularly
with regard to its generalisability. Nonetheless, the conceptual arguments seem to be useful in
broader contexts.

Concluding remarks

In the light of these findings, I propose that one should be aware of the diverging interests and men-
talities that exist, and of how these can influence collaboration between policing agencies. I do not
dispute the idea that the divide between them is being contested and recast into different configur-
ations. However, this study clearly suggests that the dividing line between public and private still has
significant analytical value in examinations of the empirical context of policing, particularly by noting
the importance of difference. This, therefore, demands a closer focus on such awareness. Drawing
inspiration from the insight of Jones and Newburn (1998) that the public-private is a matter of
degree, this study points to the importance of further research that brings together the two dimen-
sions of interest and mentality in studies of pluralised policing and collaboration. Such a combination
could provide a useful tool for classifying policing agencies that attach importance to the notions of
‘publicness’ and ‘privateness’, and for examining how agencies can be situated along this continuum.
By expanding the one-dimensional scale of publicness and privateness, one may avoid fixating on the
historical reference point of plural policing, which focuses almost exclusively on the public police and
private security. That is, a vast array of other agencies (both public and private) also operates within
the (plural) policing environment, and with such an expansion these agencies may be captured.
Finally, the empirical contextualisation of the notion of the middle ground of hybridity demonstrated
in this article raises a broader question of whether theoretical concepts developed within policing
studies serve as productive conduits for further understanding or whether they may, in fact,
become potential blocks against insight.
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Notes

1. The International Civil Aviation Organization (ICAO) is a UN specialist agency, and Annex 17 concerns aviation
security and sets security standards. The International Ship and Port Facility code (ISPS-code) is administered
by the International Maritime Organization (IMO), the equivalent body for maritime security.

2. 1 = Public (N = 271), 0 = Private (N = 240).
3. The Norwegian Police Security Service.
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Abstract: 

The notion of exceptionality has sparked considerable scholarly interest regarding how and 

under what conditions extraordinary powers and measures are justified in the name of 

security. The security discourse of exceptional threats is now omnipresent in the aviation and 

maritime industries, and has influenced the everyday working environment. Taking 

Norwegian airport and port security as its point of departure, this article analyzes how 

security and policing agencies perceive, experience and respond to the exceptional as part of 

their everyday practice. Drawing on extensive interview material with security agencies, it 

reveals how agencies construct strategies to cope with the consequences of exceptionality that 

arise from heightened (in)security and vulnerability. The article demonstrates that the 

instrumental logic in risk management is one crucial strategy, but that evidence also reveals 

the importance of the human dimension of security practices, as the emotional aspect of 

security consciousness is a part of the everyday life of security agencies. Closely associated 

with this is the emergence of mechanisms of active resistance that provide excitement and 

alleviate boredom.  

Keywords: Everyday security, exceptional, risk, airports and ports, plural policing 
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Introduction 

In recent decades, it has become fashionable in the security and policing literature to examine 

security projects, to assess how measures are implemented and justified in the name of 

security. There is now a voluminous literature addressing aspects of the processes of 

‘governing through security’ (Abrahamsen and Williams, 2009; Krahmann, 2003; Valverde, 

2001; Wood and Shearing, 2007). Justification in the name of security often entails giving 

‘license to exceptional measures that might otherwise appear indefensible’ (Zedner, 2003: 

158) – measures which might conflict with democratic values. This resembles the works of 

Carl Schmitt (2005 [1922]) and more recently Agamben (2005) on states of exception, where 

the rule of law is suspended to make way for extraordinary measures. There has been lively 

discussion of the notion of exception in the field of international studies (Hanrieder and 

Kreuder-Sonnen, 2014; Huysmans, 2008). Critical security studies have explored how certain 

issues depart from ‘normal politics’. Theorists of the Copenhagen School generally 

conceptualize this trend as a process of securitization, whereby ever more issues are framed as 

‘security’, thus legitimizing the use of extraordinary or exceptional measures (Buzan et al., 

1998).  

However, arguments have developed for moving attention from ‘spectacular’ and 

‘exceptional’ events to the mundane, everyday nature of security (Bigo, 2006b; Crawford and 

Hutchinson, 2016), the everyday referring to individuals’ and groups’ lived experience of 

security projects, and the quotidian actions involved in the construction of security. As 

elaborated in the next section, the everyday and the vernacular have increasingly been 

embraced in the international field (Croft and Vaughan-Williams, 2017; Guillaume and 

Huysmans, 2019), to obtain a conceptual and analytical focus on constructions and 

experiences of international politics and (in)security beyond those of elites (Huysmans, 2009).  

The present article seeks to engage with the debates on exceptionality and the everyday by 

drawing attention to organizations’ (lived) experience of security projects within aviation and 

maritime security. Under the influence of ‘war on terror’ discourse, the contemporary security 

landscape of airports and ports seems to be operating under constant threats of an exceptional 

nature, with a minimal margin for error, because the potential consequences are so significant. 

The sectors are thus affected by emotional responses, such as uncertainty, fear and anxiety, 

felt by passengers, customers, and employees. It has been noted that the security discourse of 

exceptional threats post 9/11 continues to influence agencies’ working environment. This is 
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particularly evident in their stringent regulations, risk management systems, enhanced 

security checks and controls, surveillance technologies, recruiting and training procedures, 

and international auditing systems to ensure compliance (Brewer, 2014; Eski, 2016a; Jore and 

Njå, 2012; Pettersen and Bjørnskau, 2015; Salter, 2007, 2008b). This line of inquiry also 

underlines how security agencies may sometimes feel security regimes to be meaningless 

(Eski, 2016b; Olsvik, 2015). There is now some understanding of how agencies respond to 

feelings of meaninglessness (e.g. with frustration or risk management), but how they cope 

with the consequences of exceptionality in their everyday is still under-developed, both 

empirically and conceptually.  

This article, therefore, takes the case of Norwegian airport and port security to investigate 

how agencies experience the exceptional in their everyday security practice; the aim is to shed 

light on how they feel about it, interpret it and respond to it. Building upon the literature at the 

intersection of the exceptional and the everyday, the article suggests that ‘everyday security 

consciousness’ can help unpack how agencies construct strategies to cope with the 

consequences of exceptionality and reduce the level of uncertainty. While an instrumental 

logic emphasizing risk management and the tangible has been deemed indispensable to 

mitigating risk (Eski and Carpenter, 2013; Salter, 2007), the human aspect of security 

practices – where emotional dimensions of security consciousness and the performance of 

security are crucial parts of everyday life – signify a shift in attention to ‘“the subjectivity of 

the state being” – the embodied experiences’ (Schoch-Spana, 2004: 8) of security agencies. 

As emotions play an important role in how we experience and respond to security measures 

(Crawford and Hutchinson, 2016), paying attention to everyday security consciousness is 

crucial, as this provides detailed empirical descriptions of the micro-practices or micro-

politics of (in)security, which tend to receive little scholarly attention (Bigo, 2006b; Crawford 

and Hutchinson, 2016). Thus, the article’s salience lies in its development of our 

understanding of security governance and risk management at transportation hubs, providing 

particular insight into the embodied and emotional experience of security and risk in face of 

exceptionality that agencies respond to and develop strategies to cope with in their everyday 

practice. 

Thinking of the Everyday in Exceptional Times 

The connection between the everyday and the international has been attracting ever more 

scholarly interest in the field of international relations. As is argued by Guillaume and 
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Huysmans (2019), to claim a turn to the everyday would overstate the case, as antecedents 

can be traced back to feminist contributions in IR and security studies, which have long 

‘stressed the importance of the mundane, routine and quotidian aspects of daily life’ (Croft 

and Vaughan-Williams, 2017: 22). Nonetheless, the everyday as a category of analysis has 

gained traction, alongside vernacular security studies. What defines the everyday, as Crane-

Seeber (2011: 450) suggests, ‘is the extent to which it is unremarkable, taken-for-granted, or 

ostensibly natural’. The everyday and vernacular dimension of security is seemingly 

connected with understanding the construction, experience and articulation of (in)security by 

particular (ordinary) individuals and groups (Vaughan-Williams and Stevens, 2016). The 

ontologies of security can thus be understood differently by different people and change 

across time and place (Bubandt, 2005; Floyd, 2007).  

The analytical lens of the everyday has opened the way to exploring new areas of the 

international and made possible new interpretations of central ideas and phenomena. The 

everyday thus serves as ‘an important tool to understand the international as a practice and a 

process’ (Guillaume, 2011a: 446) and helps in ‘navigating security from the bottom up’ 

(Eschle, 2018: 290). Although focusing on everyday activities breaks with traditional 

imageries of the international as the ‘realm of exceptional events’ (Guillaume, 2011b: 459), it 

is possible to identify instances in which the exceptional becomes routine – an everyday 

occurrence (Crane-Seeber, 2011). Increasing numbers of studies highlight how the 

exceptional may become normalized and permanent (Salter, 2008c; van Munster, 2004), thus 

potentially influencing the everyday, as seems to be the case in aviation and maritime 

security. The normalization of exceptional measures affects ever more areas of society and the 

everyday practice of people and agencies, as regards, for example, the border (Amante, 2019; 

Salter, 2008c), technology and surveillance (Douglas, 2009), and counterterrorism (Bogain, 

2017).  

These studies have significantly deepened our understanding of the processes of 

exceptionality and the everyday, and have sparked conceptual discussion and exploration of 

the relationships between exceptionalism, sovereignty and security (see e.g. Aradau and van 

Munster, 2009; Burles, 2016; Murphy, 2019). In securitization theory, studies underscore ‘the 

importance of the audience in the construction of shared security values and its active 

engagement in securitization processes’ (Côté, 2016: 554). Similarly, focusing on individuals’ 

or groups’ construction and experience of (in)security in the everyday seems particularly 

productive when unpacking security practices. This article suggests that exploring the 
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mundane daily routines of security agencies, against a background of exceptionality, can 

result in conceptual advances, even though these organizations are made up of ‘those in 

power or those who represent power’ (Sausdal, 2017: 228). 

Contextualizing and Researching Norwegian Aviation and Maritime Security 

The heightened (in)security facing contemporary global transportation hubs makes airports 

and maritime ports ideal sites for investigating how security agencies experience and cope 

with exceptionality in their everyday. The exceptionality of airport and port security does not 

necessarily involve an Agambenian suspension of the law, but rather implies the constant 

presence of serious threats to such critical infrastructures, which have led to the 

implementation of comprehensive and stringent security measures. Airports and ports in 

Norway, as elsewhere, are subject to intensified policing and regulation, and are entangled in 

a complex web of international treaties and national and local regulation (Lindøe and 

Kringen, 2015; Olsvik, 2015; Salter, 2008b). 

Although risk has long been associated with the aviation and maritime industries (Brewer, 

2014), the events of 9/11 are generally considered the crucial turning point for security 

practice. In a sense, regulatory frameworks seem to foster exceptionality, in that regulation is 

considered ‘archetypal War on Terror legislation’ (Eski, 2016b) and protection against 

terrorism the primary concern (Pettersen and Bjørnskau, 2015). Terrorism risk discourse 

changed Norwegian aviation security from a national concern to a supranational issue (Jore 

and Njå, 2012). Moreover, responses to the attacks have had a major impact on the working 

environments of aviation and maritime actors and governmental agencies. Airports and ports 

are therefore often considered test beds for new security measures and technologies. It has 

been observed that security regulations introduced after 9/11 influenced and, in fact, 

hampered communication and information sharing between Norwegian civil aviation actors 

(Pettersen and Bjørnskau, 2015). It has also been shown that both management and frontline 

workers in Norwegian airports experienced a significant degree of constraint because of 

security regulations. In particular, as highlighted by Olsvik (2015), aviation actors’ room for 

maneuver was greatly limited by the rigorousness of EU regulation, which increased 

standardization and the level of detail prescribed for procedures and was therefore perceived 

as inappropriate for local contexts. This meant the regulation and practices were considered 

by employees to be illogical and unreasonable, and sometimes made them feel their work was 

pointless (Jore and Njå, 2012; Olsvik, 2015; Pettersen and Bjørnskau, 2015). In Norwegian 
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maritime security governance too, there seems to be a similar level of standardization and 

rigor (Ørbeck, 2009), causing similar frustrations, as studies of Norwegian maritime safety 

culture suggest that the regulation may arouse opposition and resentment of the increased load 

of paperwork (Oltedal, 2011).  

By engaging with this literature, whose empirical and conceptual approaches are very similar 

(in particular those of Olsvik), the present study seeks to move on from existing accounts to 

shed more light on how security agencies experience and respond to exceptionality in their 

everyday practice. Its empirical materials are drawn from qualitative in-depth interviews with 

key representatives of organizations involved in security at Oslo airport, the Port of Stavanger 

and the Port of Kristiansand. Interviewees represent the full spectrum of security agencies, 

including the police, governmental organizations (e.g. the Ministry of Transport and 

Communications), regulatory authorities (e.g. the Norwegian Coastal Administration), 

customs, publicly-owned companies, private security companies, and business or industry 

stakeholders (e.g. airlines, shipping companies). Some agencies, such as the police, regarded 

security as their primary responsibility, while for others (e.g. customs, industry stakeholders) 

it was one concern among others. All agencies, however, were considered to possess 

experience and knowledge relevant to the research question. Interviewees included 

management and frontline workers, which enabled there to be a thorough mapping of various 

agencies’ experience and practice of everyday security in Norwegian ports and airports. 

Seventy-six interviews were carried out between 2015 and 2017.  

In the semi-structured interviews, participants were asked to describe their experience of 

working with the production and delivery of security. They were asked about activities such 

as exercises, risk assessments, patrols and inspections, about the impact of the regulatory 

framework, and about their experience of collaboration and involvement in security networks. 

The open-ended nature of the interviews enable them to go into detail about events they 

considered as significant. Interviewees frequently made use of the language of security, risk, 

exceptional threat and mundane events to describe their work. 

Interviews generally lasted between one and two hours, and were recorded and transcribed. 

To ensure accuracy and that no sensitive information was released, interviewees were given 

the opportunity to read and approve the transcripts. To facilitate analysis, the principles of 

thematic analysis were used (Braun and Clarke, 2006; Nowell et al., 2017). The first step was 

to get familiar with the data by reading and re-reading transcripts and developing initial 
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codes. Analytical categories and themes were then identified inductively from the data. 

However, the codes were undoubtedly influenced by my familiarity with security and policing 

literature. The themes identified were therefore revised in light of the conceptual framework 

set out above. The analysis aimed to identify overarching themes pertaining to agencies’ 

experiences of security practices, and to provide rich descriptions of how they construct and 

make sense of security in their everyday work. The quotations used have been selected for 

their informative value, and the analysis was facilitated by NVivo 11. 

Analysis of the empirical materials identified four overarching themes, which are addressed 

below: (1) risk and instrumental logic; (2) militarization; (3) the human factor and (4) the 

performance of security. By examining how actors construct, think about, and make sense of 

security practices, the aim is to gain a better understanding of how agencies construct 

strategies to cope with the consequences of exceptionality. 

The Instrumental Logic and the Embodied Experience of Risk and Uncertainty 

As noted, airports and ports can face threats with potentially devastating consequences and 

this is a cause of uncertainty, fear, and anxiety. However, it is not only passengers who suffer 

the feeling of uncertainty. Several interviewees describe how employees experience unease 

and anxiety when working in places where serious threats are part of everyday life. One 

airline security manager says that many frontline employees feel insecure and anxious, 

especially at times of heightened (in)security or changes in the risk landscape:  

What we want from the police, and this is something we mention if the security 

level has been raised and they’ve been here fully armed… I wish they could 

say something, not necessarily in advance, but when you have 50 employees in 

the terminal, frightened and wondering what’s going on. I do, of course, 

understand that they can’t tell me what ‘object’ they’re looking for. But if they 

could just give us notice, then we could mitigate the situation, tell them it’s 

safe and it’s not dangerous. (Interview 8) 

Airport customs officers express similar feelings, mentioning that uncertainty has resulted in a 

requirement for all uniformed personnel moving outside security restricted areas to wear 

bulletproof or stab vests. One official notes: ‘When you are in uniform, it is visible to the 

whole world that you’re a Norwegian public servant, and this can represent a risk’ (Interview 

1). The terrorist attacks that struck European cities and transportation hubs in 2015 and 2016 
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may be seen as catalysts for the heightened security measures described here and contributors 

to the feelings of uncertainty. However, aviation and maritime security procedures have 

always been reactive in that they respond to previous attacks (Olsvik, 2015), suggesting that 

these descriptions of the embodiment of uncertainties make clear that they are prominent 

aspects of their everyday security practice, and that they also inform the strong war on terror 

discourse of the regulatory framework.  

Given that policing and security agencies at airports and ports face risks, uncertainties and 

(in)securities, they need to develop strategies to cope with them in their everyday lives. As 

one port facility security officer (PFSO) puts it:   

You have to be cynical in a way, it’s impossible to have complete control and 

be absolutely certain in the current environment and definitely not sustainable 

in the long run. You can’t do it! So, what you’ve got to do, then, is to just 

accept a certain level of uncertainty and figure out how to work around it. 

(Interview 9)  

Previous studies have pointed to the proliferation of risk-based strategies in aviation and 

maritime security, particularly in the post 9/11 security regulatory environment (Eski and 

Carpenter, 2013; Salter, 2007, 2008a). One interviewee from the aviation regulatory authority 

says: ‘Security legislation is risk management. It is not about eliminating risk but managing 

risk to an acceptable political standard’ (Interview 24). Thus, one salient aspect of the 

agencies’ approach to the consequences of exceptionality is closely bound up with the notion 

of risk – they seek to manage the embodied experience of uncertainty and risk by relying on 

what can be characterized as instrumental logic. Central to this is the view that risk and 

uncertainty should be met by ‘formalized and objective’ responses or attitudes, to make the 

situation more tangible and less unpredictable. The focus is on future-oriented strategies 

based on a sequence of risk, anticipation, and prevention – strategies that are generally reliant 

upon instrumental calculations and techniques intended to prevent or reduce crime, danger, 

and risk (McCulloch and Wilson, 2016). 

In line with this, several interviewees describe the importance of utilizing risk assessment 

techniques to deal with security threats. The use of the notions of risk and risk management 

are portrayed as new ways of thinking of security, as one airport employee notes:  
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This is a somewhat new regime that breaks with how we used to work in the 

past. Previously you could say ‘We’re doing this or that’ but it was just based 

on our gut feeling. Now there are requirements to produce risk assessments to 

highlight what the actual risk is to us, to show what threat we are going to 

fight, and what the probabilities are that something will go wrong if we decide 

to do nothing. Instead of adding layer upon layer in the regulations, we can 

now focus our attention. So, to avoid spending time and money on obsolete 

issues, we actively use analysis to improve our work. (Interview 19) 

The quote recognizes a break with the past through more standardized procedures and also 

indicates that risk analysis is thought to help give direction to agencies’ everyday security 

practice and provide a more rational foundation for decision-making. It has been suggested 

that risk management ‘renders the imaginary as real’ (Salter, 2008a: 244), as future threats are 

generally unknown and difficult to calculate (Pettersen and Bjørnskau, 2015), and exist in the 

imaginations of management and security experts. This process has been described as ‘ghost 

hunting’ in a post 9/11 security environment (Eski, 2016b). It can be difficult to cope with the 

unease caused by (imagined) threats, and agencies strive to reduce it. Agencies clearly believe 

in the effectiveness of the risk-based approach, as this interviewee makes clear: ‘I have heard 

of risk-based audit (RBA) since I started working here. And everyone was like “when we get 

RBA in place, it will solve everything”’ (Interview 25).  

The extensive use of the language of risk and risk assessment by interviewees indicates 

another aspect of instrumental logic. That is, the uncertainties and risks of the exceptional 

nature of aviation and maritime security are transformed into something considered 

manageable and measurable by being made part of a balancing game in which the most 

objectively ‘correct’ measures can be implemented. The words of a PFSO vividly illustrate 

this:   

Yes, we conduct risk and cost-benefit security analyses. We are very 

committed to doing analyses of almost everything we do. And it is clear… 

well, when you do an analysis you have to clarify what you are going to secure 

against, you need to have a stated objective and know the risks you are facing. 

For instance, do you need a vehicle barrier or to implement some other 

measure? Then you need to analyze the situation and calculate and weigh the 

risk against the threat that you may be exposed to. (Interview 9) 
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The notion of balancing suggests that risk calculation may become an important tool in the 

management of security. In the security literature there are debates on the use of probability 

judgments in risk assessments (Amundrud et al., 2017; Askeland et al., 2017; Aven, 2013), 

particularly those expressed in quantitative terms.  

Some agencies do indeed use language indicating a degree of quantification. Thus one 

customs manager says: ‘We need to build a good knowledge-base, and to do this we rely on 

various risk analyses. We can then create a top ten list. There are, of course, more than ten 

items. But what you make is a system for ranking risk and objects’ (Interview 1). Even so, 

these judgments of risk seem to rely upon qualitative approaches, which others have called 

knowledge-based probabilities (Aven, 2013). The Norwegian police increasingly rely on 

intelligence-led policing strategies, as can be seen in its implementation of the 2014 

intelligence doctrine (National Police Directorate, 2014), in which preemptive and future-

oriented strategies are considered vital for identifying and predicting changes in the crime 

challenges. As this police officer describes:  

One saw the need for increased intelligence, the ability to predict events based 

on information. (…) The tools provided by intelligence-led policing have given 

us an advantage, we can now observe changes in trends, or discover new 

developments. Let’s say we observe a change in passenger flow, more flights 

from ‘high risk’ countries for drug smuggling or illegal migration, we can then 

capture and predict these trends much faster and change our routines and 

prevent crime. (Interview 2) 

Inherent in this approach to predicting the future is the assumption that the use of intelligence 

will lead to better-targeted responses, which will enable the police to prevent or reduce crime 

and reduce uncertainty in decision-making. Both public and private agencies say they are 

interested in police intelligence, which interviewees think can improve risk analysis products 

and security responses. Such intelligence and strategic information, however, are known to be 

hard to obtain, because of sectoral allegiance in information exchanges (Nøkleberg, 2019). 

So then, although not relying on the frequentist understanding of probability, agencies assess 

the likelihood of events in their risk analyses. As Askeland, Flage and Aven (2017) point out, 

subjective interpretation of probabilities can be useful: one is ‘not searching for the “correct” 

or “true” probabilities but use[ing] probability to express uncertainties and degrees of belief’ 

(Askeland et al., 2017: 202). The results of risk analysis cannot ‘be considered a “truth 

193



11 
 

 

product”, but rather the best assessment at the time’ (Gundhus and Jansen, 2019: 95). Using 

likelihood and subjective probabilities is assumed to enable agencies to rank targets, threats, 

and security measures, in terms of seriousness, giving them a rational foundation for decision-

making and resource allocation.  

The instrumental logic has various consequences. Exceptionality, perhaps surprisingly, leads 

to bureaucratization. Jore (2019) notes that bureaucratization and standardization have 

become features of security, as is confirmed by interviewees who say that the demand for 

documentation – part of the stringent post 9/11 security regulations – has increased 

significantly in agencies’ everyday work, particularly as regards the drafting of risk analyses. 

An interviewee working in airport security notes: 

There are now stricter requirements for documentation, and with that goes a 

need to consider and explain how certain risks influence us. One has to 

consider and explain why we do things the way we do. (Interview 21).  

Growing bureaucratization may be seen in various sectors (Olsen, 2008), but is particularly 

apparent in aviation and shipping, which are preoccupied with security and risk. The 

instrumental logic increasingly demands that agencies document how they handle security 

(Jore, 2019), which means they spend more time on producing and preparing plans, 

procedures, and reports on security matters. Bureaucratization can also become a strategy for 

coping with the uncertainty associated with exceptionality, as formalization through 

documents provides guidance in emergencies. It also means uncertainty can be made into 

something more tangible and manageable. Some agencies, however, raise questions about the 

difference between theory and practice, as this interviewee makes clear:   

We often discuss the ISPS, the management level does too. And we write a lot 

of plans and stuff like that, but I would say that everyday life remains more or 

less the same. You don’t see that many changes in our work. So, yes, it looks 

much better on paper than it really is. (Interview 4) 

This is particularly apparent in the role of documentation in the interface between operators 

and the regulatory authorities. Faced with increasing demands, agencies may find themselves 

overwhelmed by a mass of paperwork, the same phenomenon was reported by Eski and 

Carpenter (2013). Bureaucratization becomes seen as a ‘box-ticking exercise’ (Interview 13). 

If a security incident occurs, an agency can provide documentation that everything was done 
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according to the regulations. Some interviewees point out that problems with the amount of 

paperwork can arise if an event takes place. One interviewee gives a good idea of the 

situation: ‘So many documents have been written, and I must say, I think hardly anyone 

knows them by heart. You simply can’t, there’s too much’ (Interview 4). Bureaucratization 

may therefore cause considerable frustration and tension within and between agencies – it has 

been shown that collaborative processes in plural policing may involve conflict (Crawford, 

1997; Nøkleberg, 2019). The increasing demand for documentation of work behavior can be a 

major source of structural conflict. 

Militarization and the Objectification of Security 

The relation between risk and security creates a peculiar outcome, as is noted by Salter 

(2008a: 252), with the language of risk being used to justify the expansion of security rather 

than to resolve or reduce risk – considerable resources are devoted, not to circumventing risk, 

but to framing ever more practices or activities as matters of security. At Oslo airport, for 

instance, as numerous interviewees describe, significant investment has been made to build 

physical barriers to secure critical objects close to the terminal building and within the 

terminal itself. Similarly, following the introduction of the International Ship and Port 

Facilities Security Code (ISPS) in 2004, ports are now closed environments with perimeter 

fencing. The focus on barriers indicates that, for many port and airport policing agencies, 

managing risk and uncertainty is all about physical security, as one interviewee makes clear: 

‘For us, security is about physical barriers, that is what talked about in the Security Act and 

Regulation’ (Interview 17). Physical security measures are designed to protect people and 

assets, deny unauthorized access, and slow down adversaries. However, given the nature of 

exceptionality, the attention given to the physical has another a further explanation. When 

facing unknown, unpredictable threats, policing agencies direct their attention to visible, 

tangible and measurable phenomena, in an attempt to manage uncertainty.  

Many interviewees describe the tangible nature of their everyday security practices. Focusing 

on physical security, they give detailed, highly technical descriptions of what are considered 

threats or vulnerabilities and of how they can be mitigated. There is a strong tendency to 

adopt militarized language. Thus in interview 19 quoted above there is the phrase: ‘to show 

what threat we are going to fight’. Two other interviewees speak in similar terms: ‘There are 

stricter requirements concerning timely detection and implementing countermeasures, so one 

must have adequate solid barriers; it is about target hardening’ (Interview 20) and ‘You need 
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proper assessments, and then to take action to eliminate or fight the risk’ (Interview 10). As 

threats become increasingly transnational, a growing body of literature detects a blurring of 

the internal and external domains of security, whereby policing tasks are militarized (Bigo, 

2006a; Eriksson and Rhinard, 2009; Loader and Percy, 2012; Schroeder, 2011; Weiss, 2011). 

The aviation and maritime industries have seen the proliferation of complex challenges, such 

as transnational organized crime, irregular migration, and global terrorism. In the ‘war on 

terror’, the practices and regulatory regime of aviation and maritime security are affected by 

transboundary threats. Technical and militarized language is employed to manage the 

uncertainty agencies may be experiencing, and to provide a ‘cloak of objectivity’ (Salter, 

2008a: 254) in the discussion and implementation of security practices.  

It is not only in language that tendencies to militarization can be seen. In the aviation and 

maritime industries, training and exercises are viewed as important security practices. They 

have been made mandatory by national and international regulation, and many interviewees 

describe them as necessary, and helpful for acquiring new skills, knowledge and experience. 

Exercises are designed to test measures and frameworks that have been implemented, 

including security plans and procedures, and to scrutinize organizational performance (e.g. 

communication and collaboration). Also, in the words of one waterfront PFSO: ‘[They are] 

about preparing us for reality’ (Interview 11). However, although exercises are considered 

valuable, many still question their usefulness in their current form. This seems to be largely 

because of the constant call to prepare for exceptional threats and events, often in terms of a 

war on terror metaphor. Thus one interviewee says:  

When I think about the last large-scale exercise and its scope, then it is obvious 

it wasn’t relevant to us, and maybe not that relevant to anyone really. The 

exercise was complete overkill, it wasn’t realistic at all. Because events were 

happening all over the place, basically it became a military attack. What I mean 

is that… if we had been even close to something like that, then the port would 

have been shut down long before. So you can certainly question the point of it, 

like why make it so ‘spectacular’ and unrealistic. (Interview 12)  

Others argue that, once the police and military are involved, one is already a long way into a 

scenario, and ‘by that time, it is a bit too late, as a lot has already happened’ (Interview 18). 

These respondents share reservations about the war on terror discourse now prevalent in 

airports and ports. Although learning and awareness are viewed as valuable outcomes, the 
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militarized focus on terrorism may reduce interest in participating in exercises and the general 

understanding of why security is important, because the focus is not on what the agencies 

perceive as the real problems, which others have framed as decontextualized and 

inappropriate threat scenarios (Olsvik, 2015). There is, of course, agreement that the threat of 

terrorism is real and should be given priority, but mundane problems (e.g. stowaways, theft, 

disorder) that face agencies in their everyday lives are displaced by the spectacular and the 

exceptional. 

The Human Factor: Security Consciousness and Resources 

Although the instrumental logic of (in)security is prominent in Norwegian airports and ports, 

agencies recognize that more is needed than risk analyses and the tangible and measurable to 

cope with embodied uncertainty. The views of two interviewees are telling: ‘The ISPS fence 

is no Berlin wall’ (Interview 3), and ‘You can invest in the fanciest security measures there 

are, but unless you get your employees with you and they understand, you might as well leave 

the gates open’ (Interview 14). There is consensus about the importance of the human factor, 

because the role individuals play in the delivery of security is critical. Certain human 

characteristics are crucial to coping with the consequences of exceptionality in the 

contemporary risk landscape of airports and ports. Analysis suggests that the most important 

of these are security consciousness and individuals’ roles as resources. Although the two 

overlap and are interdependent, they can be distinguished and it makes sense to treat them 

separately.   

When dealing with the exceptional character of everyday practice, a key strategy is to develop 

security consciousness – making organizations and their employees understand how to work 

in security and why the security practices adopted are important, as is pointed out in the above 

quote. The analysis also shows that good security practices are dependent on creating this 

consciousness, as without it there would be no point in adopting any of the tangible security 

measures. This accords with previous studies on the interaction between security technologies 

and human capacity (Schwaninger, 2006), which show that the technology is only as good as 

the individuals operating it. Security consciousness may mean individuals have more 

knowledge and competence, and will accept measures which help reduce feelings of 

uncertainty.  

Given the perceived importance of security awareness, it is important to know how security 

agencies can stimulate interest in it. The regulators of aviation and maritime security set forth 
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influential guidelines in legislation, but strategies for developing awareness are also presented 

by experts at annual workshops and in newsletters and reports. It is clear that interviewees 

find these useful. However, agencies emphasize that security consciousness is not something 

one gains mainly through documents – it has to be learned through practical experience, as 

one interviewee articulates:  

It is basically that everyone must think about the security culture, that it is in 

their blood. This is not something you can accumulate or learn by reading. No, 

what you need is the right attitude, established and shaped through experience. 

(Interview 11) 

The narrative offered by the interviewees also shows that developing security consciousness 

to help cope with the consequences of exceptionality is not solely the responsibility of 

agencies directly involved in security (e.g. security managers, police), but also encompasses 

more peripheral agencies and individuals (in airports it can include handling, catering, or 

fuel). Security consciousness thus seems to relate to the Foucauldian-inspired concept of 

responsibilization developed in the governmentality literature on risk and terrorism (Aradau 

and van Munster, 2007; Garland, 2001; Mythen and Walklate, 2008), whereby individuals are 

made responsible for tasks formerly carried out by state institutions. This interviewee gives a 

clear description: 

You need to explain why we work in security, what all the fuss is about, what 

we are protecting, and most importantly, make clear how you can and must be 

part of it yourself. So, we strive to make our employees aware and observant, 

keeping their eyes and ears open, in a sense. As security is not solely the 

responsibility of the [private security company], we are all part of it, and we 

need to make sure we play our part. (Interview 15) 

However, this way of doing and thinking security may also relate to the total defense 

approach that characterized the Scandinavian countries during the Cold War (Larsson, 2020; 

Morsut, 2020), so this may not be a new way of viewing security. The total defense had two 

pillars – military defense and civilian preparedness – to be mobilized in a crisis (Morsut, 

2020). It seems, therefore, more appropriate to consider responsibilization in aviation and 

maritime security as building on this approach and as being a modern version of it.  
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Agencies need to play their part in establishing security consciousness, with the second key 

contribution being that of individuals understood as significant resources for dealing with the 

exceptional becoming part of everyday life. The phrase ‘eyes and ears’ suggests the potential 

for collaborative effort in plural policing and security settings (Ericson and Haggerty, 1997; 

Nøkleberg, 2016). The efficiency of the security governance system can be improved 

increasing the number of people thinking and acting in accordance with a proper security 

consciousness, as more information can be collected and more incidents reported.   

Viewing individuals as resources involves more than just increasing the number of people in 

the field: 

This is related to culture, right. That is why the most important barrier one can 

have is one’s own employees, because they are the first to notice if there is 

anything unusual. People working down at the dock are much quicker to spot 

someone or something than those sitting inside with cameras and such. And 

you know, this tangible security we are talking about… it’s one thing to be met 

by signs saying ‘restricted area’, gates and fences with barbed wire, and 

guards. But I mean, when you’re inside the port and you meet someone saying: 

‘hey, where is your ID, have I seen you before, where are you going?’. That’s 

way more effective at preventing and securing. (Interview 14) 

This clearly shows that security personnel are considered significant resources. The mundane 

activity of asking questions can have considerable security impact. Despite the instrumental 

focus on the tangible and measurable, contemporary security practices may obviously entail 

several things, and vary according to the situation (Bubandt, 2005). The view just quoted, 

echoed by several other interviewees, is that viewing individuals as a resource may be more 

effective than approaches based on the instrumental perspective. A private security guard 

working at the airport agrees: ‘For me, it is not the equipment, it is the people. So we call it 

“security delivered by people”. That’s what it is about, clearly. So you need to develop your 

consciousness, to get a good security culture’ (Interview 16). 

There is a strong feeling that the human factor is, in many ways, more important than the 

instrumental logic. This is particularly evident in the way observing the unusual is spoken 

about – exemplified by this security airport operator, for example: ‘For us this means that 

you’re thinking while you’re examining your surroundings. That you look for the abnormal’ 

(Interview 22). Employees agree that it is individuals who possess the ability and knowledge 
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to identify it. Most importantly, as interviewees say, individuals need to be focused and alert, 

with an ability to assess what they see, and decide if something is out of the ordinary. One can 

see here the interdependence between perceiving individuals as resources and security 

consciousness, as developing the latter can foster individual skills.   

The perceived importance of establishing everyday security consciousness for governance 

systems contrasts with the responses of security personnel to the meaninglessness described 

by Olsvik (2015), one of which was to stop thinking, reflecting or evaluating. Even so, a few 

interviewees report issues, which somewhat resemble attitudes found in Olsvik’s study:  

Let us say that this scenario was not described in our security plan. What do 

you do? ‘Well, if it is not described, then I do not need to report the incident.’ 

Okay? This is, of course, not how we want it. I mean, this takes away their 

capacity to think for themselves, and you end up doing nothing. That is the 

downside if the regulation gets too detailed, you deprive people of the 

opportunity to think. I would not necessarily call it overkill, but maybe the 

regulation should not be so detailed in certain areas (Interview 9).  

This quote identifies a crucial issue concerning the human aspect of coping with 

exceptionality – the ability of individuals to think and make judgments is considered a 

decisive factor in the efficiency and success of security governance. Bureaucratization 

resulting from the instrumental logic may, in fact, be an impediment to security agencies. 

Since many regard the human factor as more important than the instrumental perspective, it 

results in frustration and strain, as the instrumental approach is widespread in airport and 

maritime security.  

It is not surprising that instrumental logic predominates, given how the regulatory regimes of 

aviation and maritime security are structured. These frameworks enable the logic to flourish 

as a response to exceptionality when the war on terror discourse is prevalent. Security expert 

panels (Salter, 2008a) seem to favor the visible and measurable, and direct attention to them. 

There is a perceptible difference of interest between the organizational level, where 

management and regulators emphasize tangible measures, and frontline (security) personnel, 

who value the potential of human beings. Excessive focus on the instrumental causes 

frustration (Pettersen and Bjørnskau, 2015), as is reported by the interviewees, and may result 

in what has been called ‘the war on meaninglessness’ (Eski, 2016b). In response to this, 
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security agencies have developed various strategies to counter the sense of meaninglessness 

and frustration, and these will be explored in the next section. 

The Performance of Security: Ridicule and Lack of Interest 

In the previous sections, the instrumental perspective was shown to be central to governing 

risk and uncertainty in the face of exceptionality in everyday practice. As there are differences 

between organizational levels, respondents stress that, to fulfill their role in the security 

governance system, frontline workers need to satisfy the desire of management and the 

regulator for the instrumental. It therefore seems that a performance of security is often put in 

place. This is how one interviewee perceives the situation:  

Since management both say this is so important and act as if it is, then it seems 

like we must believe it too. But we do not always see the point of all the fuss 

that is made. Of course, we know the threat of terrorism should be in our 

minds. But if there is too much focus on the visible, then we feel we lose sight 

of other important things. (Interview 23) 

This quote shows that individuals may experience contradictory impulses regarding their 

interpretation and delivery of security, which can affect interaction both internally, between 

organizational levels, and with external agencies. Because of the perceived need to perform 

security and live up to expectations concerning the exceptional, war on terror discourse is 

often applied to events, irrespective of how serious they are. This may increase the 

importance of exceptionality, as one PFSO says:  

The reporting of incidents varies, what I mean is that it varies according to 

when the incident takes place. Let us say, and this has happened, we have an 

incident when there isn’t that much going on, when we are not busy. Someone 

finds a hole in the fence, and then a big deal is made of it, the police are 

notified. In fact, it has happened that they have come here to help us see what 

may have caused it. (Interview 4) 

This suggests that agencies seek to create excitement to alleviate their occupational boredom, 

and kill time in the absence of ‘real’ threats (Eski, 2016b). In the context of the exceptional 

nature of airport and maritime security, this approach to performing security seems to be 

connected to pressure to live up to the expectations of others.  
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Several interviewees also report that technical and militarized language, which is 

characteristic of the instrumental perspective, is not always considered appropriate. They feel 

the language used needs to be more ‘balanced as part of an educational approach’ as one 

interviewee puts it. This implies that site-specific issues (e.g. theft, stowaways, unruly 

passengers) should also be considered important. Although a balanced approach is considered 

crucial to stimulate interest and security consciousness, agencies’ performance of security 

often seems to work against this. An interviewee’s description of a security exercise is telling: 

Some of our employees were very keen, so they were allowed to pretend to be 

terrorists and were sent to one of the facilities. They caused utter mayhem with 

smoke bombs on one side and then they jumped the fence. We totally fooled 

them! Oh, it was so much fun, you should have seen it, all the chaos. 

(Interview 5) 

Again, this suggests that agencies, when coping with the exceptional nature of their work, 

understand the need to meet the demand for the instrumental by utilizing a war on terror 

rhetoric. It points to the issue of how promoting meaningful work can be balanced with 

maintaining a level of realism in the governance of security. Lack of realism seems to have 

fostered the development of mechanisms of resistance in the performance of security. One 

interviewee describes the lack of interest of some agencies that do not take security work 

seriously:  

We placed five items and said this was a security incident and you need to find 

them. Although they were hidden, it was not that difficult to find them. But 

only two out of the five were retrieved, so one might ask why weren’t they all 

found? It turned out that one of the agencies wasn’t very committed. In fact, 

nobody from it was even out looking. (Interview 6) 

This lack of interest relates to the roles and responsibilities agencies have – some are more 

driven by commercial and business imperatives than by security per se. This means active 

resistance develops, and instrumental measures are ridiculed, as described by one PFSO: 

Of course, having exercises is probably a pain in the ass for some actors, 

particularly to those focusing on effectiveness and with commercial interests. 

So, we had one experience where an organization fucked with us. Ha, ha, yes it 

was hell! So basically, it became an exercise within an exercise, since one guy 
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wrote ‘bomb’ on a package and placed it somewhere in the facility. I was in a 

meeting with the regulatory authority and we had to cancel the whole exercise, 

since this wasn’t part of the script. Oh fuck, what a circus it was. We got to test 

our emergency responses, and we drove down immediately and evacuated the 

area. That was just crazy. (Interview 7) 

Such lack of interest and ridiculing of security practices strongly suggest that airport and port 

policing and security agencies often face serious frustrations in the performance of security. 

The theatrical elements in the interviewees’ stories may be understood as responses to 

exasperation with an excessive focus on the instrumental logic adopted by many agencies.  

Conclusion 

Drawing attention to recent theoretical perspectives at the intersection of the exceptional and 

the everyday, this article offers empirical insights into how Norwegian aviation and maritime 

security agencies perceive and experience the exceptional as part of their everyday practice of 

security. It shows how, in the face of heightened (in)security, agencies seek to construct 

strategies to cope with the consequences of exceptionality. It is argued that, while the 

instrumental logic continues to play a crucial role, the analysis also points towards the 

recognition of the human dimension characterized by instinctive everyday security 

consciousness.  

The empirical assessment documents the impact of the exceptional through the embodied 

experiences of living with seemingly constant risk and uncertainty. As regards the sense of 

uneasiness that has become part of the everyday life, it is shown that individuals and agencies 

actively seek to compensate for it by relying on instrumental governing logics and techniques. 

The findings demonstrate the use of risk management and analysis to render uncertainties 

manageable and tangible (Aradau and van Munster, 2007). By focusing on ‘the life of 

apparatuses of security’ (Adey and Anderson, 2012), the article provides insights into the 

impact of seemingly mundane and quotidian activities. It shows that documents can play a 

central role in security governance processes and that documentation can both offer 

reassurance and cause frustration in situations of risk and vulnerability. In parallel with this, 

there is a tendency towards militarization, particularly in agencies’ security exercises. The 

exercises are influenced by the war on terror discourse prevalent in this field.  
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However, emphasis on the tangible nature of everyday security is only one aspect, albeit a 

crucial one, of the coping strategies developed by the security agencies. The evidence 

presented here shows the importance of what is characterized as the human dimension of 

security practices. This means that the value of human qualities is recognized when 

confronting the consequences of exceptionality in the contemporary security landscape. In 

particular, the study demonstrates how the notion of everyday security consciousness figures 

in the life of security agencies. Apparently mundane actions, such as asking simple questions 

to determine or identify risks, can be a decisive factor in the efficacy of governing security. 

The human factor in coping with exceptionality can therefore be related to governmentality 

and responsibilization (Mythen and Walklate, 2008), where individuals are viewed as self-

governing subjects facing the embodied experiences of risk and uncertainty.  

Although considered valuable, elements of the human dimension may be placed under strain 

and lead to conflict, because some agencies tend to overemphasize the tangible nature of 

security practices. In this respect, the findings point to the emergence of mechanisms of 

resistance to such over-emphasis. As part of their emotional response, those delivering 

security find ways to ridicule and challenge its instrumental governing logic in their 

performance of security. This article suggests that, although the performance of security 

serves to provide excitement and alleviate boredom, there is also pressure to go along with the 

vision of exceptional conditions intrinsic to war on terror discourse. 

This study was conducted at a time of heightened (in)security when Europe experienced 

numerous terror attacks, some of which targeted transportation hubs. This may have 

contributed to an increased focus on security, risk, and preparedness by agencies and may 

therefore have affected the findings presented above and raise questions concerning their 

generalizability. However, the empirical context under scrutiny in this article is governed by 

comprehensive international regulatory regimes, which are designed to promote harmonized 

responses across countries (Eski, 2016a; Olsvik, 2015). More importantly, the regulations 

seek to respond to emerging risk and have over recent years become accustomed to the 

terrorism risk discourse (Eski, 2016b).  

While not undermining the growing scholarly interest in everyday (in)security (Vaughan-

Williams and Stevens, 2016), this article suggests that more critical engagement is needed to 

refine the theorization of everyday security practices in international spaces. By considering 

embodied experiences of living with risk, examined through the prism of everyday security 
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consciousness, one can provide another layer of analysis which stands in contrast to the more 

traditional legal-theoretical considerations of Schmittian and Agambenian frameworks of 

exceptionality. Thus, this article shows that exceptionality is not encountered only by elites or 

within ‘the formal world of political discourses’ (Crawford and Hutchinson, 2016: 1192). It 

can also be found by paying attention to everyday realities and ‘those mundane relations that 

are constitutive of society at large’ (Acuto, 2014: 347). The analytical lens of everyday 

(in)security could thus guide further empirically grounded research in other contexts, to 

enable new aspects of the experience of everyday security practices to be uncovered and to 

generate a more detailed understanding of the dynamics of governing logics that are practiced 

and negotiated. Given the desire to achieve international harmonization and standardization in 

the regulation of aviation and maritime security, similar dynamics of everyday security 

consciousness can be assumed to be present elsewhere, which suggests the value of 

comparative studies, but this is an empirical question that remains to be addressed.  
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